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Szpital Specjalistyczny w Brzozowie

Podkarpacki Ośrodek Onkologiczny 

im. Ks. Bronisława Markiewicza 

___________________________________________________________________________
S p e c y f i k a c j a 
W a r u n k ó w  Z a m ó w i e n i a
(SWZ)

Dostawa systemów komputerowych w ramach zadania inwestycyjnego pod nazwą:

,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym”

I.     Nazwa oraz adres Zamawiającego
	Zamawiający:
	Szpital Specjalistyczny w Brzozowie

Podkarpacki Ośrodek Onkologiczny

tel./fax: 13 4309552, 13 4309552 

e-mail:onkologia@szpital-brzozow.pl

strona internetowa: www.szpital-brzozow.pl 

NIP: 6861441430

	Zmiany i wyjaśnienia treści SWZ oraz inne dokumenty zamówienia bezpośrednio związane z postepowaniem o udzielenie zamówienia będą udostępniane na stronie internetowej:
https://ezamowienia.gov.pl/  


II. Tryb udzielenia zamówienia.
1. Postępowanie o udzielenie zamówienia publicznego prowadzone jest na podstawie art. 132 ustawy z dnia 11 września 2019 r. - Prawo zamówień publicznych.
Zamawiający przeprowadza postępowanie o udzielenie zamówienia publicznego na zakup systemów komputerowych w ramach zadania pod nazwą: ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia.”

2. Zamawiający zgodnie z art. 257 ustawy Prawo zamówień publicznych przewiduje unieważnienie postępowania o udzielenie zamówienia, jeżeli środki publiczne, które zamawiający zamierzał przeznaczyć na sfinansowanie całości lub części zamówienia, nie zostaną mu przyznane.

III. Warunki udziału w postępowaniu.

O zamówienie mogą się ubiegać wykonawcy, którzy :
a) nie podlegają wykluczeniu;
Zamawiający stwierdzi spełnianie powyższego warunku na podstawie złożonego przez Wykonawcę oświadczenia  o niepodleganiu wykluczeniu, na formularzu Jednolitego Europejskiego Dokumentu Zamówienia (JEDZ) zgodnie ze wzorem  stanowiącym załącznik nr 2 do SWZ, oświadczenia  oraz dokumentów podmiotowych określonych w dziale nr VIII SWZ.
b) spełniają warunki udziału w postępowaniu, dotyczące:
 - zdolności do występowania w obrocie gospodarczym.
Zamawiający nie stawia w tym zakresie żadnych wymagań, których spełnienie Wykonawca zobowiązany jest wykazać.

 - uprawnień do prowadzenia określonej działalności gospodarczej lub zawodowej;

 Zamawiający nie stawia w tym zakresie żadnych wymagań, których spełnienie Wykonawca       zobowiązany jest wykazać.

- sytuacji ekonomicznej lub  finansowej;

   Zamawiający nie stawia w tym zakresie żadnych wymagań, których spełnienie Wykonawca zobowiązany jest wykazać.

- zdolności technicznej lub zawodowej;
Dotyczy części nr 1, 4, 5, 6,

Warunek ten Zamawiający uzna za spełniony jeśli Wykonawca posiada doświadczenie zawodowe i stosuje normy zarządzania jakością w zakresie wymaganym przez Zamawiającego, oraz potwierdzi spełnianie tego warunku składając odpowiednie dokumenty określone w wykazie dokumentach podmiotowych do złożenia których zobowiązany jest Wykonawca którego oferta zostanie wybrana jako najkorzystniejsza.
IV. Podstawy wykluczenia.
Zamawiający oceni, czy wykonawcy którzy przez oferowane dostawy spełniają wymogi określone przez zamawiającego, oraz nie podlegają wykluczeniu z postępowania,  na podstawie wymaganych przez zamawiającego dokumentów określonych w dziale  numer VII i VIII specyfikacji warunków zamówienia.

V. Opis przedmiotu zamówienia.
Przedmiotem zamówienia jest dostawa  systemów komputerowych i oprogramowania dla Szpitala Specjalistycznego w Brzozowie Podkarpackiego Ośrodka Onkologicznego im. Ks. B. Markiewicza, a w tym:
Część 1 – Zakup środowiska bazodanowego wraz z migracją baz danych. 
Część 2 – Dostawa sprzętu komputerowego. 
Część 3 – Dostawa komputerów na salę operacyjną.
Część 4 – Dostawa systemu do backupu.
Część 5 – Dostawa sprzętu sieciowego oraz licencji.
Część 6 – Dostawa oprogramowania antywirusowego. 
Szczegółowy opis przedmiotu zamówienia znajduje się w załączniku nr 1 do SWZ.

Zamawiający  dopuszcza składanie ofert częściowych w zakresie nie mniejszym  niż jedna część.
Jeżeli Wykonawca stwierdzi, że użyte w SWZ i w załącznikach do SWZ normy krajowe lub normy europejskie lub normy międzynarodowe mogą wskazywać na producentów produktów lub źródła ich pochodzenia to Zamawiający dopuszcza w tym zakresie rozwiązania równoważne.   

Oznacza to, że parametry techniczne tak wskazanych produktów, określają wymagane przez Zamawiającego minimalne oczekiwania co do jakości produktów, które mają być użyte do wykonania przedmiotu umowy. Ponadto, w każdym przypadku stwierdzenie, że opis czy też cecha opisanego produktu, która może wskazywać na źródło pochodzenia lub producenta to Wykonawca również jest uprawniony do stosowania produktów równoważnych, przez które rozumie się takie, które posiadają parametry techniczne nie gorsze od tych wskazanych w SWZ i/lub w załącznikach do SWZ.

Oznaczenie przedmiotu zamówienia według wspólnego słownika zamówień:  CPV: 
30200000-1 urządzenia komputerowe
48900000-1 różne pakiety oprogramowania i systemy komputerowe
W postępowaniu  ma zastosowanie art. nr 139 ust. 1 ustawy Prawo zamówień publicznych.
VI. Termin i miejsce wykonania przedmiotu zamówienia.
Termin wykonania niniejszego zamówienia: szczegółowo określony w opisie przedmiotu zamówienia dla poszczególnych części. 
VII. Wykaz oświadczeń i dokumentów składanych wraz z ofertą:

Dokumenty wstępnie potwierdzające niepodleganie wykluczeniu oraz spełnianie warunków udziału w postępowaniu i inne dokumenty, które Wykonawca zobowiązany jest dostarczyć wraz z ofertą przetargową:
1. Oświadczenie o niepodleganiu wykluczeniu, spełnianiu warunków udziału  w postępowaniu składane na formularzu Jednolitego Europejskiego Dokumentu Zamówienia (JEDZ), zgodnie ze wzorem stanowiącym załącznik nr 2 do specyfikacji  warunków zamówienia - dokument stanowi wstępne potwierdzenie niepodleganiu wykluczeniu  i spełnianie warunków  udziału w postępowaniu.
     W przypadku wspólnego ubiegania się o zamówienie przez wykonawców Jednolity Europejski Dokument Zamówienia składa każdy z wykonawców wspólnie ubiegający się o zamówienie.

Wykonawca, który zamierza powierzyć wykonanie części zamówienia podwykonawcom zobowiązany jest wypełnić w tym zakresie JEDZ wskazując części zamówienia, których wykonanie zamierza powierzyć podwykonawcom.

Wykonawca, który powołuje się na zasoby innych podmiotów, w celu wykazania braku istnienia wobec nich podstaw wykluczenia oraz spełniania,  w zakresie, w jakim powołuje się na  ich zasoby, warunków udziału w postepowaniu składa także JEDZ dotyczący tych podmiotów.

Zamawiający zaleca zapoznanie się z INSTRUKCJĄ WYPEŁNIANIA dokumentu dostępną na stronie Urzędu Zamówień Publicznych: www.uzp.gov.pl
2. W przypadku wykonawców wspólnie ubiegających się o udzielenie zamówienia        pełnomocnictwo osoby reprezentującej wspólnie działających wykonawców, określające postępowanie do którego się odnosi, precyzujące zakres umocowania oraz określające osobę pełnomocnika i wykonawców udzielających pełnomocnictwa. Pełnomocnictwo powinno być podpisane przez wszystkich wykonawców.
3. Pełnomocnictwo do podpisania oferty (w przypadku, gdy oferta jest opatrzona podpisem upełnomocnionego przedstawiciela Wykonawcy).
4. Oświadczenie dotyczące RODO- wzór zawarty jest w załączniku  nr 3 do SWZ.

5. Oświadczenie dotyczące przeciwdziałania wspieraniu agresji na Ukrainę-stanowiące załącznik              nr 5 do SWZ - dokument stanowi potwierdzenie niepodleganiu wykluczeniu.

Przedmiotowe środki dowodowe:
Część nr 1:
1. Deklaracja zgodności CE.
2. Dokument potwierdzający posiadanie statusu autoryzowanego partnera ASSECO Poland S.A w zakresie systemu InfoMedica/AMMS. Wykonawca jako dowód przedstawi oświadczenie producenta   oprogramowania ASSECO Poland S.A., które potwierdzi status autoryzowanego partnera oraz posiadane doświadczenie i umiejętności Wykonawcy w zakresie systemu InfoMedica/AMMS. Oświadczenie zostanie wydane na potrzeby bieżącego postępowania realizowanego przez Zamawiającego.
Część nr 2:

zestaw komputerowy - 30 szt.: 

stacja komputerowa: 

1. Dla producenta sprzętu należy dostarczyć certyfikaty ISO: 9001, 14001, 50001

Dla zaoferowanego sprzętu:

2. Deklaracja zgodności CE.
3. Potwierdzenie spełnienia kryteriów środowiskowych, w tym zgodności z dyrektywą RoHS Unii Europejskiej o eliminacji substancji niebezpiecznych w postaci oświadczenia producenta jednostki.
4. Certyfikat TCO min. 9.0.

monitor:

1. Dla producenta sprzętu należy dostarczyć certyfikaty ISO: 9001, 14001, 

Dla zaoferowanego sprzętu:

2. Energy Star. 
3. TCO min. 8.0.
4. Certyfikat EPEAT Gold dla kraju Polska według danych widocznych na stronie https://epeat.net/search-computers-and-displays.

5. Certyfikacja ochrony oczu TUV Rheinland Eye Comfort.

zestaw komputerowy - 15 szt.: 

1. Dla producenta sprzętu należy dostarczyć certyfikaty ISO: 9001, 14001, 50001

Dla zaoferowanego sprzętu:

2. Certyfikat EPEAT Gold dla kraju Polska według danych widocznych na stronie https://epeat.net/search-computers-and-displays.

3. Deklaracja zgodności CE.

4. Energy Star. 8.0.

5. Potwierdzenie spełnienia kryteriów środowiskowych, w tym zgodności z dyrektywą RoHS Unii Europejskiej o eliminacji substancji niebezpiecznych w postaci oświadczenia producenta jednostki.

Część nr 3:

1. Dla wyrobów medycznych (sprzętu) odpowiednio - Certyfikat CE lub deklaracja zgodności CE w zależności od klasy wyrobu medycznego - zgodnie z obowiązującymi przepisami dotyczącymi obrotu wyrobami medycznymi. (Jeżeli klasa oferowanego wyrobu medycznego wymaga certyfikacji przez jednostkę notyfikowaną należy przedłożyć certyfikat CE. Dla wyrobów medycznych nie wymagających certyfikacji jednostki notyfikowanej należy przedłożyć deklarację zgodności CE). W przypadku przedłożenia certyfikatów CE, których termin ważności minął, lecz ważność jest zachowana  na podstawie  obowiązujących przepisów odnośnie okresów przejściowych,  należy przedłożyć potwierdzenie zawarcia umowy certyfikacji z jednostką notyfikowaną, zgodnie  z obowiązującymi przepisami.
2. Wpis do rejestru wyrobów medycznych.
Przedmiotowe środki dowodowe podlegają uzupełnieniu.
VIII. Podmiotowe środki dowodowe składane na wezwanie:

Zamawiający wezwie Wykonawcę, którego oferta została najwyżej oceniona, do złożenia   w wyznaczonym terminie, nie krótszym niż 10 dni od dnia wezwania, podmiotowych środków dowodowych, aktualnych na dzień ich złożenia, tj.:

1.   Odpis lub informacja z Krajowego Rejestru Sądowego lub z Centralnej Ewidencji i Informacji o Działalności Gospodarczej, w zakresie art. 109 ust. 1 pkt 4 ustawy, sporządzonych nie wcześniej niż 3 miesiące przed jej złożeniem, jeżeli odrębne przepisy wymagają wpisu do rejestru lub ewidencji.

2. 
Informacja z Krajowego Rejestru Karnego w zakresie określonym w art. 108 ust. 1 pkt. 1, 2 i 4 ustawy, sporządzona nie wcześniej niż 6 miesięcy przed jej złożeniem.

3. Oświadczenie wykonawcy o aktualności informacji zawartych w oświadczeniu, o którym mowa w art. 125 ust. 1 ustawy, w zakresie podstaw wykluczenia z postępowania wskazanych przez zamawiającego - wzór stanowi  załącznik nr 4 do SWZ.

4. Oświadczenie dotyczące przynależności do grupy kapitałowej - wzór zawarty jest  w załączniku  nr 4 do SWZ.
5.   Podmiotowe środki dowodowe potwierdzające spełnianie warunku zdolności technicznej lub    zawodowej:

         Dla części nr 1:         

Wykaz dostaw lub usług wykonanych, a w przypadku świadczeń powtarzających się lub ciągłych również wykonywanych, w okresie ostatnich 3 lat, a jeżeli okres prowadzenia działalności jest krótszy - w tym okresie, wraz z podaniem ich wartości, przedmiotu, dat wykonania i podmiotów, na rzecz których dostawy lub usługi zostały wykonane lub są wykonywane, oraz załączeniem dowodów określających, czy te dostawy lub usługi zostały wykonane lub są wykonywane należycie, przy czym dowodami, o których mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz którego dostawy lub usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub ciągłych są wykonywane, a jeżeli wykonawca z przyczyn niezależnych od niego nie jest w stanie uzyskać tych dokumentów - oświadczenie wykonawcy; w przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych referencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny być wystawione w okresie ostatnich 3 miesięcy.
Wykonawca zobowiązany jest wykazać należyte zrealizowania co najmniej:

1. jednego zamówienia polegającego na wdrożeniu rozwiązania wysokiej dostępności obejmującego: budowę klastra co najmniej dwóch macierzy dyskowych w oparciu o technologię równoważną do HyperSwap (tj. rozwiązanie zapewniające synchroniczną replikację danych i automatyczne przełączanie w przypadku awarii), wraz z budową i konfiguracją sieci SAN z integracją niezbędną do konfiguracji takiego klastra na potrzeby uruchomienia klastra geograficznego zapewniającego wysoką dostępność systemów w co najmniej dwóch lokalizacjach (załącznik nr 7). 

2. jednej usługi polegającej na migracji środowiska produkcyjnego InfoMedica/AMMS na nową infrastrukturę serwerową (załącznik nr 7).

         Dla części nr 4:         

Wykaz dostaw lub usług wykonanych, a w przypadku świadczeń powtarzających się lub ciągłych również wykonywanych, w okresie ostatnich 3 lat, a jeżeli okres prowadzenia działalności jest krótszy - w tym okresie, wraz z podaniem ich wartości, przedmiotu, dat wykonania i podmiotów, na rzecz których dostawy lub usługi zostały wykonane lub są wykonywane, oraz załączeniem dowodów określających, czy te dostawy lub usługi zostały wykonane lub są wykonywane należycie, przy czym dowodami, o których mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz którego dostawy lub usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub ciągłych są wykonywane, a jeżeli wykonawca z przyczyn niezależnych od niego nie jest w stanie uzyskać tych dokumentów - oświadczenie wykonawcy; w przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych referencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny być wystawione w okresie ostatnich 3 miesięcy.
Wykonawca zobowiązany jest wykazać należyte zrealizowania co najmniej: jednego zamówienia polegającego na wdrożeniu systemu do backupu (załącznik nr 7).
        Dla części nr 5:         

A. Wykaz dostaw lub usług wykonanych, a w przypadku świadczeń powtarzających się lub ciągłych również wykonywanych, w okresie ostatnich 3 lat, a jeżeli okres prowadzenia działalności jest krótszy - w tym okresie, wraz z podaniem ich wartości, przedmiotu, dat wykonania i podmiotów, na rzecz których dostawy lub usługi zostały wykonane lub są wykonywane, oraz załączeniem dowodów określających, czy te dostawy lub usługi zostały wykonane lub są wykonywane należycie, przy czym dowodami, o których mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz którego dostawy lub usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub ciągłych są wykonywane, a jeżeli wykonawca z przyczyn niezależnych od niego nie jest w stanie uzyskać tych dokumentów - oświadczenie wykonawcy; w przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych referencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny być wystawione w okresie ostatnich 3 miesięcy.
Wykonawca zobowiązany jest wykazać należyte zrealizowania co najmniej: jednego zamówienia polegającego na wdrożeniu rozwiązania sieciowego (załącznik nr 7).

B. Zaświadczenie niezależnego podmiotu zajmującego się poświadczaniem spełniania przez wykonawcę określonych norm zarządzania jakością, w tym dostępności dla osób niepełnosprawnych, jeżeli zamawiający odwołuje się do systemów zarządzania jakością opartych na odpowiednich seriach norm europejskich oraz certyfikowanych przez akredytowane jednostki.
Wykonawca zobowiązany jest złożyć certyfikaty: ISO/IEC 27001:2022, ISO 9001:2051,

C. Zaświadczenia niezależnego podmiotu zajmującego się poświadczaniem spełnienia przez wykonawcę wymogów określonych systemów lub norm zarządzania środowiskowego, jeżeli zamawiający odwołuje się do systemu ekozarządzania i audytu, o którym mowa w rozporządzeniu Parlamentu Europejskiego i Rady (WE) nr 1221/2009 z dnia 25 listopada 2009 r. w sprawie dobrowolnego udziału organizacji w systemie ekozarządzania i audytu we Wspólnocie (EMAS), uchylającym rozporządzenie (WE) nr 761/2001 oraz decyzje Komisji 2001/681/WE i 2006/193/WE (Dz. Urz. UE L 342 z 22.12.2009, str. 1, z późn. zm.), lub do innych norm zarządzania środowiskowego opartych na odpowiednich normach europejskich lub międzynarodowych oraz certyfikowanych przez akredytowane jednostki.
Wykonawca zobowiązany jest złożyć certyfikat: ISO 14001:2015,

        Dla części nr 6:         

A. Wykaz dostaw lub usług wykonanych, a w przypadku świadczeń powtarzających się lub ciągłych również wykonywanych, w okresie ostatnich 3 lat, a jeżeli okres prowadzenia działalności jest krótszy - w tym okresie, wraz z podaniem ich wartości, przedmiotu, dat wykonania i podmiotów, na rzecz których dostawy lub usługi zostały wykonane lub są wykonywane, oraz załączeniem dowodów określających, czy te dostawy lub usługi zostały wykonane lub są wykonywane należycie, przy czym dowodami, o których mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz którego dostawy lub usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub ciągłych są wykonywane, a jeżeli wykonawca z przyczyn niezależnych od niego nie jest w stanie uzyskać tych dokumentów - oświadczenie wykonawcy; w przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych referencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny być wystawione w okresie ostatnich 3 miesięcy.
Wykonawca zobowiązany jest wykazać należyte zrealizowania co najmniej: jednego zamówienia polegającego na wdrożeniu rozwiązania antywirusowego (załącznik nr 7).

B. Zaświadczenie niezależnego podmiotu zajmującego się poświadczaniem spełniania przez wykonawcę określonych norm zarządzania jakością, w tym dostępności dla osób niepełnosprawnych, jeżeli zamawiający odwołuje się do systemów zarządzania jakością opartych na odpowiednich seriach norm europejskich oraz certyfikowanych przez akredytowane jednostki.
Wykonawca zobowiązany jest złożyć certyfikaty: ISO/IEC 27001:2022, ISO 9001:2051,

C. Zaświadczenia niezależnego podmiotu zajmującego się poświadczaniem spełnienia przez wykonawcę wymogów określonych systemów lub norm zarządzania środowiskowego, jeżeli zamawiający odwołuje się do systemu ekozarządzania i audytu, o którym mowa w rozporządzeniu Parlamentu Europejskiego i Rady (WE) nr 1221/2009 z dnia 25 listopada 2009 r. w sprawie dobrowolnego udziału organizacji w systemie ekozarządzania i audytu we Wspólnocie (EMAS), uchylającym rozporządzenie (WE) nr 761/2001 oraz decyzje Komisji 2001/681/WE i 2006/193/WE (Dz. Urz. UE L 342 z 22.12.2009, str. 1, z późn. zm.), lub do innych norm zarządzania środowiskowego opartych na odpowiednich normach europejskich lub międzynarodowych oraz certyfikowanych przez akredytowane jednostki.
Wykonawca zobowiązany jest złożyć certyfikat: ISO 14001:2015,

Jeżeli Wykonawca ma siedzibę lub miejsce zamieszkania poza granicami Rzeczypospolitej Polskiej, zgodnie z § 4 ust. 1 Rozporządzenia Ministra Rozwoju, Pracy i Technologii z dnia 23 grudnia 2020 r. w sprawie podmiotowych środków dowodowych oraz innych dokumentów lub oświadczeń, jakich może żądać zamawiający od wykonawców (zwanym dalej rozporządzeniem), zamiast:

a) informacji z Krajowego Rejestru Karnego, o której mowa w § 2 ust. 1 pkt 1 rozporządzenia, składa informację z odpowiedniego rejestru, takiego jak rejestr sądowy, albo, w przypadku braku takiego rejestru, inny równoważny dokument wydany przez właściwy organ sądowy lub administracyjny kraju, w którym wykonawca ma siedzibę lub miejsce zamieszkania lub miejsce zamieszkania ma osoba, której dotyczy informacja albo dokument, w zakresie wymaganym przez zamawiającego,

b) odpisu albo informacji z Krajowego Rejestru Sądowego lub Centralnej Ewidencji  i Informacji o Działalności Gospodarczej, o których mowa w § 2 ust. 1 pkt. 6 rozporządzenia, składa dokument lub dokumenty wystawione w kraju, w którym Wykonawca ma siedzibę lub miejsce zamieszkania potwierdzające odpowiednio, że nie otwarto jego likwidacji, nie ogłoszono upadłości, jego aktywami nie zarządza likwidator lub sąd, nie zawarł układu z wierzycielami, jego działalność gospodarcza nie jest zawieszona ani nie znajduje się on w innego tego rodzaju sytuacji wynikającej z podobnej procedury przewidzianej w przepisach miejsca wszczęcia tej procedury.

Jeżeli w kraju, w którym wykonawca ma siedzibę lub miejsce zamieszkania lub miejsce zamieszkania ma osoba, której dokument dotyczy, nie wydaje się dokumentów,  o których mowa w pkt. a i b powyżej, lub gdy dokumenty te nie odnoszą się do wszystkich przypadków określonych w pkt. 1 i 2 powyżej, zastępuje się je odpowiednio w całości lub w części dokumentem zawierającym odpowiednio oświadczenie wykonawcy, ze wskazaniem osoby albo osób uprawnionych do jego reprezentacji, lub oświadczenie osoby, której dokument miał dotyczyć złożone pod przysięgą, lub, jeżeli w kraju, w którym wykonawca ma siedzibę lub miejsce zamieszkania lub miejsce zamieszkania ma osoba, której dokument dotyczy, nie ma przepisów o oświadczeniu pod przysięgą, złożone przed organem sądowym lub administracyjnym, notariuszem, organem samorządu zawodowego lub gospodarczego, właściwym z względu na siedzibę lub miejsce zamieszkania wykonawcy lub miejsce zamieszkania osoby, której dokument miał dotyczyć.     
IX. Podstawy wykluczenia.
1. Z postępowania o udzielenie zamówienia wykluczony zostanie Wykonawca, w stosunku do którego zachodzi którakolwiek z okoliczności, o których mowa w art. 108 ust. 1 ustawy Prawo zamówień publicznych.

1) będący osobą fizyczną, którego prawomocnie skazano za przestępstwo:

a) udziału w zorganizowanej grupie przestępczej albo związku mającym na celu popełnienie przestępstwa lub przestępstwa skarbowego, o którym mowa w art. 258 Kodeksu karnego,

b)  handlu ludźmi, o którym mowa w art. 189a Kodeksu karnego,

c)  o którym mowa w art. 228-230a, art. 250a Kodeksu karnego lub w art. 46 lub art. 48 ustawy z dnia 25 czerwca 2010 r. o sporcie, (Dz. U. z 2020 r. poz. 1133 oraz z 2021 r. poz. 2054) lub w art. 54 ust. 1-4 ustawy z dnia 12 maja 2011 r. o refundacji leków, środków spożywczych specjalnego przeznaczenia żywieniowego oraz wyrobów medycznych (Dz. U. z 2021 r. poz. 523, 1292, 1559 i 2054),

d)  finansowania przestępstwa o charakterze terrorystycznym, o którym mowa  w art. 165a Kodeksu karnego, lub przestępstwo udaremniania lub utrudniania stwierdzenia przestępnego pochodzenia pieniędzy lub ukrywania ich pochodzenia, o którym mowa w art. 299 Kodeksu karnego,

e) o charakterze terrorystycznym, o którym mowa w art. 115 § 20 Kodeksu karnego, lub mające na celu popełnienie tego przestępstwa,

f) pracy małoletnich cudzoziemców, o którym mowa w art. 9 ust. 2 ustawy z dnia 15 czerwca 2012 r. o skutkach powierzania wykonywania pracy cudzoziemcom przebywającym wbrew przepisom na terytorium Rzeczypospolitej Polskiej (Dz. U. 2012 poz. 769),

g) przeciwko obrotowi gospodarczemu, o których mowa w art. 296-307 Kodeksu karnego, przestępstwo oszustwa, o którym mowa w art. 286 Kodeksu karnego, przestępstwo przeciwko wiarygodności dokumentów, o których mowa w art. 270- 277d Kodeksu karnego, lub przestępstwo skarbowe,

h) o którym mowa w art. 9 ust. 1 i 3 lub art. 10 ustawy z dnia 15 czerwca 2012 r. o skutkach powierzania wykonywania pracy cudzoziemcom przebywającym wbrew przepisom na terytorium Rzeczypospolitej Polskiej lub za odpowiedni czyn zabroniony określony w przepisach prawa obcego;

2) jeżeli urzędującego członka jego organu zarządzającego lub nadzorczego, wspólnika spółki w spółce jawnej lub partnerskiej albo komplementariusza w spółce komandytowej lub komandytowo-akcyjnej lub prokurenta prawomocnie skazano za przestępstwo, o którym mowa w pkt 1;

3) wobec którego wydano prawomocny wyrok sądu lub ostateczną decyzją administracyjną o zaleganiu z uiszczeniem podatków, opłat lub składek na ubezpieczenie społeczne lub zdrowotne, chyba, że Wykonawca odpowiednio przed upływem terminu do składania wniosków o dopuszczenie do udziału w postępowaniu albo przed upływem terminu składania ofert dokonał płatności należnych podatków, opłat lub składek na ubezpieczenie społeczne lub zdrowotne wraz z odsetkami lub grzywnami lub zawarł wiążące porozumienie  w sprawie spłaty tych należności;

4) wobec którego orzeczono zakaz ubiegania sią o zamówienia publiczne;

5) jeżeli Zamawiający może stwierdzić, na podstawie wiarygodnych przesłanek, że Wykonawca zawarł z innymi Wykonawcami porozumienie mające na celu zakłócenie konkurencji, w szczególności jeżeli należąc do tej samej grupy kapitałowej w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsumentów, złożyli odrębne oferty, oferty częściowe lub wnioski o dopuszczenie do udziału w postępowaniu, chyba że wykażą, że przygotowali  te oferty lub wnioski niezależnie od siebie;

6) jeżeli, w przypadkach, o których mowa w art. 85 ust. 1 ustawy Pzp, doszło do zakłócenia konkurencji wynikającego z wcześniejszego zaangażowania tego Wykonawcy lub podmiotu, który należy z wykonawcą do tej samej grupy kapitałowej w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsumentów, chyba że spowodowane tym zakłócenie konkurencji może być wyeliminowane w inny sposób niż przez wykluczenie Wykonawcy z udziału w postępowaniu o udzielenie zamówienia.

2. Zamawiający przewiduje wykluczenie wykonawcy na podstawie art. 109 ust. 1 pkt. 4, 7 - 10 ustawy Prawo zamówień publicznych:

1) w stosunku do którego otwarto likwidację, ogłoszono upadłość, którego aktywami zarządza likwidator lub sąd, zawarł układ z wierzycielami, którego działalność gospodarcza jest zawieszona albo znajduje się on winnej tego rodzaju sytuacji wynikającej z podobnej procedury przewidzianej w przepisach miejsca wszczęcia tej procedury;

2) który, z przyczyn leżących po jego stronie, w znacznym stopniu lub zakresie nie wykonał lub nie-należycie wykonał albo długotrwale nienależycie wykonywał istotne zobowiązanie wynikające z wcześniejszej umowy w sprawie zamówienia publicznego lub umowy koncesji, co doprowadziło do wypowiedzenia lub odstąpienia od umowy, odszkodowania, wykonania zastępczego lub realizacji uprawnień z tytułu rękojmi za wady;

3) który w wyniku zamierzonego działania lub rażącego niedbalstwa wprowadził zamawiającego w błąd przy przedstawianiu informacji, że nie podlega wykluczeniu, spełnia warunki udziału w postępowaniu lub kryteria selekcji,  co mogło mieć istotny wpływ na decyzje podejmowane przez zamawiającego w postępowaniu o udzielenie zamówienia, lub który zataił te informacje lub nie jest wstanie przedstawić wymaganych podmiotowych środków dowodowych;

4) który bezprawnie wpływał lub próbował wpływać na czynności zamawiającego lub próbował po-zyskać lub pozyskał informacje poufne, mogące dać mu przewagę w postępowaniu o udzielenie zamówienia;

5) który w wyniku lekkomyślności lub niedbalstwa przedstawił informacje wprowadzające w błąd, co mogło mieć istotny wpływ na decyzje podejmowane przez zamawiającego w postępowaniu o udzielenie zamówienia

3. Z postępowania o udzielenie zamówienia wyklucza się Wykonawcę z zastrzeżeniem art. 110 ust. 2 ustawy Pzp.

4. Wykonawca może zostać wykluczony przez Zamawiającego na każdym etapie postępowania o udzielenie zamówienia.
5. Zgodnie z treścią art. 5k ust. 1 rozporządzenia 833/2014 zakazuje się udzielania lub dalszego wykonywania wszelkich zamówień publicznych lub koncesji objętych zakresem dyrektyw w sprawie zamówień publicznych, a także zakresem art. 10 ust. 1, 3, ust. 6 lit. a)–e), ust. 8, 9 i 10, art. 11, 12, 13 i 14 dyrektywy 2014/23/UE, art. 7 i 8, art. 10 lit. b)–f) i lit. h)–j) dyrektywy 2014/24/UE, art. 18, art. 21 lit. b)–e) i lit. g)–i), art. 29 i 30 dyrektywy 2014/25/UE oraz art. 13 lit. a)–d), lit. f)–h) i lit. j) dyrektywy 2009/81/WE na rzecz lub z udziałem:

a) obywateli rosyjskich lub osób fizycznych lub prawnych, podmiotów lub organów z siedzibą w Rosji;

b) osób prawnych, podmiotów lub organów, do których prawa własności bezpośrednio lub pośrednio w ponad 50 % należą do osoby fizycznej lub prawnej, podmiotu lub organu, o którym mowa w lit. a) niniejszego ustępu; lub

c) osób fizycznych lub prawnych, podmiotów lub organów działających w imieniu lub pod kierunkiem podmiotu, o którym mowa w lit. a) lub b) niniejszego ustępu,

w tym podwykonawców, dostawców lub podmiotów, na których zdolności polega się w rozumieniu dyrektyw w sprawie zamówień publicznych, w przypadku, gdy przypada na nich ponad 10 % wartości zamówienia.

6. Zgodnie z treścią art. 7 ust. 1 ustawy z dnia 13 kwietnia 2022r. o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego, z postępowania o udzielenie zamówienia publicznego lub konkursu prowadzonego na podstawie ustawy Pzp wyklucza się:
1) wykonawcę oraz uczestnika konkursu wymienionego w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisanego na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3 ustawy;

2) wykonawcę oraz uczestnika konkursu, którego beneficjentem rzeczywistym w rozumieniu ustawy z dnia 1 marca 2018 r. o przeciwdziałaniu praniu pieniędzy oraz finansowaniu terroryzmu (Dz. U. z 2025 r. poz. 644) jest osoba wymieniona w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisana na listę lub będąca takim beneficjentem rzeczywistym od dnia 24 lutego 2022 r., o ile została wpisana na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3 ustawy;

3) wykonawcę oraz uczestnika konkursu, którego jednostką dominującą w rozumieniu art. 3 ust. 1 pkt 37 ustawy z dnia 29 września 1994 r. o rachunkowości (Dz. U. z 2023 r. poz. 120 ze zm.), jest podmiot wymieniony w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisany na listę lub będący taką jednostką dominującą od dnia 24 lutego 2022 r., o ile został wpisany na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3 ustawy.
X. Konsorcjum.
1. W przypadku wnoszenia oferty wspólnej przez dwa lub więcej podmioty gospodarcze (konsorcja/spółki cywilne) oferta musi spełniać wymagania określone w art. 58 ustawy Prawo zamówień publicznych, w tym:

1) w przypadku Wykonawców wspólnie ubiegających się o udzielenie zamówienia, zgodnie z art. 58 ust. 2 ustawy Pzp Wykonawcy ustanawiają pełnomocnika do reprezentowania ich w postępowaniu o udzielenie zamówienia  lub pełnomocnictwo do reprezentowania w postępowaniu i zawarcia umowy. W związku z powyższym niezbędne jest przedłożenie w ofercie dokumentu zawierającego pełnomocnictwo w celu ustalenia podmiotu uprawnionego do występowania w imieniu Wykonawców w sposób umożliwiający ich identyfikację. 

2) W celu wykazania niepodlegania wykluczeniu z postępowania o udzielenie zamówienia  wymagane jest załączenie do oferty oświadczenia i przedłożenia dokumentów dla każdego konsorcjanta oddzielnie.
XI. Podwykonawcy.
1.
Wykonawca, który zamierza powierzyć wykonanie części usług innej firmie (podwykonawcy) jest zobowiązany do:

1)
określenia w złożonej ofercie (w załączniku nr 2 do SWZ-JEDZ) informacji, jaka część przedmiotu zamówienia będzie realizowana przez podwykonawców z podaniem jego danych jeżeli są znane.

2)
Za zgodą Zamawiającego Wykonawca może w trakcie realizacji zamówienia zgłosić nowych podwykonawców do realizacji zamówienia.

XII.
Informacje o środkach komunikacji elektronicznej, przy użyciu których Zamawiający będzie komunikował się z Wykonawcami, oraz informacje o wymaganiach technicznych i organizacyjnych sporządzania, wysyłania i odbierania korespondencji elektronicznej.
1. W postępowaniu o udzielenie zamówienia komunikacja między Zamawiającym,  a Wykonawcami odbywa się w sposób następujący:

- przy użyciu strony internetowej prowadzonego postępowania: https://ezamowienia.gov.pl/mp-client/search/list/ocds-148610-31ba4362-289f-45ef-9581-e614a9977e50 dotyczy złożenia oferty wraz z dokumentami składanymi wraz z ofertą przetargową, udzielania odpowiedzi na pytania, zamieszczania modyfikacji treści SWZ, zamieszczania ogłoszeń o zmianie ogłoszenia, zamieszczania zawiadomienia o wyniku/unieważnieniu  postępowania, zawiadomienia o unieważnieniu czynności wyboru oferty najkorzystniejszej
- przy użyciu poczty elektronicznej, email: wojciech.majkowski@szpital-brzozow.pl w pozostałych przypadkach (np. zadawanie pytań, składanie wyjaśnień, wzywanie do wyjaśnień dotyczących treści złożonej oferty, wezwanie do złożenia/uzupełnienia dokumentów, składanie dokumentów, uzupełnienie dokumentów itp.)
2. Zamawiający nie dopuszcza złożenia ofert w postaci katalogów elektronicznych lub dołączenia katalogów elektronicznych do oferty.
3. Oferta powinna być sporządzona w języku polskim, w formie  elektronicznej opatrzonej  elektronicznym podpisem kwalifikowanym.  

4. Wzór oferty stanowi załącznik nr 1 do niniejszej Specyfikacji  Warunków Zamówienia.

5. Wszelkie informacje stanowiące tajemnicę przedsiębiorstwa w rozumieniu ustawy z   dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji, które Wykonawca zastrzeże jako tajemnicę przedsiębiorstwa, powinny zostać złożone w osobnym pliku wraz z jednoczesnym zaznaczeniem polecenia „Załącznik stanowiący tajemnicę przedsiębiorstwa”  
6. Wykonawca może przed upływem terminu do składania ofert wycofać ofertę.

7. Do oferty należy dołączyć dokumenty  w formie  elektronicznej opatrzone elektronicznym podpisem kwalifikowanym.  

8. Do oferty należy dołączyć dokumenty określone w części VII, które należy złożyć w formie  elektronicznej, a następnie wraz z plikami stanowiącymi ofertę skompresować do jednego pliku archiwum (ZIP). 
XIII.

Osoby uprawnione do porozumiewania się z Wykonawcami.
Osobą uprawnioną do porozumiewania się z Wykonawcami w sprawach formalnoprawnych jest:

- mgr Wojciech Majkowski, tel. 13 43 09 587, e-mail: wojciech.majkowski@szpital-brzozow.pl 
XIV.
Termin związania z ofertą.
1.
Wykonawca jest związany ofertą od dnia upływu terminu składania ofert do dnia: 26.03.2026 roku.
XV.
 Wymagania dotyczące wniesienia wadium.
Wadium nie jest wymagane.

XVI. Zabezpieczenie należytego wykonania umowy.
Zabezpieczenie nie jest wymagane.
XVII. Opis sposobu przygotowania oferty.
1. Wszelkie informacje stanowiące tajemnicę przedsiębiorstwa w rozumieniu ustawy  z dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji, które Wykonawca zastrzeże jako tajemnicę przedsiębiorstwa, powinny zostać złożone w osobnym pliku wraz z jednoczesnym zaznaczeniem polecenia „Załącznik stanowiący tajemnicę przedsiębiorstwa” a następnie wraz z plikami stanowiącymi jawną część skompresowane do jednego pliku archiwum (ZIP). Wykonawca zobowiązany jest, wraz z przekazaniem tych informacji, wykazać spełnienie przesłanek określonych w art. 11 ust. 2 ustawy z dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji. Zaleca się, aby uzasadnienie zastrzeżenia informacji jako tajemnicy przedsiębiorstwa było sformułowane w sposób umożliwiający jego udostępnienie. Zastrzeżenie przez Wykonawcę tajemnicy przedsiębiorstwa bez uzasadnienia, będzie traktowane przez Zamawiającego jako bezskuteczne ze względu na zaniechanie przez Wykonawcę podjęcia niezbędnych działań w celu zachowania poufności objętych klauzulą informacji zgodnie z postanowieniami art. 18 ust. 3 ustawy Pzp.

2. Ofertę wraz z wymaganymi dokumentami należy złożyć w formie elektronicznej opatrzonej  podpisem kwalifikowanym, a następnie wraz z plikami stanowiącymi ofertę skompresować do jednego pliku archiwum (ZIP).

3. Do przygotowania oferty zaleca się wykorzystanie Formularza Oferty, którego wzór stanowi Załącznik nr 1 do SWZ. W przypadku, gdy Wykonawca nie korzysta  z przygotowanego przez Zamawiającego wzoru, w treści oferty należy zamieścić wszystkie informacje wymagane w Formularzu Ofertowym.
4. Jeżeli Wykonawca nie złoży przedmiotowych środków dowodowych lub złożone przedmiotowe środki dowodowe będą niekompletne, Zamawiający wezwie do ich złożenia lub uzupełnienia w wyznaczonym terminie.
5. Postanowień ust. 4 nie stosuje się do oferty oraz jeżeli przedmiotowy środek dowo​dowy służy potwierdzaniu zgodności z cechami lub kryteriami określonymi w opisie kryteriów oceny ofert lub, pomimo złożenia przedmiotowego środka dowodowego, oferta podlega odrzuceniu albo zachodzą przesłanki unieważnienia postępowania.

XVIII.  Sposób oraz termin składania ofert.
1. Oferta powinna być sporządzona w języku polskim, z zachowaniem w formy elektronicznej opatrzona elektronicznym podpisem kwalifikowanym oraz przesłana za pośrednictwem platformy e-Zamówienia na adres strony prowadzonego postępowania. Wykonawca po upływie terminu do składania ofert nie może skutecznie  wycofać złożonej oferty.

2. Zamawiający odrzuci ofertę złożoną po terminie składania ofert.

3. Termin składania ofert ustala się na dzień: 29.12.2025 r. godz.: 10.00
4. Zamawiający, najpóźniej przed otwarciem ofert, udostępnia na stronie internetowej prowadzonego postępowania informację o kwocie, jaką zamierza przeznaczyć na sfinansowanie zamówienia.

5. Zamawiający, niezwłocznie po otwarciu ofert, udostępnia na stronie internetowej prowadzonego postępowania informacje o:

a) nazwach albo imionach i nazwiskach oraz siedzibach lub miejscach prowadzonej działalności gospodarczej albo miejscach zamieszkania wykonawców, których oferty zostały otwarte;

b) cenach lub kosztach zawartych w ofertach.

6. W przypadku wystąpienia awarii systemu teleinformatycznego, która spowoduje brak możliwości otwarcia ofert w terminie określonym przez Zamawiającego, otwarcie ofert nastąpi niezwłocznie po usunięciu awarii.

7. Zamawiający poinformuje o zmianie terminu otwarcia ofert na stronie internetowej prowadzonego postępowania.

XIX. Termin otwarcia ofert.
1. Otwarcie ofert nastąpi w dniu: 29.12.2025 r. godz.: 10:05
2. Otwarcie ofert jest niejawne.

3. Zamawiający, najpóźniej przed otwarciem ofert, udostępnia na stronie internetowej prowadzonego postępowania informację o kwocie, jaką zamierza przeznaczyć na sfinansowanie zamówienia.

4. Zamawiający, niezwłocznie po otwarciu ofert, udostępnia na stronie internetowej prowadzonego postępowania informacje o:

1)  nazwach albo imionach i nazwiskach oraz siedzibach lub miejscach prowadzonej działalności gospodarczej albo miejscach zamieszkania wykonawców, których oferty zostały otwarte;

2)  cenach lub kosztach zawartych w ofertach.

5. W przypadku wystąpienia awarii systemu teleinformatycznego, która spowoduje brak możliwości otwarcia ofert w terminie określonym przez Zamawiającego, otwarcie ofert nastąpi niezwłocznie po usunięciu awarii.

6. Zamawiający poinformuje o zmianie terminu otwarcia ofert na stronie internetowej prowadzonego postępowania.

XX. Sposób obliczenia ceny.
1. Oferowaną cenę należy podać w PLN. Przez cenę należy rozumieć cenę w rozumieniu art. 3 ust. 1 pkt. 1 i ust. 2 ustawy z dnia 9 maja 2014 r. o informowaniu o cenach towarów i usług (Dz.U. z 2023 r., poz. 168 z późn. zm.). 

2. Cenę należy podać z dokładnością do dwóch miejsc po przecinku. 

3. Sposób obliczania ceny, jaki wykonawcy powinni przyjąć w ofertach:                                                 Cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto
4. Przez cenę  zamówienia zamawiający rozumie łączną cenę za całość przedmiotu zamówienia stanowiącą całkowite wynagrodzenie wykonawcy.

5. Rozliczenia między Zamawiającym a Wykonawcą będą prowadzone w złotych polskich (PLN).

6. Jeżeli w zaoferowanej cenie są towary których nabycie prowadzi do powstania 
u zamawiającego obowiązku podatkowego zgodnie z przepisami o podatku od towarów i usług (VAT) to wykonawca wraz z ofertą składa o tym informację wskazując nazwę (rodzaj) towaru lub usługi, których dostawa lub świadczenie będzie prowadzić do jego powstania, oraz wskazując ich wartość bez kwoty podatku. - Niezłożenie przez Wykonawcę informacji będzie oznaczało, że taki obowiązek nie powstaje.
7.  W okolicznościach, o których mowa w ust. 6 zamawiający w celu oceny takiej oferty dolicza do przedstawionej w niej ceny podatek VAT, który miałby obowiązek rozliczyć zgodnie z tymi przepisami.
XXI.
Opis kryteriów oceny ofert wraz z podaniem wag tych kryteriów i sposobu   oceny ofert.
1. Przy wyborze oferty Zamawiający będzie się kierował kryteriami określonymi poniżej.

2. Ocenie będą podlegać wyłącznie oferty niepodlegające odrzuceniu.

3. Za najkorzystniejszą zostanie uznana oferta z najwyższą ilością punktów określonych w kryteriach.

4. W sytuacji, gdy Zamawiający nie będzie mógł dokonać wyboru najkorzystniejszej oferty ze względu na to, że zostały złożone oferty o takiej samej ilości przyznanych punktów, wezwie Wykonawców, którzy złożyli te oferty, do złożenia w terminie określonym przez Zamawiającego ofert dodatkowych zawierających nową cenę. Wykonawcy, składając oferty dodatkowe, nie mogą zaoferować cen wyższych niż zaoferowane w uprzednio złożonych przez nich ofertach.

5. W toku badania i oceny ofert Zamawiający może żądać od Wykonawców wyjaśnień dotyczących treści złożonych przez nich ofert lub innych składanych dokumentów lub oświadczeń. Wykonawcy są zobowiązani do przedstawienia wyjaśnień w terminie wskazanym przez Zamawiającego.

6. Zamawiający wybiera najkorzystniejszą ofertą w terminie związania ofertą określonym w SWZ.

7. Jeżeli termin związania ofertą upłynie przed wyborem najkorzystniejszej oferty, Zamawiający wezwie Wykonawcę LISTNUM , którego oferta otrzymała najwyższą ocenę, do wyrażenia, w wyznaczonym przez Zamawiającego terminie, pisemnej zgody na wybór jego oferty.

8.  W przypadku braku zgody, o której mowa w ust. 7, oferta podlega odrzuceniu,  a Zamawiający zwraca sią o wyrażenie takiej zgody do kolejnego Wykonawcy, którego oferta została najwyżej oceniona, chyba, że zachodzą przesłanki  do unieważnienia postępowania.
9. Kryteria oceny ofert i ich opis:
Kryteria oceny ofert 
Część nr 1:

    Kryterium:





          Waga kryterium:
    1) Cena oferty           




                     60 pkt
    2) Termin realizacji                                                                                  40 pkt          

Przez cenę zamówienia zamawiający rozumie łączny cenę za całość przedmiotu zamówienia, stanowiącą całkowite wynagrodzenie wykonawcy, 
Liczbę punktów, jaką uzyska badana oferta zamawiający obliczy w następujący sposób:

1) Cena  oferty.
Maksymalna ilość możliwych do uzyskania punktów wg kryterium cena – 60 punktów.

Oferta z najniższą oferowaną ceną brutto „C min”  otrzymuje punktów 60.

Każda inna oferta „C” otrzymuje ilość punktów w kryterium cena wynikającą  z wyliczenia wg wzoru:

(Cmin/C) x 60 = c

Cmin – najniższa oferowana cena

C
- cena badanej oferty

c- liczba punktów uzyskanych przez ofertę z kryterium cena

(przy przeliczaniu liczbę punktów zamawiający zaokrągla w dół do dwóch liczb  po przecinku np. liczba punktów 4,543 zostanie zaokrąglona do 4,54)

Sposób obliczania ceny, jaki Wykonawcy powinni przyjąć w ofertach:

cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto.
2) Termin realizacji.
Maksymalna ilość możliwych do uzyskania punktów w tym  kryterium  – 40 punktów.
W przypadku, gdy Wykonawca zaoferuje termin realizacji do 8 tygodni, otrzyma 0 pkt. w kryterium. 
W przypadku, gdy Wykonawca zaoferuje termin realizacji do 7 tygodni, otrzyma 20 pkt. w kryterium. 

W przypadku, gdy Wykonawca zaoferuje termin realizacji do 6 tygodni, otrzyma 40 pkt. w kryterium. 

__________________________________________________________________________________

Część nr 2:

    Kryterium:





          Waga kryterium:
    1) Cena oferty           




                     60 pkt
    2) Parametry techniczne                                                                        40 pkt          

Przez cenę zamówienia zamawiający rozumie łączny cenę za całość przedmiotu zamówienia, stanowiącą całkowite wynagrodzenie wykonawcy, 
Liczbę punktów, jaką uzyska badana oferta zamawiający obliczy w następujący sposób:

1) Cena  oferty.
Maksymalna ilość możliwych do uzyskania punktów wg kryterium cena – 60 punktów.

Oferta z najniższą oferowaną ceną brutto „C min”  otrzymuje punktów 60.

Każda inna oferta „C” otrzymuje ilość punktów w kryterium cena wynikającą  z wyliczenia wg wzoru:

(Cmin/C) x 60 = c

Cmin – najniższa oferowana cena

C
- cena badanej oferty

c- liczba punktów uzyskanych przez ofertę z kryterium cena

(przy przeliczaniu liczbę punktów zamawiający zaokrągla w dół do dwóch liczb  po przecinku np. liczba punktów 4,543 zostanie zaokrąglona do 4,54)

Sposób obliczania ceny, jaki Wykonawcy powinni przyjąć w ofertach:

cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto.
2) Parametry techniczne.

Maksymalna ilość możliwych do uzyskania punktów w tym  kryterium  – 40 punktów.
Porty złącza: 1xVGA – TAK – 10 pkt., NIE – 0 pkt.
Zasilacz: 260 W – 10 pkt., 280 W – 0 pkt.

Ergonomia: Pivot w zakresie min. -90 do 90 stopni TAK - 10 pkt., NIE - 0 pkt.

W ramach gwarancji opcja pozostawienia dysków u Zamawiającego TAK – 10 pkt., NIE – 0 pkt.

__________________________________________________________________________________ 
Część nr 3:

    Kryterium:





          Waga kryterium:
    1) Cena oferty           




                     60 pkt
    2) Termin gwarancji                                                                                 40 pkt          

Przez cenę zamówienia zamawiający rozumie łączny cenę za całość przedmiotu zamówienia, stanowiącą całkowite wynagrodzenie wykonawcy, 
Liczbę punktów, jaką uzyska badana oferta zamawiający obliczy w następujący sposób:

1) Cena  oferty.
Maksymalna ilość możliwych do uzyskania punktów wg kryterium cena – 60 punktów.

Oferta z najniższą oferowaną ceną brutto „C min”  otrzymuje punktów 60.

Każda inna oferta „C” otrzymuje ilość punktów w kryterium cena wynikającą  z wyliczenia wg wzoru:

(Cmin/C) x 60 = c

Cmin – najniższa oferowana cena

C
- cena badanej oferty

c- liczba punktów uzyskanych przez ofertę z kryterium cena

(przy przeliczaniu liczbę punktów zamawiający zaokrągla w dół do dwóch liczb  po przecinku np. liczba punktów 4,543 zostanie zaokrąglona do 4,54)

Sposób obliczania ceny, jaki Wykonawcy powinni przyjąć w ofertach:

cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto.
2) Termin gwarancji.

Termin gwarancji należy podać w miesiącach.

W przypadku, gdy Wykonawca zaoferuje termin gwarancji 24 miesiące otrzyma 0 punktów                  w kryterium termin gwarancji. 
W przypadku, gdy Wykonawca zaoferuje termin gwarancji 27 miesiące otrzyma 10 punktów                  w kryterium termin gwarancji. 

W przypadku, gdy Wykonawca zaoferuje termin gwarancji 30 miesięcy otrzyma 20 punktów                    w kryterium termin gwarancji. 

W przypadku, gdy Wykonawca zaoferuje termin gwarancji 33 miesięcy otrzyma 30 punktów w kryterium termin gwarancji. 

W przypadku, gdy Wykonawca zaoferuje termin gwarancji 34 miesiące lub więcej otrzyma 40 punktów  w kryterium termin gwarancji. 

W przypadku, gdy wykonawca nie określi w ofercie terminu gwarancji, zamawiający przyjmie termin gwarancji 24 miesiące.
__________________________________________________________________________________
Część nr 4:

    Kryterium:





          Waga kryterium:
    1) Cena oferty           




                     60 pkt
    2) Termin dostawy                                                                                  40 pkt          

Przez cenę zamówienia zamawiający rozumie łączny cenę za całość przedmiotu zamówienia, stanowiącą całkowite wynagrodzenie wykonawcy, 
Liczbę punktów, jaką uzyska badana oferta zamawiający obliczy w następujący sposób:

1) Cena  oferty.
Maksymalna ilość możliwych do uzyskania punktów wg kryterium cena – 60 punktów.

Oferta z najniższą oferowaną ceną brutto „C min”  otrzymuje punktów 60.

Każda inna oferta „C” otrzymuje ilość punktów w kryterium cena wynikającą  z wyliczenia wg wzoru:

(Cmin/C) x 60 = c

Cmin – najniższa oferowana cena

C
- cena badanej oferty

c- liczba punktów uzyskanych przez ofertę z kryterium cena

(przy przeliczaniu liczbę punktów zamawiający zaokrągla w dół do dwóch liczb  po przecinku np. liczba punktów 4,543 zostanie zaokrąglona do 4,54)

Sposób obliczania ceny, jaki Wykonawcy powinni przyjąć w ofertach:

cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto.
2) Termin dostawy.

W przypadku, gdy Wykonawca zaoferuje termin dostawy 5 tygodni, otrzyma 0 punktów w kryterium. 

W przypadku, gdy Wykonawca zaoferuje termin dostawy 4 tygodnie, otrzyma 20 punktów w kryterium. 

W przypadku, gdy Wykonawca zaoferuje termin dostawy 3 tygodnie, otrzyma 40 punktów w kryterium. 

__________________________________________________________________________________

Część nr 5:

    Kryterium:





          Waga kryterium:
    1) Cena oferty           




                     60 pkt
    2) Parametry techniczne                                                                        40 pkt          

Przez cenę zamówienia zamawiający rozumie łączny cenę za całość przedmiotu zamówienia, stanowiącą całkowite wynagrodzenie wykonawcy, 
Liczbę punktów, jaką uzyska badana oferta zamawiający obliczy w następujący sposób:

1) Cena  oferty.
Maksymalna ilość możliwych do uzyskania punktów wg kryterium cena – 60 punktów.

Oferta z najniższą oferowaną ceną brutto „C min”  otrzymuje punktów 60.

Każda inna oferta „C” otrzymuje ilość punktów w kryterium cena wynikającą  z wyliczenia wg wzoru:

(Cmin/C) x 60 = c

Cmin – najniższa oferowana cena

C
- cena badanej oferty

c- liczba punktów uzyskanych przez ofertę z kryterium cena

(przy przeliczaniu liczbę punktów zamawiający zaokrągla w dół do dwóch liczb  po przecinku np. liczba punktów 4,543 zostanie zaokrąglona do 4,54)

Sposób obliczania ceny, jaki Wykonawcy powinni przyjąć w ofertach:

cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto.
2) Parametry techniczne.

Maksymalna ilość możliwych do uzyskania punktów w tym  kryterium  – 40 punktów.
Urządzenie kompatybilne z posiadanym przez Zamawiającego urządzeniem FortiGate 200F – TAK – 20 pkt., NIE – 0 pkt.
Przełącznik zarządzany przez posiadane przez Zamawiającego urządzenie FortiGate 200F – TAK – 20 pkt., NIE – 0 pkt.

__________________________________________________________________________________ 

Część nr 6:

    Kryterium:





          Waga kryterium:
    1) Cena oferty           




                     60 pkt
    2) Termin dostawy                                                                                  40 pkt          

Przez cenę zamówienia zamawiający rozumie łączny cenę za całość przedmiotu zamówienia, stanowiącą całkowite wynagrodzenie wykonawcy, 
Liczbę punktów, jaką uzyska badana oferta zamawiający obliczy w następujący sposób:

1) Cena  oferty.
Maksymalna ilość możliwych do uzyskania punktów wg kryterium cena – 60 punktów.

Oferta z najniższą oferowaną ceną brutto „C min”  otrzymuje punktów 60.

Każda inna oferta „C” otrzymuje ilość punktów w kryterium cena wynikającą  z wyliczenia wg wzoru:

(Cmin/C) x 60 = c

Cmin – najniższa oferowana cena

C
- cena badanej oferty

c- liczba punktów uzyskanych przez ofertę z kryterium cena

(przy przeliczaniu liczbę punktów zamawiający zaokrągla w dół do dwóch liczb  po przecinku np. liczba punktów 4,543 zostanie zaokrąglona do 4,54)

Sposób obliczania ceny, jaki Wykonawcy powinni przyjąć w ofertach:

cena jednostkowa netto x ilość = wartość netto + podatek VAT = wartość brutto.
2) Termin dostawy.

W przypadku, gdy Wykonawca zaoferuje termin dostawy i wdrożenia systemu 4 tygodnie, otrzyma 0 punktów w kryterium. 

W przypadku, gdy Wykonawca zaoferuje termin dostawy i wdrożenia systemu 3 tygodnie, otrzyma 20 punktów w kryterium. 

W przypadku, gdy Wykonawca zaoferuje termin dostawy i wdrożenia systemu 2 tygodnie, otrzyma 40 punktów w kryterium. 

__________________________________________________________________________________
W postępowaniu zwycięży oferta, która w wyniku oceny otrzyma najwyższą sumę  punktów uzyskanych w poszczególnych kryteriach i spełni wszystkie wymogi zawarte w ustawie prawo zamówień publicznych i specyfikacji  warunków zamówienia. 
Maksymalna ilość możliwych do zdobycia punktów: 100.
XXII.
Informacje o formalnościach, jakie muszą zostać dopełnione po wyborze oferty w celu zawarcia umowy w sprawie zamówienia publicznego.
1. Zamawiający zawiera umowę w sprawie zamówienia publicznego, z uwzględnie​niem art. 577 ustawy Pzp, w terminie nie krótszym niż 10 dni od dnia przesłania zawiado​mienia o wyborze najkorzystniejszej oferty, jeżeli zawiadomienie to zostało prze​słane przy użyciu środków komunikacji elektronicznej, albo 15 dni, jeżeli zostało przesłane w inny sposób.

2. Zamawiający może zawrzeć umowę w sprawie zamówienia publicznego przed upływem terminu, o którym mowa w ust. 1, jeżeli w postępowaniu o udzielenie zamówienia złożono tylko jedną ofertą.

3.  Wykonawca, którego oferta została wybrana jako najkorzystniejsza, zostanie po​informowany przez Zamawiającego o miejscu i terminie podpisania umowy.

4. Wykonawca, o którym mowa w ust. 1, ma obowiązek zawrzeć umowę w sprawie zamówienia na warunkach określonych w projektowanych postanowieniach umowy, które stanowią Załącznik do SWZ. Umowa zostanie uzupełniona o zapisy wynikające ze złożonej oferty.
5.  Jeżeli Wykonawca, którego oferta została wybrana jako najkorzystniejsza, uchyla się od zawarcia umowy w sprawie zamówienia publicznego Zamawiający może dokonać ponownego badania i oceny ofert spośród ofert pozostałych w postępo​waniu Wykonawców albo unieważnić postępowanie.

6. Wykonawca, którego oferta zostanie uznana za najkorzystniejszą zostanie niezwłocznie powiadomiony przez zamawiającego o miejscu i terminie zawarcia umowy.

XXIII. Projektowane postanowienia umowy w sprawie zamówienia publicznego, które zostaną wprowadzone do treści tej umowy.
Wzór umowy dostawy stanowi załącznik nr 6  do SWZ.

XXIV. Zmiany treści umowy.
Zamawiający nie przewiduje zmian treści umowy.
XXV. Pouczenie o środkach ochrony prawnej przysługujących Wykonawcy.
1. Środki ochrony prawnej przysługują Wykonawcy, jeżeli ma lub miał interes  w uzyskaniu zamówienia oraz poniósł lub może ponieść szkodę w wyniku naruszenia przez Zamawiającego przepisów ustawy Pzp.
2. Odwołanie przysługuje na:

1) niezgodną z przepisami ustawy czynność Zamawiającego, podjętą w postępowa​niu o udzielenie zamówienia, w tym na projektowane postanowienie umowy;

2)  zaniechanie czynności w postępowaniu o udzielenie zamówienia, do której Zamawiający był obowiązany na podstawie ustawy.

3. Odwołanie wnosi się do Prezesa Krajowej Izby Odwoławczej w formie pisemnej albo w formie elektronicznej albo w postaci elektronicznej opatrzone podpisem zaufanym.

4. Na orzeczenie Krajowej Izby Odwoławczej oraz postanowienie Prezesa Krajowej Izby Odwoławczej, o którym mowa w art. 519 ust. 1 ustawy Pzp, stronom oraz uczestni​kom postępowania odwoławczego przysługuje skarga do sądu. Skargę wnosi się do Sądu Okręgowego w Warszawie za pośrednictwem Prezesa Krajowej Izby Od​woławczej.
5. Szczegółowe informacje dotyczące środków ochrony prawnej określone są w Dziale IX „Środki ochrony prawnej” ustawy Pzp.
XXVI. Informacje dodatkowe dotyczące składania ofert.
1. Niniejsza SWZ oraz wszystkie dokumenty do niej dołączone mogą być użyte jedynie w celu sporządzenia oferty.

2. Wykonawca przedstawia ofertę zgodnie z wymaganiami określonymi w niniejszej  SWZ.  

3. Wykonawca ponosi wszystkie koszty związane z przygotowaniem i złożeniem oferty Zamawiający nie przewiduje zwrotu kosztów udziału w postępowaniu.

4. Zamawiający nie przewiduje składania ofert wariantowych.

5. Zamawiający nie przewiduje aukcji elektronicznej i dynamicznego systemu zakupów.
XXVII. Klauzula informacyjna dotycząca RODO

Zgodnie z art. 13 ust. 1 i 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1), dalej „RODO”, Zamawiający informuje, że: 
1)    Administratorem danych osobowych Wykonawcy oraz osób, których dane  Wykonawca przekazał w niniejszym postępowaniu jest Szpital Specjalistyczny w Brzozowie Podkarpacki Ośrodek Onkologiczny , Im. Ks. B. Markiewicza, 36-200 Brzozów, ul. Ks. J. Bielawskiego 18
2)   Z Inspektorem Ochrony Danych można się skontaktować poprzez e-mail robert.tomza@szpital- brzozow.pl, lub pisemnie na adres Administratora.

3)   Dane osobowe Wykonawcy przetwarzane będą na podstawie art. 6 ust. 1 lit. C RODO w celu związanym z postępowaniem o udzielenie niniejszego zamówienia publicznego, prowadzonym w trybie przetargu nieograniczonego;

4)   Odbiorcami danych osobowych Wykonawcy będą osoby lub podmioty, którym udostępniona zostanie dokumentacja postępowania w oparciu o art. 8 oraz art. 96 ust. 3 ustawy Pzp;  

5)   Dane osobowe Wykonawcy będą przechowywane, zgodnie z art. 97 ust. 1 ustawy Pzp, przez okres 4 lat od dnia zakończenia postępowania o udzielenie zamówienia, a jeżeli czas trwania umowy przekracza 4 lata, okres przechowywania obejmuje cały czas trwania umowy;

6)   Obowiązek podania przez Wykonawcę danych osobowych bezpośrednio go dotyczących jest wymogiem ustawowym określonym w przepisach ustawy Pzp, związanym z udziałem w postępowaniu o udzielenie zamówienia publicznego; konsekwencje niepodania określonych danych wynikają z ustawy Pzp;  

7)   W odniesieniu do danych osobowych Wykonawcy decyzje nie będą podejmowane w sposób zautomatyzowany, stosowanie do art. 22 RODO;

8)    Wykonawca posiada:
· na podstawie art. 15 RODO prawo dostępu do swoich danych osobowych;

· na podstawie art. 16 RODO prawo do sprostowania danych osobowych, o ile ich zmiana nie skutkuje zmianą wyniku postępowania o udzielenie zamówienia publicznego czy też zmianą postanowień umowy w zakresie niezgodnym z ustawą Pzp oraz nie narusza integralności protokołu oraz jego załączników;

· na podstawie art. 18 RODO prawo żądania od administratora ograniczenia przetwarzania danych osobowych z zastrzeżeniem przypadków, o których mowa w art. 18 ust. 2 RODO, przy czym prawo do ograniczenia przetwarzania nie ma zastosowania w odniesieniu do przechowywania, w celu zapewnienia korzystania ze środków ochrony prawnej lub w celu ochrony praw innej osoby fizycznej lub prawnej, lub z uwagi na ważne względy interesu publicznego UE lub państwa członkowskiego;  

· prawo do wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, gdy Wykonawca uzna, że przetwarzanie jego danych osobowych narusza przepisy RODO;

9)   Wykonawcy nie przysługuje:

· w związku z art. 17 ust. 3 lit. b, d lub e RODO prawo do usunięcia danych osobowych;

· prawo do przenoszenia danych osobowych, o którym mowa w art. 20 RODO;

· na podstawie art. 21 RODO prawo sprzeciwu, wobec przetwarzania danych osobowych, gdyż podstawą prawną przetwarzania Pani/Pana danych osobowych jest art. 6 ust. 1 lit. c RODO.  
UWAGA!
1. Do obowiązków Wykonawcy należą m.in. obowiązki wynikające z RODO, w szczególności obowiązek informacyjny przewidziany w art. 13 RODO względem osób fizycznych, których dane osobowe dotyczą i od których dane te Wykonawca bezpośrednio pozyskał. 

2. Jednakże obowiązek informacyjny wynikający z art. 13 RODO nie będzie miał zastosowania, gdy i w zakresie, w jakim osoba fizyczna, której dane dotyczą, dysponuje już tymi informacjami (vide: art. 13 ust. 4 RODO). 

3. Ponadto, Wykonawca będzie musiał wypełnić obowiązek informacyjny wynikający z art. 14 RODO względem osób fizycznych, których dane przekazuje Zamawiającemu i których dane pośrednio pozyskał, chyba że ma zastosowanie co najmniej jedno z wyłączeń, o których mowa w art. 14 ust. 5 RODO. 
4. W związku z powyższym Wykonawca składa (o ile dotyczy) stosowne oświadczenie - wzór zawarty jest w załączniku  nr 3 do SWZ.
ZATWIERDZAM
                                                                                                                                                 ………………………………
Załącznik nr 1 do SWZ

Wykonawca:

………………………..…………

…………………………..………

………………………..…………

(pełna nazwa/firma, adres)

NIP ………………………….….

KRS ……………………..………

OFERTA – Część nr 1
(wraz z opisem przedmiotu zamówienia)
W odpowiedzi na ogłoszenie dotyczące udzielenia zamówienia publicznego na  dostawę systemów komputerowych, w ramach zadania inwestycyjnego pod nazwą: : ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia,” składam ofertę:
	L.p.
	Opis przedmiotu zamówienia
	j.m.
	Ilość
	Cena jedn. netto PLN
	Cena jednostkowa brutto

PLN
	Wartość netto PLN
	VAT

 %
	Wartość brutto

PLN

	1.
	Zakup środowiska bazodanowego wraz 

z migracją baz danych 
_______________________
Macierz dyskowa 
 Producent: 

……………………………………

Typ/model: 

……………………………………


	  szt.
	2
	
	
	
	
	

	2. 
	Przełącznik FC
 Producent: 

……………………………………

Typ/model: 

……………………………………


	szt.
	2
	
	
	
	
	

	3.
	Serwer bazodanowy
Producent: 

……………………………………

Typ/model: 

……………………………………


	szt.
	1
	
	
	
	
	

	4.
	Oprogramowanie baz danych
	szt.
	1
	
	
	
	
	

	5.


	Migracja baz
	szt.
	1
	
	
	
	
	

	
	Razem:
	
	        x
	


UWAGA!

Jeżeli na przedmiot zamówienia składają się elementy o różnej stawce podatku VAT należy w tabeli powyżej wyszczególnić je odrębnie.

Termin realizacji: ……….…. (6, 7, lub 8 tygodni)
Osoba do kontaktu: …………………………………

Adres e-mail: …………………………………………...

Telefon: …………………………………………………….

Część nr 1
Opis przedmiotu zamówienia – zestawienie parametrów wymaganych 

Środowisko bazodanowe wraz z migracją baz danych
1. Macierz dyskowa – 2 szt.
2. Przełącznik FC – 2 szt.
3. Serwer baz danych – 1 szt.
4. Oprogramowanie baz danych
5. Usługa migracji baz danych
Macierz dyskowa – 2 szt.

	L.P.
	Nazwa elementu, parametru lub cechy
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1
	Obudowa – gęstość upakowania
	Macierz musi umożliwiać instalację w standardowej szafie RACK 19”.
	TAK
	

	2
	Obudowa – gęstość upakowania
	Macierz mieć możliwość instalacji kombinacji poniższych nośników dyskowych w ramach jednej obudowy podstawowej (zawierającej kontrolery):
- Flash NVMe lub NVMe SSD, gdzie Flash NVMe oznacza dyski autorskie dostawców macierzy wykorzystujące protokół NVMe
- SCM (Storage Class Memory)
	TAK
	

	3
	Obudowa – gęstość upakowania
	Możliwość zainstalowania co najmniej 12 dysków NVMe o rozmiarze 2,5” cala w obudowie o wysokości 1U.
	TAK
	

	4
	Obudowa – gęstość upakowania
	Kontrolery macierzowe muszą komunikować się z nośnikami dyskowymi umieszczonymi w obudowie podstawowej (zawierającej kontrolery) wyłącznie z użyciem protokołu NVMe.
	TAK
	

	5
	Obudowa – gęstość upakowania
	Macierz musi być zbudowana z minimum dwóch kontrolerów pracujących w trybie active-active lub dual-active.
	TAK
	

	6
	Obudowa – gęstość upakowania
	Architektura macierzy ma być oparta o sprawdzone i powszechnie dostępne procesory technologii x86/x64
	TAK
	

	7
	Funkcje niezawodnościowe
	Wszystkie krytyczne komponenty macierzy takie jak: kontrolery dyskowe, pamięć cache, zasilacze i wentylatory muszą być zdublowane tak, aby awaria pojedynczego elementu nie wpływała na funkcjonowanie całego systemu. Komponenty te muszą być wymienialne w trakcie pracy macierzy.
	TAK
	

	8
	Funkcje niezawodnościowe
	Macierz musi cechować brak pojedynczego punktu awarii.
	TAK
	

	9
	Funkcje niezawodnościowe
	Wsparcie dla zasilania z dwóch niezależnych źródeł prądu poprzez nadmiarowe zasilacze typu Hot-Swap. Wentylatory typu Hot-Swap.
	TAK
	

	10
	Funkcje niezawodnościowe
	Macierz musi być odporna na zaniki napięcia, tzn. chwilowy zanik napięcia nie powinien przerywać pracy macierzy.
	TAK
	

	11
	Zarządzanie
	Macierz musi umożliwiać zarządzanie za pomocą interfejsu Ethernet. Możliwość zarządzania całością dostępnych zasobów dyskowych z jednej konsoli administracyjnej.
	TAK
	

	12
	Zarządzanie
	Funkcjonalność bezpośredniego monitoringu stanu w jakim w danym momencie macierz się znajduje.
	TAK
	

	13
	Zarządzanie
	Urządzenie musi składać się z pojedynczej macierzy dyskowej zarządzanej z jednego wbudowanego w macierz interfejsu GUI (interfejs graficzny), CLI (interfejs tekstowy) oraz zapewniać możliwość tworzenia skryptów użytkownika. Interfejs ten musi być natywnie dostępny na macierzy, bez zastosowania zewnętrznych urządzeń. 
	TAK
	

	14
	Ilość portów
	Wymagane jest niemniej niż 4 x FC 32Gb/s per kontroler
	TAK
	

	15
	Pojemność użytkowa
	Całkowita pojemność min. 56 TB netto (użyteczne przy założeniu konfiguracji odpornej na awarię minimum 2 dysków (typu RAID-6 lub równoważnego) oraz bez uwzględnienia technik redukcji danych takich jak kompresja, deduplikacja czy thin-provisioning) i musi być zbudowana wyłącznie w oparciu o nośniki NVMe Flash lub NVMe SSD.
	TAK
	

	16
	Pojemność użytkowa
	Macierz musi pozwalać na alokację 99% pojemności użytecznej bez spadku wydajności macierzy (brak zwiększonego czasu odpowiedzi, brak spadku przepustowości macierzy). Wydajność macierzy musi być niezależna od poziomu alokacji przestrzeni macierzy w zakresie od 0% alokacji do wartości wymaganej pojemności użytecznej. Jeżeli oferowane rozwiązanie nie spełnia opisanego wymagania należy dostarczyć conajmniej 20% pojemności użytecznej więcej.
	TAK
	

	17
	Obsługiwane poziomy RAID
	Macierz musi obsługiwać poziomy: RAID1, RAID5 i RAID6 (dystrybuowane) i zapewniać zabezpieczenie przed awarią dwóch dysków jednocześnie w ramach jednej grupy raid.
	TAK
	

	18
	bezpieczenstwo danych
	Dyski/przestrzeń "spare" muszą zostać skonfigurowane/dostarczone w ilości/pojemności zgodnej z udokumentowanymi rekomendacjami producenta oferowanej macierzy.
	TAK
	

	19
	bezpieczenstwo danych
	Macierz musi posiadać wbudowane sprzętowo na nośnikach dyskowych NVMe szyfrowanie AES-256.
	TAK
	

	20
	bezpieczenstwo danych
	Kontrolery macierzowe muszą posiadać możliwość szyfrowania danych, uniemożliwiając odczyt danych z usuniętych z macierzy nośników dyskowych. Ta funkcjonalność nie jest objęta tym postepowaniem.
	TAK
	

	21
	Skalowalność rozwiązania
	Macierz musi mieć możliwość obsługi min. 200 dysków poprzez dodanie półek rozszerzeń. Macierz musi mieć możliwość rozbudowy poprzez dodanie pojedynczego dysku, dodanie kontrolerów oraz półek dyskowych.
	TAK
	

	22
	Skalowalność rozwiązania
	Niezależnie od zastosowanych nośników danych, macierz musi umożliwiać granularną rozbudowę grupy RAID w zakresie od co najmniej od 1 do 12 nośników dyskowych, proces rozbudowy nie może powodować niedostępności do danych.
	TAK
	

	23
	Kontrolery macierzy dyskowej
	Macierz musi być wyposażona w minimum 2 kontrolery dyskowe z możliwością rozbudowy do 4 kontrolerów. Każdy z kontrolerów musi udostępniać co najmniej 120GB pamięci Cache. 
	TAK
	

	24
	Kontrolery macierzy dyskowej
	Macierz musi umożliwiać rozbudowę pamięci cache do 1TB w ramach klastra macierzy składającego się z identycznych kontrolerów i zarządzanego z jednego interfejsu GUI, CLI. Zamawiający nie dopuszcza zastosowania dysków SSD/ SSD NVMe lub kart pamięci/modułów FLASH jako rozszerzenia pamięci cache.
	TAK
	

	25
	Funkcjonalności
	Funkcjonalność partycjonowania pamięci cache.
	TAK
	

	26
	Funkcjonalności
	Funkcjonalność separacji przestrzeni dyskowych pomiędzy różnymi podłączonymi hostami.
	TAK
	

	27
	Funkcjonalności
	Funkcjonalność dynamicznego zwiększania rozmiaru wolumenów.
	TAK
	

	28
	Funkcjonalności
	Funkcjonalność zarządzania maksymalną ilością operacji wejścia / wyjścia wykonywanych na danym wolumenie - zarządzanie musi być możliwe zarówno poprzez określenie ilości operacji I/O na sekundę jak również przepustowości określonej w MB/s.
	TAK
	

	29
	Funkcjonalności
	Macierz musi mieć możliwość kompresji i deduplikacji dla wszystkich rodzajów dysków. Licencja na tą funkcjonalność musi być zawarta w cenie i musi obejmować zaoferowaną w ramach macierzy przestrzeń dyskową Wsparcie dla kompresji danych w trybie inline („na bieżąco” bez potrzeby zapisywania danych na nośnikach danych w formie nie skompresowanej) dla dostępu blokowego. 
	TAK
	

	30
	Technologia optymalizacji przestrzeni zajmowanej przez dane
	Macierz musi wspierać kompresję i deduplikację w trybie "inline".
	TAK
	

	31
	Wysoka dostępność
	Zaoferowane rozwiązanie musi posiadać możliwość implementacji klastra wysokiej dostępności. W ramach architektury klastra wysokiej dostępności musi być wspierane bezprzerwowe migrowanie maszyn wirtualnych pomiędzy ośrodkami. W przypadku awarii jednej z macierzy nastąpi bezprzerwowe przełączenie do lokalizacji zapasowej. Powyższa funkcjonalność musi być realizowana niezależnie od systemu operacyjnego na poziomie przełączania ścieżek do urządzenia logicznego. Licencja na tą funkcjonalność musi być zawarta w cenie i musi obejmować zaoferowaną w ramach macierzy przestrzeń dyskową.
	TAK
	

	32
	Optymalizacja wykorzystania zasobów wewnętrznych
	Macierz musi optymalizować wykorzystanie dysków SSD/ modułów Flash/ HDD, tak aby w ramach tego samego rodzaju dysków (pojemności/prędkości) wszystkie grupy dysków były utylizowane w równym stopniu. Licencja na tą funkcjonalność musi być zawarta w cenie i musi obejmować całą oferowaną pojemność macierzy. 
	TAK
	

	33
	Obsługa wirtualnych dysków logicznych
	Macierz musi mieć możliwość rozłożenia wolumenu logicznego pomiędzy co najmniej dwoma różnymi typami macierzy dyskowych
	TAK
	

	34
	Obsługa wirtualnych dysków logicznych
	Macierz musi umożliwiać stworzenie mirrorowanych LUN pomiędzy różnymi macierzami, dla których awaria jednej kopii lustra musi być niezauważalna dla systemu hosta.
	TAK
	

	35
	Funkcjonalność thin provisioning
	Macierz musi obsługiwać funkcjonalność thin provisioning dla wszystkich wolumenów. Należy dostarczyć licencję umożliwiającą korzystanie z funkcji thin provisioning na całą oferowaną pojemność macierzy.
	TAK
	

	36
	Kopie migawkowe
	Kopie danych typu snapshot (PIT) muszą być tworzone w trybach incremental, multitarget, oraz kopii pełnej oraz kopii wskaźników. Licencja na tą funkcjonalność musi być zawarta w cenie i musi obejmować całą oferowaną pojemność macierzy.
	TAK
	

	37
	Kopie migawkowe
	Macierz musi posiadać możliwość tworzenia kopii migawkowych w trybie WORM (Write Once Read Many). Kopie powinny być tworzone za pomocą harmonogramu i mieć możliwość ustawienia retencji kopii, po upłynięciu której kopia automatycznie zostanie usunięta z macierzy.
	TAK
	

	38
	Replikacja danych pomiędzy macierzami
	Macierz musi mieć możliwość wykonywania replikacji synchronicznej i asynchronicznej wolumenów logicznych pomiędzy różnymi typami macierzy dyskowych. Zasoby źródłowe kopii zdalnej oraz docelowe kopii zdalnej mogą być zabezpieczone różnymi poziomami RAID i egzystować na różnych technologicznie dyskach stałych (SAS, SSD, SATA). Licencja na tą funkcjonalność musi być zawarta w cenie i musi obejmować zaoferowaną w ramach macierzy przestrzeń dyskową.
	TAK
	

	39
	Inne
	Macierz musi być nowa, nigdy wcześniej nie używana i pochodzić z autoryzowanego kanału dystrybucji producenta a także być objęta serwisem producenta na terenie RP.
	TAK
	

	40
	Wsparcie systemów operacyjnych
	Wsparcie systemów operacyjnych Macierz musi być wspierana przez systemy operacyjne i wirtualizatory: MS Windows Server 2019, 2022,  Vmware vSphere 7 i nowsze, RedHat Enterprise Server 7.6 i nowsze
	TAK
	

	41
	Integracja z rozwiązaniem backupu
	Macierz musi zapewniać integrację z oprogramowaniem Veeam Backup & Replication na poziomie umożliwiającym na pełną współprace w zakresie:
- backupu z migawek pamięci masowych
- Veeam Explorer for Storage Snapshots
- On-Demand Sandbox for Storage Snapshots
Współpraca z oprogramowaniem Veeam Backup & Replication ma się odbywać bez konieczności instalacji dodatkowych modułów (pluginów).
	TAK
	

	42
	Gwarancja
	Wymagana jest gwarancja świadczona w trybie 24 godziny przez 7 dni w tygodniu na wszystkie elementy macierzy (sprzęt oraz oprogramowanie) na okres 36 miesięcy. Usługi serwisowe będą świadczone przez producenta oferowanego sprzętu.
	TAK
	

	43
	Opis
	Rozwiązanie do monitorowania macierzy blokowych, plikowych, obiektowych oraz hostów i przełączników SAN.
	TAK
	

	44
	Monitorowanie
	Oprogramowanie musi zapewniać przechowywanie trendów historycznych środowiska przez okres co najmniej 365 dni. 
	TAK
	

	45
	
	Rozwiązanie posiada możliwość odpytywania danych telemetrycznych w celu uzyskania szczegółowych informacji w sekwencjach co najmniej 5-minutowych.
	TAK
	

	46
	
	Rozwiązanie musi pozwalać na monitorowanie następujących metryk dla macierzy dyskowych różnych producentów (co najmniej Dell EMC, Hitachi, IBM, NetApp, Pure): 
- ogólną aktywność i wydajność systemu
- pojemość macierzy
- najbardziej aktywne kontrolery
- najbardziej aktywne wolumeny
- najbardziej aktywne pule
- szybkość operacji I/O (op/s) per macierz, kontroler, pula, wolumen.
- przepustowość (MiB/s) per macierz, kontroler, pula, wolumen.
- czas odpowiedzi (ms/op) per macierz, kontroler, pula, wolumen.                                                                                     - przepustowość i utylizacja portów/interfejsów macierzy                                                                                                                               - utylizacja CPU macierzy (ogólna oraz per rdzeń)
	TAK
	

	47 
	
	Rozwiązanie powinno analizować konfigurację monitorowanych macierzy i rekomendować zmiany, które zapewnią zgodność z najlepszymi praktykami zalecanymi przez producenta.
	TAK
	

	 48
	
	System powinien zapewniać możliwość monitorowania emisji CO₂, temperatury operacyjnej oraz poboru mocy macierzy dostarczanych przez producenta rozwiązania do monitorowania.
	TAK
	

	 49
	
	Rozwiązanie musi umożliwiać monitorowanie poziomu zabezpieczeń macierzy, co najmniej tych dostarczanych przez producenta systemu monitorującego.
	TAK
	

	50
	
	Proponowane rozwiązanie musi umożliwiać zaprezentowanie danych z podziałem na aplikacje.
	TAK
	

	51
	Raportowanie
	Rozwiązanie musi pozwalać na tworzenie raportów na podstawie informacji zawartych w tabelach interfejsu użytkownika rozwiązania.
	TAK
	

	52
	Dostępy
	Możliwość tworzenia użytkowników oraz grup i przypisywanie im określonych ról i poziomów dostępu.
	TAK
	

	53
	Alerty
	Wysyłanie alertów z rozwiązania do wewnętrznego systemu powiadamiania.
	TAK
	

	54
	Ilość
	Licencja ma obejmować macierze dostarczane w ramach postępowania jak również już posiadane przez Zamawiającego, tj. IBM FS5200 – 2 szt. w celu monitorowania jednym systemem wszystkich posiadanych macierzy
	TAK
	


Przełącznik FC – 2 szt.

	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca


	1.1
	Przełącznik sieci SAN - FibreChannel 16/32 Gbps
	TAK
	 

	1.2
	Każdy przełącznik musi posiadać minimum 24 porty FC 16/32Gbps. Z czego minimum 16 portów musi być aktywnych (licencje), a kolejne 8 (dając razem 24 aktywne porty) może zostać aktywowane poprzez zakup licencji
	TAK
	 

	1.3
	Każdy przełącznik musi być wyposażony w 16 szt. wkładek SFP+ 32Gbps (SWL) pracujące na włóknach światłowodowych wielomodowych typu OM3/OM4 
	TAK
	 

	1.4
	Przełącznik nie może mieć więcej niż 1U 
	TAK
	 

	1.5
	Z przełącznikiem należy dostarczyć elementy do instalacji urządzenia w szafie 19"
	TAK
	 

	1.6
	Przełącznik musi posiadać port Konsoli szeregowej oraz port zarządzający Ethernet
	TAK
	 

	1.7
	Przełącznik musi być zarządzany poprzez protokoły: Telnet, SSH (CLI) oraz WebGUI (http/https)
	TAK
	 

	1.8
	Wszystkie licencje muszą być dożywotnie – nie dopuszcza się subskrypcji oprogramowania
	TAK
	 

	2.1
	Przełącznik musi wspierać funkcję Ingress Rate Limiting, Traffic Isolation, QoS, BB credit recovery, F_Port Trunking, FDMI, Frame Redirection, FSPF, IPoFC, NPIV, Simple Name Server (SNS), 
	TAK
	 

	2.3
	Przełącznik musi realizować sprzętową obsługę zoningu (przez tzw. układ ASIC) na podstawie portów i adresów WWN
	TAK
	 

	2.4
	Przełącznik musi mieć możliwość wymiany i aktywacji wersji firmware’u (zarówno na wersję wyższą jak i na niższą) w czasie pracy urządzenia i bez zakłócenia przesyłanego ruchu FC
	TAK
	 

	2.5
	Wsparcie dla N_Port ID Virtualization (NPIV). Obsługa, co najmniej 255 wirtualnych urządzeń na pojedynczym porcie przełącznika
	TAK
	 

	2.6
	Przełącznik musi wspierać następujące mechanizmy zwiększające poziom bezpieczeństwa: o mechanizm tzw. Fabric Binding, który umożliwia zdefiniowanie listy kontroli dostępu regulującej prawa przełączników FC do uczestnictwa w sieci fabric
	TAK
	 

	2.7
	uwierzytelnianie (autentykacja) przełączników w sieci Fabric za pomocą protokołów DH-CHAP i FCAP o uwierzytelnianie (autentykacja) urządzeń końcowych w sieci Fabric za pomocą protokołu DH-CHAP o szyfrowanie połączenia z konsolą administracyjną. Wsparcie dla SSHv2
	TAK
	 

	2.8
	definiowanie wielu kont administratorów z możliwością ograniczenia ich uprawnień za pomocą mechanizmu tzw. RBAC (Role Based Access Control)
	TAK
	 

	2.9
	definiowane kont administratorów w środowisku RADIUS, LDAP w MS Active Directory, Open LDAP
	TAK
	 

	2.10
	obsługa SNMP v1 oraz v3
	TAK
	 

	2.11
	wgrywanie nowych wersji firmware przełącznika z wykorzystaniem bezpiecznych protokołów SCP oraz SFTP o wykonywanie kopii bezpieczeństwa konfiguracji przełącznika FC z wykorzystaniem bezpiecznych protokołów SCP oraz SFTP
	TAK
	 

	2.12
	Przełącznik musi być dostarczony z aktywnymi następującymi narzędziami diagnostycznymi i mechanizmami obsługi ruchu FC:
	TAK
	 

	2.12.1
	logowanie zdarzeń poprzez mechanizm „syslog”
	TAK
	 

	2.12.3
	port diagnostyczny tzw. D_port. Port diagnostyczny musi umożliwiać wykonanie testów sprawdzających komunikację portu przełącznika z wkładką SFP, połączenie optyczne pomiędzy dwoma przełącznikami, testowe obciążenie połączenia pełną przepustowością 16Gbps/32Gbps oraz pomiar opóźnienia i odległości między przełącznikami z dokładnością co najmniej do 5m dla wkładek SFP 16Gbps lub 32Gbps. Testy wykonywane przez port diagnostyczny nie mogą wpływać w żaden sposób na działanie pozostałych portów przełącznika i całej sieci fabric
	TAK
	 

	2.12.4
	FCping, FC traceroute
	TAK
	 

	2.12.5
	Przełącznik musi być wyposażony w mechanizm umożliwiający sprzętowe identyfikowanie ramek FC oznaczonych parametrem VM ID oraz integrację tego mechanizmu z systemami monitorowania przepływów danych w szczególności w zakresie przepustowości, liczby zapisów i odczytów na sekundę oraz opóźnień operacji zapisu i odczytu
	TAK
	 

	2.12.6
	Zamawiający wymaga rozszerzenia aktualnie posiadanych dwóch switchy IBM SAN24B6 o dodatkową licencję na 8 portów 32Gbps SW dla każdego z przełączników
	TAK
	

	2.12.7
	Wraz z przełącznikami ma być dostarczone dodatkowe 16 wkładek longwawe SFP+32Gb
	TAK
	

	3.2
	Gwarancja 3 lata na miejscu instalacji z czasem reakcji na następny dzień roboczy
	TAK
	 


Serwer baz danych – 1 szt.

	Lp.
	Parametr
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1.  
	Obudowa 
	Obudowa Rack o wysokości max 2U z możliwością instalacji min. 24 dysków 2.5" Hot-Plug wraz z kompletem wysuwanych szyn umożliwiających montaż w szafie rack i wysuwanie serwera do celów serwisowych.
	TAK
	

	2.  
	Płyta główna 
	Płyta główna z możliwością zainstalowania minimum dwóch procesorów. Płyta główna musi być zaprojektowana przez producenta serwera i oznaczona jego symbolami firmowymi. 
	TAK
	

	3.  
	Chipset 
	Dedykowany przez producenta procesora do pracy w serwerach dwuprocesorowych 
	TAK
	

	4.  
	Procesor 
	Zainstalowane dwa procesory mające dokładnie 16-rdzeni, min. 2.5GHz, klasy x86 osiągające w teście Spec.org Int Rate 2017 wynik baseline min. 320 w konfiguracji dwuprocesorowej. Wynik dostępny na stronie https://spec.org 
	TAK
	

	5.  
	RAM 
	Minimum 1024GB DDR5 RDIMM w kościach min. 64GB 4800MT/s 

Na płycie głównej powinny znajdować się minimum 32 sloty przeznaczone do instalacji pamięci. 

System musi mieć możliwość rozbudowy do 8 TB DDR5 3DS RDIMM 
	TAK
	

	6.  
	Zabezpieczenia pamięci RAM 
	SDDC 
ADDDC 
Bounded Fault detection / correction 
Memory mirroring 
ECC detection/correction 
	TAK
	

	7.  
	Gniazda PCI 
	- minimum trzy sloty PCIe Gen4, w tym min jeden x16. Poza gniazdami PCIe dodatkowy slot OCP 3.0 PCIe 5.0 x16.  

Serwer powinien mieć możliwość rozbudowy do 8 slotów PCIe pełnej wysokości.
	TAK
	

	8.  
	Interfejsy sieciowe/FC/SAS 
	- min. 4 interfejsy sieciowe 1Gb RJ-45 nie zajmujące slotów PCIe.

- min. 2 interfejsy sieciowe 32Gb FC

- min. 4 interfejsy sieciowe 10/25Gb SFP

Wszystkie karty z portami światłowodowymi powinny posiadać zainstalowane odbiorniki umożliwiające pracę w najwyższych, dedykowanych prędkościach.
	TAK
	

	9.  
	Nośniki 
	Zainstalowane min. dwa dyski 480GB SSD Read Intensive M.2 służące do rozruchu systemu operacyjnego, podpięte do dedykowanego kontrolera umożliwiającego utworzenie grupy RAID 1
	TAK
	

	10.  
	Kontroler RAID 
	Możliwość instalacji kontrolera obsługującego do 8 dysków SAS/SATA/SSD z pamięcią cache min. 2GB. Kontroler powinien umożliwiać tworzenie grup RAID 0/1/5/6/10
	TAK
	

	11.  
	Wbudowane porty 
	Min 1x USB 3.2, 1x USB 2.0, opcjonalny port VGA dostępny z przodu serwera. Dedykowany port do zarządzania i diagnostyki dostępny z przodu serwera.  

Min 2x USB 3.2, 1x USB 2.0,  VGA port, RJ45 dla procesora serwisowego dostępny z tyłu serwera Min 1x USB 3.2 dostępny wewnątrz serwera 
	TAK
	

	12.  
	Video 
	Zintegrowana karta graficzna z wbudowaną dedykowaną pamięcią min 16MB, umożliwiająca wyświetlenie rozdzielczości min. 1920x1200 przy częstotliwości odświeżania min 60Hz 
	TAK
	

	13.  
	GPU 
	Niewymagane 
	TAK
	

	14.  
	Wentylatory 
	Redundantne, Hot-Swap, posiadające redundantne silniki w każdym wentylatorze, muszą osiągać prędkość min. 17k obrotów / minutę. 
	TAK
	

	15.  
	Zasilacze 
	Redundantne, Hot-Swap min. 1100W każdy. Posiadające certyfikat 80Plus Titanium. 
	TAK
	

	16.  
	Bezpieczeństwo 
	· Możliwość instalacji panelu zamykanego na klucz służącego do ochrony nieautoryzowanego dostępu do nośników.  

· Czujnik otwarcia obudowy współpracujący z BIOS i kartą zarządzającą. 

· Moduł TPM 2.0  

· Power-ON-Password 
oraz 
hasło 
administracyjne dla BIOS/UEFI 

· Możliwość wymazania danych ze znajdujących się dysków wewnątrz serwera – niezależne od zainstalowanego systemu operacyjnego, uruchamiane zdalnie poprzez dostarczone oprogramowanie zarządzające 
	TAK
	

	17.  
	Diagnostyka 
	•
Wymaga się aby serwer posiadał diody sygnalizującę awarię przy każdej kości pamięci RAM, każdej zatoce dyskowej, każdym zasilaczu.

•
Możliwość instalacji serwera oraz serwisowania (instalacji oraz deinstalacji) komponentów takich jak: riser’ów PCIe, backplane’ów dysków twardych, kart rozszerzeń, wentylatorów, bez użycia dodatkowych narzędzi mechanicznych;

•
Możliwość użycia aplikacji mobilnej na telefonie (iOS lub Android), do przeglądania awarii, konfigurowania ustawień i włączenia/wyłączenia serwera. Podłączenie telefonu odbywa się poprzez dedykowany port USB na froncie serwera.
	TAK
	

	18.  
	Karta Zarządzania 
	Niezależna od zainstalowanego na serwerze systemu operacyjnego posiadająca dedykowany port Gigabit Ethernet RJ-45 i umożliwiająca:

· zdalny dostęp do graficznego interfejsu Web karty 

zarządzającej; 

· zdalny dostęp poprzez SSH do CLI procesora serwisowego 

· obsługa IPMI 2.0, SNMP v3/v1, CIM-XML, DCMI 1.5, Redfish DMTF 

· przekierowanie portu szeregowego przez IPMI oraz SSH 

·  zdalne monitorowanie i informowanie o statusie serwera (m.in. prędkości obrotowej wentylatorów, temperatury : Otoczenia, CPU, pamięci DIMM); 

· Out-of-Band 
(OOB) 
monitorowanie 
obciążenia 

CPU/Pamięci/IO oraz całego systemu 

· szyfrowane połączenie (TLS min TLS 1.2) oraz autentykacje i autoryzację użytkownika; 

· możliwość zamontowania zdalnych wirtualnych napędów, (obrazy ISO) minimum 4 obrazy iso jednocześnie w czasie jednej sesji 

· możliwość montowania obrazów ISO z lokalnej stacji zarządzającej poprzez przeglądarkę oraz poprzez współdzielone zasoby sieciowe min NFS/CIFS/HTTPS

· Kontroler zarządzania musi posiadać 4GB wewnętrznej pamięci (dopuszcza się zastosowanie karty Micro SD w celu uzyskania tej pojemności). Pamięć kontrolera zarządzania musi pełnić funkcję RDOC (Remote Disc on Card) oraz musi umożliwiać przechowywanie plików firmware.

· wirtualną konsolę z dostępem do myszy, klawiatury; 

· wirtualna konsola oraz montowanie obrazów ISO bez instalacji dodatkowych komponentów Java czy AciveX (musi działać w oparciu o HTML5) 

· wsparcie dla IPv6; 

· wsparcie dla; SNMP; IPMI2.0, SSH, Redfish; 

· możliwość zdalnego monitorowania w czasie rzeczywistym oraz historycznym min 24h poboru mocy oraz temperatur w serwerze; 

· możliwość zdalnego ustawienia limitu poboru prądu przez konkretny serwer; 

· integracja z Active Directory 

· możliwość zdefiniowania min 12 użytkowników lokalnych na karcie zarządzającej 

· możliwość obsługi zdalnej konsoli przez minimum czterech administratorów jednocześnie; 

· wsparcie dla dynamic DNS; 
	TAK
	

	19.  
	Oprogramowanie do zarządzania 
	Możliwość instalacji dodatkowego oprogramowania producenta do zarządzania, spełniającego poniższe wymagania: 

· Wsparcie dla serwerów, urządzeń sieciowych oraz pamięci masowych  

· integracja z Active Directory  

· Możliwość zarządzania dostarczonymi serwerami bez udziału dedykowanego agenta w systemie operacyjnym 

· Automatyczne rozpoznawanie nowych serwerów poprzez protokół SLP oraz SSDP 

· Szczegółowy 
opis 
wykrytych 
systemów oraz ich komponentów  

· Możliwość eksportu danych min do formatu CSV 

· Grupowanie urządzeń w oparciu o kryteria użytkownika

· Możliwość wizualizacji rozmieszczenia serwerów i zarządzanych urządzeń w szafach RACK 

· Tworzenie automatycznie grup urządzeń w oparciu o elementy konfiguracji serwera np. Nazwa, lokalizacja, system operacyjny, obsadzenie slotów PCIe, pozostałego czasu gwarancji czy stanu np. firmware czy BIOS 

· Szybki podgląd stanu środowiska  

· Podsumowanie stanu dla każdego urządzenia  

· Szczegółowy status urządzenia/elementu/komponentu

· Filtry raportów umożliwiające podgląd najważniejszych zdarzeń  

· Integracja z service desk producenta dostarczonej platformy sprzętowej, pozwalając min weryfikacje statusu i dosyłanie paczek diagnostycznych   

· Możliwość przejęcia zdalnego pulpitu  

· Możliwość zamontowania wirtualnego napędu  

· Kreator umożliwiający dostosowanie akcji dla wybranych 

· alertów  

· Przesyłanie alertów „as-is” do innych konsol firm trzecich  

· Możliwość definiowania ról administratorów  

· Możliwość zdalnej aktualizacji oprogramowania wewnętrznego serwerów  

· Aktualizacja oparta o repozytorium aktualizacji – budowanie repozytorium w sposób automatyczny ze stron producenta 

· Możliwość definiowania polityk aktualizacji (konkretne wersje firmware) 

· Automatyczna polityka aktualizacji „Najnowsze dostępne”

· Możliwość instalacji oprogramowania wewnętrznego bez potrzeby instalacji agenta na systemie operacyjnym 

· Możliwość automatycznego generowania i zgłaszania incydentów awarii bezpośrednio do centrum serwisowego serwerów  

· Tworzenie gotowych paczek informacji umożliwiających zdiagnozowanie awarii urządzenia przez serwis producenta 

· Możliwość tworzenia sprzętowej konfiguracji bazowej i na jej podstawie weryfikacji środowiska w celu wykrycia rozbieżności czy powielania konfiguracji na inne serwery czy backup aktualnej konfiguracji.

· Wdrażanie serwerów, rozwiązań modularnych oraz przełączników sieciowych w oparciu o profile  

· Wykonanie restartu serwera i automatyczne wejście do BIOSu/UEFI 

· Zdalne bezpieczne usunięcie danych na dyskach SSD/HDD w serwerach 

· Dedykowana aplikacja na urządzenia mobilne integrująca się z wyżej opisanymi oprogramowaniem zarządzającym. 

· Integracja z środowiskiem VMware vCenter pozwalająca z konsoli/plugin: 

· wykonać zautomatyzowaną aktualizację firmware serwerów w clustrze Vmware do zdefiniowanej polityki poziomu mikrokodów 

· wykonać/zweryfikować konfigurację serwera zgodną ze zdefiniowaną polityka konfiguracji 

· z konsoli vCenter uruchomić zdalną konsolę graficzną serwera (nawet gdy nie jest uruchomiony na serwerze system operacyjny) 

· inwentaryzacja komponentów w serwerze i ich mikrokodów 

· historia min 24h poboru mocy i temperatury serwera o zbieranie danych diagnostycznych serwera do paczki 

· Integracja z środowiskiem Microsoft Admin Center pozwalająca z konsoli/plugin: 

· wykonać zautomatyzowaną aktualizację firmware serwerów w clustrze do zdefiniowanej polityki poziomu mikrokodów 

· z konsoli Admin Center uruchomić zdalną konsolę graficzną serwera (nawet gdy nie jest uruchomiony na serwerze system operacyjny) 

· aktualizacja sterowników systemowych Windows o inwentaryzacja komponentów w serwerze i ich mikrokodów 

· historia min 24h poboru mocy i temperatury serwera o zbieranie danych diagnostycznych serwera do paczki 

Oprogramowanie dostarczane jako wirtualny appliance dla KVM, ESXi i Hyper-V.  
	TAK
	

	20.  
	Certyfikaty 
	Serwer musi być wyprodukowany zgodnie z normą ISO-9001:2015, ISO-50001 oraz ISO-14001 lub równioważne Serwer musi posiadać deklarację CE.  

Oferowane produkty muszą zawierać informacje dotyczące ponownego użycia i recyklingu, nie mogą zawierać farb i powłok na dużych plastikowych częściach, których nie da się poddać recyklingowi lub ponownie użyć. Wszystkie produkty zawierające podzespoły elektroniczne oraz niebezpieczne składniki powinny być bezpiecznie i łatwo identyfikowalne oraz usuwalne. Usunięcie materiałów i komponentów powinno odbywać się zgodnie z wymogami Dyrektywy WEEE 2002/96/EC. Produkty muszą składać się z co najmniej w 65% ze składników wielokrotnego użytku/zdatnych do recyklingu. We wszystkich produktach części tworzyw sztucznych większe niż 25-gramowe powinny zawierać nie więcej niż śladowe ilości środków zmniejszających palność sklasyfikowanych w dyrektywie RE 67/548/EEC. Serwer musi znajdować się na stronie internetowej www.epeat.net potwierdzając spełnienie normy co najmniej Epeat Bronze według normy wprowadzonej w 2019 roku. Oferowany serwer musi znajdować się na liście Windows Server Catalog i posiadać status „Certified for Windows” dla systemów Microsoft Windows Server 2022, Microsoft Windows Server 2025. 

Serwer powinien mieć dodatkowo certyfikację pod poniższe systemy operacyjne:

VMware ESXi 8.0 U3 i 9.0

Ubuntu 24.04 LTS 64-bit

Oracle Linux 9.6

XenServer 8.4 i Citrix Hypervisor 8.2

RHEL 9.6 i 10.0

Serwer musi być certyfikowany lub przynajmniej posiadać status „tested” dla systemu Proxmox VE.
	TAK
	

	21.  
	Dokumentacja użytkownika 
	Zamawiający wymaga dokumentacji w języku polskim lub angielskim. Możliwość telefonicznego sprawdzenia konfiguracji sprzętowej serwera oraz warunków gwarancji po podaniu numeru seryjnego bezpośrednio u producenta lub jego przedstawiciela. 
	TAK
	

	22.  
	Warunki gwarancji 
	3 lata gwarancji producenta w reżimie NBD On-Site.

Zamawiający oczekuje możliwości zgłaszania zdarzeń serwisowych w trybie NBD następującymi kanałami: telefonicznie oraz przez Internet. 

W godzinach 9:00-17:00 wymagana jest telefoniczna obsługa zgłoszeń w języku polskim.

Możliwość sprawdzenia statusu gwarancji poprzez stronę producenta podając unikatowy numer urządzenia oraz pobieranie uaktualnień mikrokodu oraz sterowników. 

Zamawiający oczekuje nieodpłatnego udostępnienia narzędzi serwisowych i procesów wsparcia umożliwiających: Wykrywanie usterek sprzętowych z predykcją awarii. 

Automatyczną diagnostykę i zdalne otwieranie zgłoszeń serwisowych. Możliwość rozszerzenia gwarancji przez producenta do 7 lat. Możliwość rozszerzenia wsparcia o serwis z lepszym SLA – gwarantującym 24 godzinny czas naprawy sprzętu. 
	TAK
	


Oprogramowanie baz danych

	L.P.
	Kategoria
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca


	1
	Oprogramowanie
	Ilość licencji zapewniająca pokrycie 2 CPU serwera bazodanowego
	TAK
	

	2
	Silnik bazy danych
	Oferowany silnik bazy danych musi być dostępny zarówno na platformy systemów operacyjnych Windows i Linux.
	TAK
	

	3
	
	Oferowany silnik bazy danych HIS musi mieć możliwość rozbudowy do wersji wspierającej możliwość synchronicznej replikacji danych w dwóch niezależnych centrach danych.
	TAK
	

	4
	
	Oferowany silnik bazy danych HIS posiada komercyjne wsparcie producenta. Nie dopuszcza się zastosowania RBD typu open-source.
	TAK
	

	5
	Backup
	Oferowany silnik bazy danych HIS ma możliwość realizacji kopii bezpieczeństwa w trakcie działania (na gorąco).
	TAK
	

	6
	
	Oferowany silnik bazy danych generuje kopie bezpieczeństwa automatycznie (o określonej porze) i na żądanie operatora oraz umożliwia odtwarzanie bazy danych z kopii archiwalnej, w tym sprzed awarii. 
	TAK
	

	7
	Silnik bazy danych
	Oferowany silnik bazy danych umożliwia eksport i import danych z bazy danych w formacie tekstowym z uwzględnieniem polskiego standardu znaków.
	TAK
	

	8
	Audyt
	Administrator posiada możliwość wyboru danych, które mają być monitorowane w logach systemu z dokładnością do poszczególnych kolumn w tabelach danych, a zarządzanie nimi może odbywać się z poziomu narzędzi do zarządzania bazami danych (dopuszcza się narzędzie na poziomie silnika bazy danych).
	TAK
	

	9
	
	HIS posiada mechanizmy umożliwiające zapis i przeglądanie danych o logowaniu użytkowników do HIS pozwalające na uzyskanie informacji o czasie i miejscach ich pracy.
	TAK
	

	10
	Bezpieczeństwo 
	Hasła użytkowników są przechowywane w bazie danych w postaci niejawnej (zaszyfrowanej).
	TAK
	

	11
	Bezpieczeństwo 
	W HIS są zaimplementowane mechanizmy walidacji haseł zgodnie z wymaganiami ustawowymi przewidzianymi dla rodzaju danych przetwarzanych przez HIS.
	TAK
	

	12
	
	HIS umożliwia automatyczne wylogowanie użytkownika z systemu (przy przekroczeniu zadanego czasu bezczynności ustanowionego uprzednio przez Administratora).
	TAK
	

	13
	Silnik bazy danych
	Dostępność oprogramowania na współczesne 64-bitowe platformy Unix (HP-UX dla procesorów PA-RISC i Itanium, Solaris dla procesorów SPARC i Intel/AMD, IBM AIX), Intel/AMD Linux 32-bit i 64-bit, MS Windows 32-bit i 64-bit. Identyczna funkcjonalność serwera bazy danych na ww. platformach. 
	TAK
	

	14
	Niezależność sprzętowa
	Niezależność platformy systemowej dla oprogramowania klienckiego / serwera aplikacyjnego od platformy systemowej bazy danych. 
	TAK
	

	15
	Migracja struktur
	Możliwość przeniesienia (migracji) struktur bazy danych i danych pomiędzy ww. platformami bez konieczności rekompilacji aplikacji bądź migracji środowiska aplikacyjnego
	TAK
	

	16
	Spójność transakcji
	Przetwarzanie z zachowaniem spójności i maksymalnego możliwego stopnia współbieżności. Modyfikowanie wierszy nie może blokować ich odczytu, z kolei odczyt wierszy nie może ich blokować do celów modyfikacji. Jednocześnie spójność odczytu musi gwarantować uzyskanie rezultatów zapytań odzwierciedlających stan danych z chwili jego rozpoczęcia, niezależnie od modyfikacji przeglądanego zbioru danych. 
	TAK
	

	17
	Transakcje zagnieżdżone
	Możliwość zagnieżdżania transakcji – powinna istnieć możliwość uruchomienia niezależnej transakcji wewnątrz transakcji nadrzędnej. Przykładowo – powinien być możliwy następujący scenariusz: każda próba modyfikacji tabeli X powinna w wiarygodny sposób odłożyć ślad w tabeli dziennika operacji, niezależnie czy zmiana tabeli X została zatwierdzona czy wycofana.
	TAK
	

	18
	Obsługa ustawień narodowych
	Wsparcie dla wielu ustawień narodowych i wielu zestawów znaków (włącznie z Unicode). 
	TAK
	

	19
	Znaki Unikode
	Możliwość migracji zestawu znaków bazy danych do Unicode.
	TAK
	

	20
	Obsługa ustawień narodowych
	Możliwość redefiniowania przez klienta ustawień narodowych – symboli walut, formatu dat, porządku sortowania znaków za pomocą narzędzi graficznych.
	TAK
	

	21
	Skalowalność
	Skalowanie rozwiązań opartych o architekturę trójwarstwową: możliwość uruchomienia wielu sesji bazy danych przy wykorzystaniu jednego połączenia z serwera aplikacyjnego do serwera bazy danych. 
	TAK
	

	22
	Aktywne zbiory 
	Możliwość otworzenia wielu aktywnych zbiorów rezultatów (zapytań, instrukcji DML) w jednej sesji bazy danych. 
	TAK
	

	23
	Wsparcie protokołu
	Wsparcie protokołu XA. 
	TAK
	

	24
	Wsparcie standardów
	Wsparcie standardu JDBC 3.0
	TAK
	

	25
	
	Zgodność ze standardem ANSI/ISO SQL 2003 lub nowszym. 
	TAK
	

	26
	Optymalizacja
	Motor bazy danych powinien umożliwiać wskazywanie optymalizatorowi SQL preferowanych metod optymalizacji na poziomie konfiguracji parametrów pracy serwera bazy danych oraz dla wybranych zapytań. Powinna istnieć możliwość umieszczania wskazówek dla optymalizatora w wybranych instrukcjach SQL.
	TAK
	

	27
	Ograniczenia tabeli
	Brak formalnych ograniczeń na liczbę tabel i indeksów w bazie danych oraz na ich rozmiar (liczbę wierszy). 
	TAK
	

	28
	Procedury
	Wsparcie dla procedur i funkcji składowanych w bazie danych. Język programowania powinien być językiem proceduralnym, blokowym (umożliwiającym deklarowanie zmiennych wewnątrz bloku), oraz wspierającym obsługę wyjątków. W przypadku, gdy wyjątek nie ma zadeklarowanej obsługi wewnątrz bloku, w razie jego wystąpienia wyjątek powinien być automatycznie propagowany do bloku nadrzędnego bądź wywołującej go jednostki programu. 
	TAK
	

	29
	
	Procedury i funkcje składowane powinny mieć możliwość parametryzowania za pomocą parametrów prostych jak i parametrów o typach złożonych, definiowanych  przez użytkownika. Funkcje powinny mieć możliwość zwracania rezultatów  jako zbioru danych, możliwego do wykorzystania jako źródło danych w instrukcjach SQL (czyli występujących we frazie FROM). Ww. jednostki programowe powinny umożliwiać wywoływanie instrukcji SQL (zapytania, instrukcje DML, DDL), umożliwiać jednoczesne otwarcie wielu tzw. kursorów pobierających paczki danych (wiele wierszy za jednym pobraniem) oraz wspierać mechanizmy transakcyjne (np. zatwierdzanie bądź wycofanie transakcji wewnątrz procedury). 
	TAK
	

	30
	Procedury
	Możliwość kompilacji procedur składowanych w bazie do postaci kodu binarnego (biblioteki dzielonej). 
	TAK
	

	31
	Wyzwalacze
	Możliwość deklarowania wyzwalaczy (triggerów) na poziomie instrukcji DML (INSERT, UPDATE, DELETE) wykonywanej na tabeli, poziomie każdego wiersza modyfikowanego przez instrukcję DML oraz na poziomie zdarzeń bazy danych (np. próba wykonania instrukcji DDL, start serwera, stop serwera, próba zalogowania użytkownika, wystąpienie specyficznego błędu w serwerze). Ponadto mechanizm wyzwalaczy powinien umożliwiać oprogramowanie obsługi instrukcji DML (INSERT, UPDATE, DELETE) wykonywanych na tzw. niemodyfikowalnych widokach (views). 
	TAK
	

	32
	
	W przypadku, gdy w wyzwalaczu na poziomie instrukcji DML wystąpi błąd zgłoszony przez motor bazy danych bądź ustawiony wyjątek w kodzie wyzwalacza, wykonywana instrukcja DML musi być automatycznie wycofana przez serwer bazy danych, zaś stan transakcji po wycofaniu musi odzwierciedlać chwilę przed rozpoczęciem instrukcji w której wystąpił ww. błąd lub wyjątek. 
	TAK
	

	33
	Autoryzacja
	Powinna istnieć możliwość autoryzowania użytkowników bazy danych za pomocą rejestru użytkowników założonego w bazie danych. 
	TAK
	

	34
	Bezpieczeństwo haseł
	Baza danych powinna umożliwiać wymuszanie złożoności hasła użytkownika, czasu życia hasła, sprawdzanie historii haseł, blokowanie konta przez administratora bądź w przypadku przekroczenia limitu nieudanych logowań.
	TAK
	

	35
	Role użytkowników
	Przywileje użytkowników bazy danych powinny być określane za pomocą przywilejów systemowych (np. prawo do podłączenia się do bazy danych - czyli utworzenia sesji, prawo do tworzenia tabel itd.) oraz przywilejów dostępu do obiektów aplikacyjnych (np. odczytu / modyfikacji tabeli, wykonania procedury). Baza danych powinna umożliwiać nadawanie ww. przywilejów za pośrednictwem mechanizmu grup użytkowników / ról bazodanowych. W danej chwili użytkownik może mieć aktywny dowolny podzbiór nadanych ról bazodanowych. 
	TAK
	

	36
	Backup
	Możliwość wykonywania i katalogowania kopii bezpieczeństwa bezpośrednio przez serwer bazy danych. Możliwość zautomatyzowanego usuwania zbędnych kopii bezpieczeństwa przy zachowaniu odpowiedniej liczby kopii nadmiarowych - stosownie do założonej polityki nadmiarowości backup'ów. Możliwość integracji z powszechnie stosowanymi systemami backupu (Legato, Veritas, Tivoli, OmniBack, ArcServe itd). Wykonywanie kopii bezpieczeństwa powinno być możliwe w trybie offline oraz w trybie online (hot backup). 
	TAK
	

	37
	Odtwarzanie danych
	Odtwarzanie powinno umożliwiać odzyskanie stanu danych z chwili wystąpienia awarii bądź cofnąć stan bazy danych do punktu w czasie. W przypadku odtwarzania do stanu z chwili wystąpienia awarii odtwarzaniu może podlegać cała baza danych bądź pojedyncze pliki danych. 
	TAK
	

	38
	
	W przypadku, gdy odtwarzaniu podlegają pojedyncze pliki bazy danych, pozostałe pliki baz danych mogą być dostępne dla użytkowników. 
	TAK
	

	39
	Obsługa wyrażeń
	Wbudowana obsługa wyrażeń regularnych zgodna ze standardem POSIX dostępna z poziomu języka SQL jak i procedur/funkcji składowanych w bazie danych.
	TAK
	

	40
	Klastry
	Możliwość budowy klastra na węźle obsługiwanym przez maksymalnie 2 procesory
	TAK
	

	41
	
	Motor bazy danych na poziomie wskazanego numeru wersji wydania musi zapewnić wbudowany, własny mechanizm umożliwiający uruchomienia środowiska w konfiguracji klastrowej wykorzystującej dwa węzły jako podstawę architektury rozwiązania.
	TAK
	

	42
	Geolokalizacja
	Motor bazy danych musi oferować wbudowane rozwiązanie pozwalające na przechowywanie, analizę i wizualizację danych geolokalizacyjnych.
	TAK
	

	43
	Analiza danych
	Motor bazy danych musi oferować wbudowane rozwiązanie pozwalające na analizę powiązań, relacji między danymi wraz z możliwością wizualizacji tych powiązań i przedstawienia ich wraz z relacjami w postaci graficznej.
	TAK
	

	44
	
	Motor bazy danych musi oferować wbudowane rozwiązanie pozwalające na wykorzystanie zaawansowanych mechanizmów statystycznych, modeli danych, funkcjonalności wartościującej, celem tworzenia analiz, modelowania i predykcji danych przechowywanych w silniku bazy.
	TAK
	

	45
	Licencja
	Licencja bez ograniczeń na użytkownika z zapewnionym 36-miesięcznym wsparciem. 2 licencje dla serwera produkcyjnego dwuprocesorowego. Zamawiający dopuszcza licencję dedykowaną i wyłączną dla oprogramowania dziedzinowego HIS InfoMedica/AMMS Asseco Poland S.A., tj. licencję ASFU
	TAK
	

	46
	
	Licencje silnika bazy danych nie mogą ograniczać ilości użytkowników. 
	TAK
	

	47
	Licencja
	Licencja silnika bazy danych nie może posiadać ograniczenia co do wielkości przechowywanych danych oraz nie może powodować dodatkowych opłat w przypadku przyrostu danych. 
	TAK
	


Migracja baz danych

	Opis zadania
	Charakterystyka (wymagania minimalne)

	Konfiguracja serwera bazodanowego
	Konfiguracja serwera bazodanowego wraz z przygotowaniem środowiska do migracji baz danych

	Migracja bazy danych ORACLE
	1. Migracja produkcyjnego środowiska Oprogramowania Aplikacyjnego systemów szpitalnych AMMS/InfoMedica użytkowanych przez Szpital do najwyższej możliwej wersji bazy danych Oracle udostępnionej przez Szpital.

2. Usługa migracji wszystkich wykorzystywanych przez systemy AMMS/InfoMedica baz danych ma odbyć się do wersji zgodnych z oficjalnymi zaleceniami producenta Asseco Poland S.A. dla tych systemów.

3. Usługa dotyczy zarówno przeniesienia pełnych struktur baz danych do nowych instalacji oraz pełnej migracji wszystkich danych w nich zawartych wraz z wykonaniem testów działania migrowanych systemów oraz wykonaniem zrzutu bezpieczeństwa baz danych po zakończeniu migracji i testowym ich odtworzeniem. 

4. Usługa powinna być wykonywana w godzinach popołudniowych oraz nocnych w celu minimalizacji uciążliwości związanych z niedostępnością migrowanych baz systemów AMMS/InfoMedica.

5. Docelowa liczba migrowanych baz danych może ulec zwiększeniu o maksymalnie 2 bazy danych.

Lista baz danych do migracji (8): 
EDM; MEDDB; LAB; LABM; LABS; ADM; KPORA; PKZP




Termin realizacji:

Prace konfiguracyjne oraz migracja baz danych: po wykonaniu dostawy, maksymalnie do 8 tygodni od podpisania umowy (wykonanie usługi potwierdzone protokołem odbioru usług, faktura dostarczona do 3 dni od podpisania protokołu odbioru)

Wykonawca zobowiązany jest dostarczyć zamawiającemu dokumentację powykonawczą wdrożonego środowiska bazodanowego. Dokumentacja zostanie dostarczona nie później niż w dniu podpisania protokołu odbioru.

Załącznik nr 1 do SWZ

Wykonawca:

………………………..…………

…………………………..………

………………………..…………

(pełna nazwa/firma, adres)

NIP ………………………….….

KRS ……………………..………

OFERTA – Część nr 2

(wraz z opisem przedmiotu zamówienia)
W odpowiedzi na ogłoszenie dotyczące udzielenia zamówienia publicznego na  dostawę systemów komputerowych, w ramach zadania inwestycyjnego pod nazwą: : ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia,” składam ofertę:
	L.p.
	Opis przedmiotu zamówienia
	j.m.
	Ilość
	Cena jedn. netto PLN
	Cena jednostkowa brutto

PLN
	Wartość netto PLN
	VAT

 %
	Wartość brutto

PLN

	1.
	Zestaw komputerowy 

 Producent: 

……………………………………

Typ/model: 

……………………………………


	  szt.
	30
	
	
	
	
	

	2.
	Zestaw komputerowy typu AiO
 Producent: 

……………………………………

Typ/model: 

……………………………………


	szt.
	15
	
	
	
	
	

	
	Razem:
	
	        x
	


UWAGA!

Jeżeli na przedmiot zamówienia składają się elementy o różnej stawce podatku VAT należy w tabeli powyżej wyszczególnić je odrębnie.
Osoba do kontaktu: …………………………………

Adres e-mail: …………………………………………...

Telefon: …………………………………………………….

                                                                         Część nr 2
Opis przedmiotu zamówienia – zestawienie parametrów wymaganych 

Dostawa komputerów
Zestaw komputerowy – 30 szt.
Zestaw komputerowy typu AiO– 15 szt.


Zestaw komputerowy – 30 szt.

	L.P.
	Nazwa elementu, parametru lub cechy
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	Stacja komputerowa

	1
	Komputer
	Komputer będzie wykorzystywany dla potrzeb aplikacji biurowych, dostępu do Internetu oraz poczty elektronicznej, jako lokalna baza danych. W ofercie należy podać nazwę producenta, typ, model, oraz numer katalogowy oferowanego sprzętu umożliwiający jednoznaczną identyfikację oferowanej konfiguracji.


	TAK
	

	2
	Obudowa
	Typu Small Form Factor (SFF), umożliwiająca montaż minimum dwóch dysków, w tym jednego dysku HDD o rozmiarze 3,5”. Wbudowany głośnik multimedialny. Obudowa trwale oznaczona nazwą producenta i modelem komputera.
	TAK
	

	3
	Chipset
	Dostosowany do zaoferowanego procesora
	TAK
	

	4
	Płyta główna
	Zaprojektowana i wyprodukowana przez producenta komputera, trwale oznaczona nazwą producenta komputera (na etapie produkcji). Płyta główna wyposażona w min. 2 złącza M.2 z czego 1 dedykowane dla dysku SSD PCIe. Płyta główna wyposażona w min. 2 sloty pamięci RAM DDR5.
	TAK

Podać model płyty głównej
	

	5
	Procesor
	Procesor klasy x86, zaprojektowany do pracy w komputerach stacjonarnych, o wydajności równej Intel Core i7-14700 lub równoważny według punktacji w teście Passmark CPU Mark opublikowanej na stronie http://www.cpubenchmark.net/. Wykonawca w składanej ofercie winien podać dokładny model oferowanego podzespołu.
	TAK

Podać model procesora
	

	6
	Pamięć operacyjna
	Min. 32GB DDR5
Maksymalna ilość obsługiwanej pamięci RAM min. 64GB
2 sloty na pamięć RAM, w tym 1 slot wolny
	TAK
podać
	

	7
	Dysk twardy
	Min. 512GB SSD M.2 PCIe 4.0, zawierający partycję RECOVERY umożliwiającą odtworzenie systemu operacyjnego fabrycznie zainstalowanego na komputerze po awarii. 
	TAK

Tak podać typ i rozmiar dysku
	

	8
	Karta graficzna
	Karta graficzna zintegrowana z procesorem.
	TAK
	

	9
	Audio
	Karta dźwiękowa zintegrowana z płytą główną, zgodna z High Definition. 
	TAK
	

	10
	Sieć
	Karta sieciowa LAN obsługująca prędkości 10/100/1000
Wbudowana karta sieci bezprzewodowej, pracująca w standardzie WIFI 6E

Bluetooth min. 5.3
	TAK
	

	11
	Napęd optyczny
	Urządzenie wyposażone we wbudowany napęd optyczny na jego przednim panelu. Nie dopuszcza się stosowania zewnętrznych napędów, podłączanych do urządzenia za pomocą złącza USB.
	TAK
	

	12
	Porty/złącza
	Z przodu obudowy:

- 1x USB 3.2 typu C
- 2x USB 3.2 typu A

- 1x złącze audio combo 3,5mm

- 1x złącze mikrofonowe 3,5mm

Z tyłu obudowy:

- 4x USB 2.0 typu A

- 1x HDMI 2.1

- 1x DisplayPort 1.4

- 1x VGA – TAK – 10 pkt., NIE – 0 pkt. Parametr punktowany
- RJ-45


Wymagana ilość i rozmieszczenie (na zewnątrz obudowy komputera) portów USB nie może być osiągnięta w wyniku stosowania konwerterów, przejściówek itp.


	TAK

Podać ilość i typy złączy/portów
	

	13
	Klawiatura/mysz
	Przewodowa USB: klawiatura w układzie US + mysz z rolką
	TAK
	

	14
	Zasilacz
	Energooszczędny zasilacz o mocy min.:

- 260W – 10 pkt.

- 280W – 0 pkt. oraz sprawności na poziomie min. 85%. – parametr punktowany
	TAK

Podać moc zasilacza
	

	15
	System operacyjny
	System operacyjny klasy PC musi spełniać następujące wymagania poprzez wbudowane mechanizmy, bez użycia dodatkowych aplikacji:

1.
Dostępne dwa rodzaje graficznego interfejsu użytkownika:

a.
Klasyczny, umożliwiający obsługę przy pomocy klawiatury i myszy,

b.
Dotykowy umożliwiający sterowanie dotykiem na urządzeniach typu tablet lub monitorach dotykowych

2.
Funkcje związane z obsługą komputerów typu tablet, z wbudowanym modułem „uczenia się” pisma użytkownika – obsługa języka polskiego

3.
Interfejs użytkownika dostępny w wielu językach do wyboru – w tym polskim i angielskim

4.
Możliwość tworzenia pulpitów wirtualnych, przenoszenia aplikacji pomiędzy pulpitami i przełączanie się pomiędzy pulpitami za pomocą skrótów klawiaturowych lub GUI.

5.
Wbudowane w system operacyjny minimum dwie przeglądarki Internetowe

6.
Zintegrowany z systemem moduł wyszukiwania informacji (plików różnego typu, tekstów, metadanych) dostępny z kilku poziomów: poziom menu, poziom otwartego okna systemu operacyjnego; system wyszukiwania oparty na konfigurowalnym przez użytkownika module indeksacji zasobów lokalnych,

7.
Zlokalizowane w języku polskim, co najmniej następujące elementy: menu, pomoc, komunikaty systemowe, menedżer plików.

8.
Graficzne środowisko instalacji i konfiguracji dostępne w języku polskim

9.
Wbudowany system pomocy w języku polskim.

10.
Możliwość przystosowania stanowiska dla osób niepełnosprawnych (np. słabo widzących).

11.
Możliwość dokonywania aktualizacji i poprawek systemu poprzez mechanizm zarządzany przez administratora systemu Zamawiającego.

12.
Możliwość dostarczania poprawek do systemu operacyjnego w modelu peer-to-peer.

13.
Możliwość sterowania czasem dostarczania nowych wersji systemu operacyjnego, możliwość centralnego opóźniania dostarczania nowej wersji o minimum 4 miesiące.

14.
Zabezpieczony hasłem hierarchiczny dostęp do systemu, konta i profile użytkowników zarządzane zdalnie; praca systemu w trybie ochrony kont użytkowników.

15.
Możliwość dołączenia systemu do usługi katalogowej on-premise lub w chmurze.

16.
Umożliwienie zablokowania urządzenia w ramach danego konta tylko do uruchamiania wybranej aplikacji - tryb "kiosk".

17.
Możliwość automatycznej synchronizacji plików i folderów roboczych znajdujących się na firmowym serwerze plików w centrum danych z prywatnym urządzeniem, bez konieczności łączenia się z siecią VPN z poziomu folderu użytkownika zlokalizowanego w centrum danych firmy.

18.
Zdalna pomoc i współdzielenie aplikacji – możliwość zdalnego przejęcia sesji zalogowanego użytkownika celem rozwiązania problemu z komputerem.

19.
Transakcyjny system plików pozwalający na stosowanie przydziałów (ang. quota) na dysku dla użytkowników oraz zapewniający większą niezawodność i pozwalający tworzyć kopie zapasowe.

20.
Oprogramowanie dla tworzenia kopii zapasowych (Backup); automatyczne wykonywanie kopii plików z możliwością automatycznego przywrócenia wersji wcześniejszej.

21.
Możliwość przywracania obrazu plików systemowych do uprzednio zapisanej postaci.

22.
Możliwość przywracania systemu operacyjnego do stanu początkowego z pozostawieniem plików użytkownika.

23.
Możliwość blokowania lub dopuszczania dowolnych urządzeń peryferyjnych za pomocą polityk grupowych (np. przy użyciu numerów identyfikacyjnych sprzętu)."

24.
Wbudowany mechanizm wirtualizacji typu hypervisor."

25.
Wbudowana możliwość zdalnego dostępu do systemu i pracy zdalnej z wykorzystaniem pełnego interfejsu graficznego.

26.
Dostępność bezpłatnych biuletynów bezpieczeństwa związanych z działaniem systemu operacyjnego.

27.
Wbudowana zapora internetowa (firewall) dla ochrony połączeń internetowych, zintegrowana z systemem konsola do zarządzania ustawieniami zapory i regułami IP v4 i v6.

28.
Identyfikacja sieci komputerowych, do których jest podłączony system operacyjny, zapamiętywanie ustawień i przypisywanie do min. 3 kategorii bezpieczeństwa (z predefiniowanymi odpowiednio do kategorii ustawieniami zapory sieciowej, udostępniania plików itp.).

29.
Możliwość zdefiniowania zarządzanych aplikacji w taki sposób aby automatycznie szyfrowały pliki na poziomie systemu plików. Blokowanie bezpośredniego kopiowania treści między aplikacjami zarządzanymi a niezarządzanymi.

30.
Wbudowany system uwierzytelnienia dwuskładnikowego oparty o certyfikat lub klucz prywatny oraz PIN lub uwierzytelnienie biometryczne.

31.
Wbudowane mechanizmy ochrony antywirusowej i przeciw złośliwemu oprogramowaniu z zapewnionymi bezpłatnymi aktualizacjami.

32.
Wbudowany system szyfrowania dysku twardego ze wsparciem modułu TPM

33.
Możliwość tworzenia i przechowywania kopii zapasowych kluczy odzyskiwania do szyfrowania dysku w usługach katalogowych.

34.
Możliwość tworzenia wirtualnych kart inteligentnych.

35.
Wsparcie dla firmware UEFI i funkcji bezpiecznego rozruchu (Secure Boot)

36.
Wbudowany w system, wykorzystywany automatycznie przez wbudowane przeglądarki filtr reputacyjny URL.

37.
Wsparcie dla IPSEC oparte na politykach – wdrażanie IPSEC oparte na zestawach reguł definiujących ustawienia zarządzanych w sposób centralny.

38.
Mechanizmy logowania w oparciu o:

a.
Login i hasło,

b.
Karty inteligentne i certyfikaty (smartcard),

c.
Wirtualne karty inteligentne i certyfikaty (logowanie w oparciu o certyfikat chroniony poprzez moduł TPM),

d.
Certyfikat/Klucz i PIN

e.
Certyfikat/Klucz i uwierzytelnienie biometryczne

39.
Wsparcie dla uwierzytelniania na bazie Kerberos v. 5

40.
Wbudowany agent do zbierania danych na temat zagrożeń na stacji roboczej.

41.
Wsparcie .NET Framework 2.x, 3.x i 4.x – możliwość uruchomienia aplikacji działających we wskazanych środowiskach

42.
Wsparcie dla VBScript – możliwość uruchamiania interpretera poleceń

43.
Wsparcie dla PowerShell 5.x – możliwość uruchamiania interpretera poleceń


	TAK
	

	16
	BIOS  
	BIOS zgodny ze specyfikacją UEFI, wyprodukowany przez producenta komputera, zawierający logo producenta komputera lub nazwę producenta komputera. Pełna obsługa BIOS za pomocą klawiatury i myszy oraz samej myszy. Możliwość, bez uruchamiania systemu operacyjnego z dysku twardego komputera, bez dodatkowego oprogramowania z zewnętrznych i podłączonych do niego urządzeń zewnętrznych odczytania z BIOS informacji o:
- modelu komputera,

- numerze seryjnym,

- numerze inwentarzowym (AssetTag),

- wersji BIOS,

- dacie wydania BIOS,

- zainstalowanym procesorze wraz z taktowaniem,

- zainstalowanej pamięci RAM wraz z taktowaniem,

- dyskach podłączonych do złącz M.2 oraz SATA

Administrator z poziomu BIOS musi mieć możliwość:

- wyłączenia portów USB 

- wyłączenia karty sieciowej

- wyłączenia karty audio

- wyłączenia funkcji Wake on LAN

- wyłączenia wirtualizacji

- wyłączenia modułu TPM

- ustawienia hasła: administratora, Power-On

- wyboru trybu uruchomienia komputera po utracie zasilania

- ustawienia trybu wyłączenia komputera w stan niskiego poboru energii 

- zdefiniowania sekwencji bootowania 

- załadowania optymalnych ustawień BIOS

bez uruchamiania systemu operacyjnego z dysku twardego komputera lub innych, podłączonych do niego, urządzeń zewnętrznych
	TAK
	

	17
	System Diagnostyczny
	Zaimplementowany w UEFI BIOS system diagnostyczny z graficznym interfejsem użytkownika dostępny z poziomu szybkiego menu boot umożliwiający jednoczesne przetestowanie w celu wykrycia błędów zainstalowanych komponentów w oferowanym komputerze bez konieczności uruchamiania systemu operacyjnego. Działający nawet w przypadku uszkodzenia dysku twardego. System obsługiwany za pomocą myszy lub klawiatury, umożliwiający wykonanie minimum następujących czynności diagnostycznych: 

1. Wykonanie testu komponentów w zakresie przyspieszonym lub rozszerzonym z możliwością wyboru algorytmów testowania oraz liczby cykli testowych do przeprowadzenia. System diagnostyczny powinien umożliwiać wykonanie testu następujących komponentów: 

- pamięci ram, 

- procesora,  

- pamięci masowej,    

- płyty głównej  

2. Identyfikację jednostki i jej komponentów w następującym zakresie:  

- urządzenie (producent, model, numer seryjny),  

- bios (wersja oraz data wydania),  

- procesor (nazwa, taktowanie, ilości pamięci L1, L2, L3, liczba rdzeni),  

- pamięć ram (ilość zainstalowanej pamięci ram, producent oraz numer seryjny),  

- dysk twardy (producent, model, numer seryjny, pojemność),  

- płyta główna (liczba złącz USB, liczba złącz PCI)
	TAK
	

	18
	Certyfikaty i standardy
	Dla producenta sprzętu należy dostarczyć:

- ISO 9001

- ISO 14001

- ISO 50001

Dla komputera:
- Deklaracja zgodności CE
- Potwierdzenie spełnienia kryteriów środowiskowych, w tym zgodności z dyrektywą RoHS Unii Europejskiej o eliminacji substancji niebezpiecznych w postaci oświadczenia producenta jednostki

- Certyfikat TCO min. 9.0
	TAK
	

	19
	Bezpieczeństwo
	· Złącze typu Kensington Security Slot

· Sprzętowy moduł TPM 2.0 (dTPM 2.0) z certyfikacją TCG

Czujnik otwarcia obudowy
	TAK
	

	20
	Wirtualizacja
	Sprzętowe wsparcie technologii wirtualizacji procesorów, pamięci i urządzeń I/O realizowane łącznie w procesorze, chipsecie płyty głównej oraz w BIOS systemu (możliwość włączenia/wyłączenia sprzętowego wsparcia wirtualizacji.
	TAK
	

	21
	Oprogramowanie
	Dedykowane oprogramowanie producenta sprzętu umożliwiające automatyczną weryfikację i instalację sterowników oraz oprogramowania użytkowego producenta, w tym również wgranie najnowszej wersji BIOS. Oprogramowanie musi automatycznie łączyć się z centralna bazą sterowników i oprogramowania użytkowego producenta, sprawdzać dostępne aktualizacje i zapewniać ich zbiorczą instalację. 
	TAK
	

	22
	Gwarancja i wsparcie techniczne producenta
	Min. 36 miesięcy świadczona w miejscu użytkowania sprzętu (on-site).  

Dedykowany portal techniczny producenta komputera, wyposażony w funkcję automatycznej identyfikacji urządzenia, umożliwiający Zamawiającemu uzyskanie informacji w zakresie co najmniej:
- fabrycznej konfiguracji urządzenia, 

- rodzaju gwarancji, 

- dacie wygaśnięcia gwarancji, 

- aktualizacjach.

Zaawansowana diagnostyka urządzenia i oprogramowania dostępna na stronie producenta komputera.


	TAK
	

	23
	
	W ramach gwarancji wymagania opcja pozostawienia dysków u Zamawiającego 
	TAK – 10 pkt., NIE – 0 pkt
	

	Monitor

	24
	Wielkość ekranu
	Przekątna ekranu min. 23,8”
	TAK

Podać przekątną
	

	25
	Matryca
	Powłoka matrycy o wykończeniu matowym typu IPS
	TAK
	

	26
	Nominalna rozdzielczość
	Rozdzielczość nie mniejsza niż: FHD (1920x1080)
	TAK

Podać rozdzielczość
	

	27
	Kąty widzenia
	Kąty widzenia min. 178 stopni w pionie i w poziomie
	TAK
	

	28
	Plamka
	Wielkość plamki (pojedynczego piksela) nie większa niż 0.275 mm
	TAK
	

	29
	Częstotliwość odświeżania
	Nie mniejsza niż 90Hz
	TAK
	

	30
	Jasność
	Nie mniejsza niż 250 nitów
	TAK
	

	31
	Czas reakcji matrycy
	Nie większy niż 7 ms
	TAK
	

	32
	Zakres kolorów
	Nie mniejszy niż 99% sRGB

Obsługa min. 16,7 miliona kolorów
	TAK
	

	33
	Kontrast statyczny
	Nie mniejszy niż: 1500:1
	TAK
	

	34
	Porty/złącza
	Minimalna ilość dostępnych złącz w monitorze:

· 1x HDMI min. 1.4

· 1x DisplayPort min. 1.2

· 1x VGA

· 1x USB 3.2 typu B

· 1x USB 3.2 typu C

3x USB 3.2 typu A
	TAK
	

	35
	Waga
	Nieprzekraczająca 5.5 kg z podstawą według karty katalogowej producenta
	TAK
	

	36
	Ergonomia
	Możliwość regulacji ustawienia monitora w zakresie:

· Przód / tył w zakresie min. -5 do 20 stopni

· Lewo / prawo w zakresie 90 stopni

· Pivot w zakresie min.
-90 do 90 stopni – TAK- 10 pkt, NIE – 0 pkt.

· Wysokość do min. 150mm


	TAK
	

	37
	Obudowa
	· musi umożliwiać zastosowanie zabezpieczenia fizycznego w postaci linki metalowej

Możliwość zainstalowania komputera na ścianie przy wykorzystaniu ściennego systemu montażowego VESA (100x100) 
	TAK
	

	38
	Bezpieczeństwo
	Złącze typu Kensington Lock
	TAK
	

	39
	Certyfikaty i standardy
	Dla producenta sprzętu należy dostarczyć certyfikat: 

- ISO 9001 

- ISO 14001 

Dla urządzenia:

· Energy Star

· TCO min. 8.0

· EPEAT Gold dla kraju Polska według danych widocznych na stronie https://epeat.net/search-computers-and-displays

· Certyfikacja ochrony oczu TÜV Rheinland Eye Comfort
	TAK
	

	40
	Ukompletowanie
	Kabel DisplayPort o długości min. 1,8m

Kabel zasilający o długości min. 1,8m
	TAK
	

	41
	Gwarancja i wsparcie
	Minimum 36 miesięcy
	TAK
	


Komputer typu All In One – 15 szt.

	L.P.
	Nazwa elementu, parametru lub cechy
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	Procesor
	Procesor wielordzeniowy ze zintegrowaną grafiką klasy x86, o wydajności liczonej w punktach równej lub wyższej procesorowi Intel Core i7-13620H na podstawie PerformanceTest w teście CPU Mark według wyników Avarage CPU Mark opublikowanych na http://www.cpubenchmark.net/. Wykonawca w składanej ofercie winien podać dokładny model oferowanego podzespołu.
	TAK
	

	2. 
	Pamięć operacyjna RAM
	Min. 32 GB DDR5-5200 MHz 

2 sloty na pamięć RAM z czego 1 slot wolny
	TAK
	

	3. 
	Parametry pamięci masowej
	Min. M.2 512 GB SSD NVMe PCIe Gen 4
	TAK
	

	4. 
	Karta graficzna
	Zintegrowana z procesorem
	TAK
	

	5. 
	Wyposażenie multimedialne
	Karta dźwiękowa zintegrowana z płytą główną, zgodna z High Definition. 

Wbudowane w obudowie komputera głośniki stereo (2x3W),
	TAK


	

	6. 
	
	Wbudowana kamera o rozdzielczości 5MP obsługująca logowanie za pomocą danych biometrycznych – 
	TAK – 10 pkt.

NIE – 0 pkt.
	

	7. 
	Obudowa komputera
	Obudowa zintegrowana z monitorem (AIO), trwale oznaczona nazwą producenta i numerem seryjnym komputera. Waga urządzenia z podstawą nieprzekraczająca 8 kg. Jednostka obliczeniowa zintegrowana z monitorem – nie dopuszcza się rozwiązań, w których komputer podłączany jest do monitora za pomocą złącza wideo oraz osadzony na jego nodze, obudowie itd.
	TAK
	

	8. 
	Zasilacz
	O mocy minimum 90W oraz cechujący się sprawnością na poziomie min. 89%
	TAK
	

	9. 
	Płyta główna
	Płyta główna zaprojektowana i wyprodukowana na zlecenie producenta komputera, trwale oznaczona (na laminacie płyty głównej) na etapie produkcji nazwą producenta oferowanej jednostki i dedykowana dla danego urządzenia. Płyta główna wyposażona w BIOS producenta komputera, zawierający numer seryjny komputera.
	TAK
	

	10. 
	Porty i złącza
	Z tyłu lub u dołu urządzenia

- 1x HDMI-in 1.4 

- 1x HDMI-out 2.1

- złącze Gigabit Ethernet (RJ-45)

- 2x USB 2.0 typu A

- 1x USB 3.2 typu A

Z boku urządzenia

- 1x USB 3.2 typu C

- złącze audio combo 3,5 mm
	TAK
	

	11. 
	Klawiatura
	Bezprzewodowa klawiatura dedykowana do zaoferowanego modelu komputera, stanowiąca integralny element zestawu komputerowego
	TAK
	

	12. 
	Mysz
	Bezprzewodowa mysz komputerowa dedykowana do zaoferowanego modelu komputera, stanowiąca integralny element zestawu kompyterowego
	TAK
	

	13. 
	Komunikacja i łączność
	Port sieci LAN 10/100/1000 Ethernet RJ 45 zintegrowany z płytą główną. 

WI-FI min. 6 oraz Bluetooth min. 5.1
	TAK
	

	14. 
	Bezpieczeństwo
	Układ TPM 2.0

Dysk systemowy zawierający partycję recovery umożliwiające odtworzenie systemu operacyjnego fabrycznie zainstalowanego na komputerze po awarii.
	TAK
	

	15. 
	Wirtualizacja
	Sprzętowe wsparcie technologii wirtualizacji realizowane łącznie w procesorze, chipsecie płyty głównej oraz w BIOS systemu (możliwość włączenia/wyłączenia sprzętowego wsparcia wirtualizacji).
	TAK

Podać moc zasilacza
	

	16. 
	BIOS
	BIOS zgodny ze specyfikacją UEFI, wyprodukowany przez producenta komputera, zawierający logo producenta komputera lub nazwę producenta komputera. Pełna obsługa BIOS za pomocą klawiatury i myszy. Możliwość, bez uruchamiania systemu operacyjnego z dysku twardego komputera, bez dodatkowego oprogramowania z zewnętrznych i podłączonych do niego urządzeń zewnętrznych odczytania z BIOS informacji o:
- wersji BIOS wraz z datą jego produkcji

- modelu komputera

- nr seryjnym komputera

- procesorze

    

Administrator z poziomu BIOS musi mieć możliwość wykonania poniższych czynności: 

- Możliwość ustawienia hasła administratora

- Możliwość ustawienia hasła power-on

- Możliwość włączenia/wyłączenia wirtualizacji z poziomu BIOS

- Możliwość ustawienia kolejności bootowania

- Możliwość włączenia/ wyłączenia: karty sieciowej, kontrolera audio
	
	

	17. 
	System Diagnostyczny
	Zaimplementowany w BIOS system diagnostyczny z graficznym interfejsem użytkownika dostępny z poziomu szybkiego menu boot umożliwiający jednoczesne przetestowanie w celu wykrycia błędów zainstalowanych komponentów w oferowanym komputerze bez konieczności uruchamiania systemu operacyjnego. Działający nawet w przypadku uszkodzenia dysku twardego. System obsługiwany za pomocą myszy lub klawiatury, umożliwiający wykonanie minimum następujących czynności diagnostycznych: 

1. Wykonanie testu komponentów w zakresie przyspieszonym lub rozszerzonym z możliwością wyboru algorytmów testowania oraz liczby cykli testowych do przeprowadzenia. System diagnostyczny powinien umożliwiać wykonanie testu następujących komponentów: 

- pamięci ram  

- procesora,  

- pamięci masowej.

2. Identyfikację jednostki i jej komponentów w następującym zakresie:  

- urządzenie (producent, numer konfiguracji, model, numer seryjny),  

- bios (producent, wersja oraz data wydania),  

- procesor (nazwa, taktowanie, ilości pamięci L1, L2, L3, liczba rdzeni),  

- pamięć ram (ilość zainstalowanej pamięci ram, producent oraz numer seryjny, taktowanie pamięci),  

- dysk twardy (producent, model, numer seryjny, pojemność).
	
	

	18. 
	System operacyjny
	System operacyjny klasy PC musi spełniać następujące wymagania poprzez wbudowane mechanizmy, bez użycia dodatkowych aplikacji:

1.
Dostępne dwa rodzaje graficznego interfejsu użytkownika:

a.
Klasyczny, umożliwiający obsługę przy pomocy klawiatury i myszy,

b.
Dotykowy umożliwiający sterowanie dotykiem na urządzeniach typu tablet lub monitorach dotykowych

2.
Funkcje związane z obsługą komputerów typu tablet, z wbudowanym modułem „uczenia się” pisma użytkownika – obsługa języka polskiego

3.
Interfejs użytkownika dostępny w wielu językach do wyboru – w tym polskim i angielskim

4.
Możliwość tworzenia pulpitów wirtualnych, przenoszenia aplikacji pomiędzy pulpitami i przełączanie się pomiędzy pulpitami za pomocą skrótów klawiaturowych lub GUI.

5.
Wbudowane w system operacyjny minimum dwie przeglądarki Internetowe

6.
Zintegrowany z systemem moduł wyszukiwania informacji (plików różnego typu, tekstów, metadanych) dostępny z kilku poziomów: poziom menu, poziom otwartego okna systemu operacyjnego; system wyszukiwania oparty na konfigurowalnym przez użytkownika module indeksacji zasobów lokalnych,

7.
Zlokalizowane w języku polskim, co najmniej następujące elementy: menu, pomoc, komunikaty systemowe, menedżer plików.

8.
Graficzne środowisko instalacji i konfiguracji dostępne w języku polskim

9.
Wbudowany system pomocy w języku polskim.

10.
Możliwość przystosowania stanowiska dla osób niepełnosprawnych (np. słabo widzących).

11.
Możliwość dokonywania aktualizacji i poprawek systemu poprzez mechanizm zarządzany przez administratora systemu Zamawiającego.

12.
Możliwość dostarczania poprawek do systemu operacyjnego w modelu peer-to-peer.

13.
Możliwość sterowania czasem dostarczania nowych wersji systemu operacyjnego, możliwość centralnego opóźniania dostarczania nowej wersji o minimum 4 miesiące.

14.
Zabezpieczony hasłem hierarchiczny dostęp do systemu, konta i profile użytkowników zarządzane zdalnie; praca systemu w trybie ochrony kont użytkowników.

15.
Możliwość dołączenia systemu do usługi katalogowej on-premise lub w chmurze.

16.
Umożliwienie zablokowania urządzenia w ramach danego konta tylko do uruchamiania wybranej aplikacji - tryb "kiosk".

17.
Możliwość automatycznej synchronizacji plików i folderów roboczych znajdujących się na firmowym serwerze plików w centrum danych z prywatnym urządzeniem, bez konieczności łączenia się z siecią VPN z poziomu folderu użytkownika zlokalizowanego w centrum danych firmy.

18.
Zdalna pomoc i współdzielenie aplikacji – możliwość zdalnego przejęcia sesji zalogowanego użytkownika celem rozwiązania problemu z komputerem.

19.
Transakcyjny system plików pozwalający na stosowanie przydziałów (ang. quota) na dysku dla użytkowników oraz zapewniający większą niezawodność i pozwalający tworzyć kopie zapasowe.

20.
Oprogramowanie dla tworzenia kopii zapasowych (Backup); automatyczne wykonywanie kopii plików z możliwością automatycznego przywrócenia wersji wcześniejszej.

21.
Możliwość przywracania obrazu plików systemowych do uprzednio zapisanej postaci.

22.
Możliwość przywracania systemu operacyjnego do stanu początkowego z pozostawieniem plików użytkownika.

23.
Możliwość blokowania lub dopuszczania dowolnych urządzeń peryferyjnych za pomocą polityk grupowych (np. przy użyciu numerów identyfikacyjnych sprzętu)."

24.
Wbudowany mechanizm wirtualizacji typu hypervisor."

25.
Wbudowana możliwość zdalnego dostępu do systemu i pracy zdalnej z wykorzystaniem pełnego interfejsu graficznego.

26.
Dostępność bezpłatnych biuletynów bezpieczeństwa związanych z działaniem systemu operacyjnego.

27.
Wbudowana zapora internetowa (firewall) dla ochrony połączeń internetowych, zintegrowana z systemem konsola do zarządzania ustawieniami zapory i regułami IP v4 i v6.

28.
Identyfikacja sieci komputerowych, do których jest podłączony system operacyjny, zapamiętywanie ustawień i przypisywanie do min. 3 kategorii bezpieczeństwa (z predefiniowanymi odpowiednio do kategorii ustawieniami zapory sieciowej, udostępniania plików itp.).

29.
Możliwość zdefiniowania zarządzanych aplikacji w taki sposób aby automatycznie szyfrowały pliki na poziomie systemu plików. Blokowanie bezpośredniego kopiowania treści między aplikacjami zarządzanymi a niezarządzanymi.

30.
Wbudowany system uwierzytelnienia dwuskładnikowego oparty o certyfikat lub klucz prywatny oraz PIN lub uwierzytelnienie biometryczne.

31.
Wbudowane mechanizmy ochrony antywirusowej i przeciw złośliwemu oprogramowaniu z zapewnionymi bezpłatnymi aktualizacjami.

32.
Wbudowany system szyfrowania dysku twardego ze wsparciem modułu TPM

33.
Możliwość tworzenia i przechowywania kopii zapasowych kluczy odzyskiwania do szyfrowania dysku w usługach katalogowych.

34.
Możliwość tworzenia wirtualnych kart inteligentnych.

35.
Wsparcie dla firmware UEFI i funkcji bezpiecznego rozruchu (Secure Boot)

36.
Wbudowany w system, wykorzystywany automatycznie przez wbudowane przeglądarki filtr reputacyjny URL.

37.
Wsparcie dla IPSEC oparte na politykach – wdrażanie IPSEC oparte na zestawach reguł definiujących ustawienia zarządzanych w sposób centralny.

38.
Mechanizmy logowania w oparciu o:

a.
Login i hasło,

b.
Karty inteligentne i certyfikaty (smartcard),

c.
Wirtualne karty inteligentne i certyfikaty (logowanie w oparciu o certyfikat chroniony poprzez moduł TPM),

d.
Certyfikat/Klucz i PIN

e.
Certyfikat/Klucz i uwierzytelnienie biometryczne

39.
Wsparcie dla uwierzytelniania na bazie Kerberos v. 5

40.
Wbudowany agent do zbierania danych na temat zagrożeń na stacji roboczej.

41.
Wsparcie .NET Framework 2.x, 3.x i 4.x – możliwość uruchomienia aplikacji działających we wskazanych środowiskach

42.
Wsparcie dla VBScript – możliwość uruchamiania interpretera poleceń

43.
Wsparcie dla PowerShell 5.x – możliwość uruchamiania interpretera poleceń


	TAK
	

	19. 
	Ekran
	Matowy, matryca IPS, min. 27” z podświetleniem w technologii LED, rozdzielczość FHD 1920x1080, jasność min. 300 nits, kontrast min. 1300:1, odświeżanie min. 100Hz, gamut kolorów min. 99% sRGB
	TAK
	

	20. 
	Podstawa
	Podstawa komputera umożliwiająca pochylenie ekranu przód/tył w zakresie min. -5 do 15 stopni.
	TAK
	

	21. 
	Oprogramowanie dodatkowe
	Dedykowane oprogramowanie producenta sprzętu umożliwiające automatyczna weryfikacje i instalację sterowników w tym również wgranie najnowszej wersji BIOS. Oprogramowanie musi automatycznie łączyć się z centralna bazą sterowników i oprogramowania użytkowego producenta, sprawdzać dostępne aktualizacje i zapewniać zbiorczą instalację wszystkich sterowników. Oprogramowanie musi być wyposażone w moduł rejestru zdarzeń, w którym znajdują się informacje o tym kiedy i jakie sterowniki zostały zainstalowane.
	TAK
	

	22. 
	Gwarancja i wsparcie techniczne producenta
	Min. 36 miesięcy świadczona w miejscu użytkowania sprzętu (on-site). 

Dedykowany portal techniczny producenta komputera, wyposażony w funkcję automatycznej identyfikacji urządzenia, umożliwiający Zamawiającemu uzyskanie informacji w zakresie co najmniej:

- fabrycznej konfiguracji urządzenia, 

- rodzaju gwarancji, 

- dacie wygaśnięcia gwarancji, 

- aktualizacjach.

Zaawansowana diagnostyka urządzenia i oprogramowania dostępna na stronie producenta komputera.
	TAK
	

	23. 
	
	W ramach gwarancji opcja pozostawienia dysków u Zamawiającego
	TAK – 10 pkt., NIE – 0 pkt.
	

	24. 
	Certyfikaty
	Dla producenta sprzętu:

- Certyfikat ISO9001, 

- Certyfikat ISO14001

- Certyfikat ISO50001

Dla urządzenia:

- Certyfikat EPEAT Silver dla kraju Polska

- Deklaracja zgodności CE

- Energy Star 8.0

- Potwierdzenie spełnienia kryteriów środowiskowych, w tym zgodności z dyrektywą RoHS Unii Europejskiej o eliminacji substancji niebezpiecznych w postaci oświadczenia producenta jednostki
	TAK
	


Termin realizacji:

Dostawa urządzeń do 6 tygodni od podpisania umowy

(dostawa potwierdzona protokołem odbioru, faktura dostarczona do 3 dni od podpisania protokołu odbioru)

Załącznik nr 1 do SWZ

Wykonawca:

………………………..…………

…………………………..………

………………………..…………

(pełna nazwa/firma, adres)

NIP ………………………….….

KRS ……………………..………

OFERTA – Część nr 3

(wraz z opisem przedmiotu zamówienia)
W odpowiedzi na ogłoszenie dotyczące udzielenia zamówienia publicznego na  dostawę systemów komputerowych, w ramach zadania inwestycyjnego pod nazwą: : ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia,” składam ofertę:
	L.p.
	Opis przedmiotu zamówienia
	j.m.
	Ilość
	Cena jedn. netto PLN
	Cena jednostkowa brutto

PLN
	Wartość netto PLN
	VAT

 %
	Wartość brutto

PLN

	1.
	Zestaw komputerowy na salę operacyjną
 Producent: 

……………………………………

Typ/model: 

……………………………………


	  szt.
	5
	
	
	
	
	

	
	Razem:
	
	        x
	


UWAGA!

Jeżeli na przedmiot zamówienia składają się elementy o różnej stawce podatku VAT należy w tabeli powyżej wyszczególnić je odrębnie.

Termin gwarancji: ……….…. (24, 27, 30, 33, 34 lub więcej miesięcy))
Osoba do kontaktu: …………………………………

Adres e-mail: …………………………………………...

Telefon: …………………………………………………….

                                                                          Część nr 3

Opis przedmiotu zamówienia – zestawienie parametrów wymaganych 

Dostawa komputerów na salę operacyjną – 5 szt.
	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	OBUDOWA: Stacja negatoskopu cyfrowego do montażu ściennego wyposażona w monitor min.  32” o rozdzielczości min. FHD. Obudowa pokryta lakierem proszkowym. przeglądanie zdjęć RTG z systemu PACS. Połączenie z systemem PACS poprzez sieć szpitalną
	TAK
	

	2. 
	MONITOR: Monitor referencyjny o przekątnej obrazu 32” i rozdzielczości 1920 x 1080 FHD , jasność min. 400 cd/m2,  min. kontrast 1000:1, kąty widzenia 178o/178o, wbudowany tryb pracy zgodny z DICOM Part 14, sprzętową kalibrację do DICOM w tablicy LUT monitora, matryca IPS, podświetlanie LED, Złącza: HDMI-1 szt. DisplayPort - 1 szt.
	TAK
	

	3. 
	OCHRONA MONITORA: Szyba z min. 8- krotną redukcją niepożądanych refleksów świetlnych
	TAK
	

	4. 
	System komputerowy Komputer umożliwiający dostęp do systemu PACS, montowany w obudowie ściennej, na którym to instalowana jest aplikacja pozwalająca na dostęp do systemu PACS i / lub HIS, Komputer dostarczany bez aplikacji klienckiej PACS i / lub HIS, aplikacja i licencja po stronie Zamawiającego. wyposażony w:

· Procesor min. Intel i5 12400 @12400 Passmark 18 700 pkt.

· Płyta główna Intel z obsługą pamięci RAM min. 128 GB, oraz dysków SSD min. 500 GB.

· Pamięć RAM min. 16 GB.

· Dysk twardy SSD M.2 min. 500 GB.

· Gniazdo LAN 10/100/1000 MBit zabezpieczone przed zalaniem.

· USB 2.0 – min. 2 gniazda zabezpieczone przed zalaniem z przodu obudowy, 

· Karta graficzna – profesjonalna karta graficzna zapewniająca wysoką dokładnością odwzorowania obrazu

· Nagrywarka DVD+/-RW
	TAK
	

	5. 
	System operacyjny Windows 11 Pro PL posiadający: 

·  Minimum 64-bitowy

· możliwość skonfigurowania przez administratora regularnego, automatycznego pobierania (ze strony internetowej producenta systemu operacyjnego) i instalowania aktualizacji i poprawek do systemu operacyjnego

·  możliwość tworzenia wielu kont użytkowników o różnych poziomach uprawnień

·  zintegrowaną zaporę sieciową

·  możliwość pracy w domenie Windows

·  obsługuje połączenia zdalne w trybie host i klient

·  wyposażony w graficzny interfejs użytkownika

 w pełni kompatybilny z oferowanym sprzętem
	TAK
	

	6. 
	KLAWIATURA: Klawiatura medyczna z powierzchnią silikonową łatwą w dezynfekcji, wyposażoną w przycisk CLEAN, odporną na zarysowania i uszkodzenia mechaniczne. Możliwość dezynfekcji wszystkimi środkami dezynfekcyjnymi używanymi na salach operacyjnych. Układ klawiatury: QWERTY wraz z wydzielonym blokiem numerycznym i touchpadem. Obudowa klawiatury wykonana z jednego bloku aluminium anodowanego z możliwością składania i zablokowania pod dowolnym kątem, przewody zabudowane niewidoczne. Wodoodporność IP68. Interfejs klawiatury USB, współpracująca z wszystkimi systemami operacyjnymi.
	TAK
	

	7. 
	DODATKOWE FUNKCJE: Kontrola czasu pracy stacji wraz z informacją o terminie wykonania przeglądu technicznego. Wewnętrzny system dezynfekcji powietrza
	TAK
	

	8. 
	Gwarancja min. 24 m-ce
	TAK
	

	9. 
	Normy: PN-EN 60601-1:2011 (bezpieczeństwo podstawowe oraz funkcjonowanie zasadnicze wyrobów medycznych), PN-EN 60601-1-2:2015 (kompatybilność elektromagnetyczna), Rozporządzenie Parlamentu Europejskiego i Rady (UE) 2017/745 (MDR), Wpis do rejestru Wyrobów Medycznych, deklaracja zgodności UE
	TAK
	


Termin realizacji:

Dostawa urządzeń do 6 tygodni od podpisania umowy

(dostawa potwierdzona protokołem odbioru, faktura dostarczona do 3 dni od podpisania protokołu odbioru)

Załącznik nr 1 do SWZ

Wykonawca:

………………………..…………

…………………………..………

………………………..…………

(pełna nazwa/firma, adres)

NIP ………………………….….

KRS ……………………..………

OFERTA – Część nr 4
(wraz z opisem przedmiotu zamówienia)
W odpowiedzi na ogłoszenie dotyczące udzielenia zamówienia publicznego na  dostawę systemów komputerowych, w ramach zadania inwestycyjnego pod nazwą: : ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia,” składam ofertę:
	L.p.
	Opis przedmiotu zamówienia
	j.m.
	Ilość
	Cena jedn. netto PLN
	Cena jednostkowa brutto

PLN
	Wartość netto PLN
	VAT

 %
	Wartość brutto

PLN

	1.
	Dostawa systemu do backupu
 Producent: 

……………………………………

Typ/model: 

……………………………………


	  szt.
	1
	
	
	
	
	

	
	Razem:
	
	        x
	


UWAGA!

Jeżeli na przedmiot zamówienia składają się elementy o różnej stawce podatku VAT należy w tabeli powyżej wyszczególnić je odrębnie.

Termin dostawy: ……….…. (5, 4, lub 3 tygodnie)
Osoba do kontaktu: …………………………………

Adres e-mail: …………………………………………...

Telefon: …………………………………………………….

Część nr 4
Opis przedmiotu zamówienia – zestawienie parametrów wymaganych 

Dostawa systemu do backupu
	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	System dostarczony w ramach sprzętowego appliance z zainstalowanymi i skonfigurowanymi wszystkim usługami, niezbędnymi do pracy systemu.
	TAK
	

	2. 
	Sprzęt fabrycznie nowy, rok produkcji nie starszy niż 2025r.
	TAK 
	

	3. 
	Rozwiązanie spełnia minimalne poniższe wymagania sprzętowe: 

a. Obudowa rack rozmiar: 2U 

b. Pamięć RAM: 32GB DDR4 

c. Przestrzeń dostępna na przechowywanie danych: Min. 72 TB po RAID 6 

d. Osobne dyski SSD M.2 nVME działające w RAID1 w celu instalacji warstwy oprogramowania i systemu operacyjnego, 

e. Redundantne zasilanie, 

f. Interfejsy sieciowe: Min. 2szt. Ethernet 1Gbe, Dual SFP 10 Gbe 

g. Gwarancja NBD on-premise o czasie trwania analogicznym do trwania wsparcia technicznego dla oprogramowania. 
	TAK
dołączyć do ofert kartę katalogową
	

	4. 
	Produkt dostępny w polskiej wersji językowej.
	TAK
	

	5. 
	Konsola zarządzająca dostępna z poziomu przeglądarki internetowej 
	TAK
	

	6. 
	System umożliwia tworzenie kopii zapasowych na poziomie dysków
	TAK
	

	7. 
	System umożliwia tworzenie kopii zapasowych na poziomie plików i folderów
	TAK
	

	8. 
	System umożliwia replikację kopii zapasowych do wielu lokalizacji docelowych
	TAK
	

	9. 
	System umożliwia tworzenie kopii zapasowych i przywracanie systemów wykorzystujących UEFI/GPT
	TAK
	

	10. 
	System umożliwia współpracę z usługą kopiowania woluminów w tle (VSS) firmy Microsoft
	TAK
	

	11. 
	Możliwość zdefiniowania limitu przepustowości sieciowej z jakiej ma korzystać oprogramowanie backupowe
	TAK
	

	12. 
	System zarządzania nie jest oparty o relacyjne bazy danych. 
	TAK
	

	13. 
	Rozwiązanie działa w architekturze wykluczającej pojedynczy punkt awarii (awaria jednego z komponentów nie spowoduje przestoju w procesie tworzenia kopii zapasowej). 
	TAK
	

	14. 
	Rozwiązanie zapewnia zoptymalizowaną trasę transmisji danych poprzez możliwość wybrania dowolnego workera (urządzenia, które odpowiadać będzie za pobieranie danych z konkretnych usług) oraz browsera (urządzenia, które będzie wykorzystywane do przeszukiwania m.in. magazynów).
	TAK
	

	15. 
	Aplikacje klienckie powinny wysyłać dane z kopii zapasowej bezpośrednio na wskazany magazyn – serwer backupu/usługa zarządzania, ani żaden inny element Systemu, nie powinien brać udziału w przesyłaniu danych.
	TAK
	

	16. 
	Rozwiązanie musi być systemem multi-storage-owym i umożliwia tworzenie wielu repozytoriów danych jednocześnie również na innych środowiskach jako przestrzeń do replikacji danych.
	TAK
	

	17. 
	System musi oferować mechanizm składowania kopii backupowych (retencja danych) w nieskończoność lub oparty o czas i cykle.
	TAK
	

	18. 
	Rozwiązanie w warstwie sprzętowej powinno bazować na standardowych komponentach architektury x86, bez powiązania i poleganiu na komponentach wyłącznie jednego dostawy (tzw. "no proprietary vendor lock").
	TAK 
	

	19. 
	System pozwala administratorowi na ustawienie dowolnego harmonogramu replikacji danych pomiędzy dowolnymi wspieranymi magazynami.
	TAK
	

	20. 
	System umożliwia wykonywanie kopii obrazu dysku, kopii plików i katalogów oraz kopii maszyn wirtualnych bez ich zatrzymywania z zachowaniem stuprocentowej integralności i spójności danych wewnątrz wykonanej kopii zapasowej. 
	TAK
	

	21. 
	Rozwiązanie musi realizować funkcjonalność jednoczesnego backupu wielu strumieni danych na to samo urządzenie.
	TAK
	

	22. 
	Rozwiązanie zapewnia backup jednoprzebiegowy - nawet w przypadku wymagania granularnego odtworzenia. 
	TAK
	

	23. 
	System umożliwia automatyczne ponawianie prób utworzenia kopii zapasowej w przypadku wystąpienia błędu.
	TAK
	

	24. 
	Rozwiązanie powinno umożliwiać uruchamianie przy zadaniach backupu dowolnych skryptów PRE/POST oraz po wykonaniu migawki VSS.
	TAK
	

	25. 
	System powinien umożliwiać definiowanie tzw. okna backupowego dla każdego z zadań w celu umożliwienia zarządzania obciążeniem sieci i uwzględnienia okien serwisowych występujących u Zamawiającego.
	TAK
	

	26. 
	System musi automatycznie dodawać do polityki i harmonogramu tworzenia backupów nowe źródła / maszyny wirtualnych, dodane do bieżącego środowiska (automatyzacja oparta na polityce tworzenia kopii).
	TAK
	

	27. 
	Rozwiązanie udostępnia możliwość podglądu postępu działania dowolnego zadania, w tym zadania wykonywania kopii zapasowych, odtwarzania danych, testowego odtwarzania danych, usuwania danych oraz zadania odświeżania zajętości magazynu na dane. 
	TAK
	

	28. 
	Rozwiązanie posiada system powiadamiania poprzez e-mail oraz Slack o zdarzeniach w następujących przypadkach: zadanie zostało zakończone pomyślnie, zadanie zostało zakończone z ostrzeżeniami, zadanie zostało zakończone z błędem, zadanie zostało anulowane, zadanie nie zostało uruchomione.
	TAK
	

	29. 
	System umożliwia wysyłanie powiadomień o statusie wykonanych zadań na dowolne adresy webhook, podawane przez użytkownika
	TAK
	

	30. 
	System pozwala na zmniejszenie rozmiaru przechowywanych i przesyłanych danych poprzez usuwanie zduplikowanych bloków danych ze źródła kopii pomiędzy wszystkimi źródłami w obrębie wszystkich kopii na magazynie danych.
	TAK
	

	31. 
	Proces deduplikacji możliwy dla każdego z typów obsługiwanych magazynów.
	TAK 
	

	32. 
	Proces deduplikacji nie wymaga instalacji żadnych dodatkowych komponentów, które będą pośredniczyły w zapisie danych z deduplikowanych
	TAK
	

	33. 
	Proces deduplikacji nie posiadać pojedynczego punktu awarii
	TAK
	

	34. 
	Proces deduplikacji realizowany jest blokiem o stałej wielkości.
	TAK
	

	35. 
	Proces szyfrowania kopii zapasowych nie ogranicza procesu deduplikacji w ramach tego samego klucza szyfrującego.
	TAK
	

	36. 
	Kompresja kopii zapasowych obsługuje jeden z wymienionych algorytmów: LZ4, ZStandard. Dodatkowo, umożliwia określenie szczegółowego poziomu kompresji, w tym: niski, średni, wysoki.
	TAK
	

	37. 
	Instalacja, modyfikacja ustawień, polityki tworzenia kopii zapasowej systemu nie wymaga przerwania pracy lub restartu systemu.
	TAK
	

	38. 
	System pozwala na automatyczne aktualizacje oprogramowania.
	TAK
	

	39. 
	System jest w stanie kompresować i szyfrować zabezpieczone dane w systemach NAS.
	TAK
	

	40. 
	System pozwala na uruchomienie kontenerów Docker w dowolnych urządzeniach NAS w celu ich zabezpieczenia.
	TAK
	

	41. 
	System tworzenia kopii zapasowej przechowuje dane w sposób zapewniający ich niezmienność (tzw. "resilience"), dzięki czemu kopie zapasowe nie będą mogły zostać nadpisane lub zmodyfikowane przez cały okres ich przechowywania, retencji.
	TAK
	

	42. 
	System zarówno będzie przechowywać dane w kopii zapasowej w postaci zaszyfrowanej jak też ruch wewnątrz systemu również musi być szyfrowany.
	TAK
	

	43. 
	Archiwum długoterminowych kopii zapasowych musi być szyfrowane, a odzyskiwanie z archiwum obsługiwane z tego samego interfejsu użytkownika, co inne przywracanie dane.
	TAK
	

	44. 
	System ma mechanizmy chroniące przejęcie konta administratora oraz umożliwiać definiowanie dodatkowych uprawnień dla każdej z predefiniowanych ról użytkowników.
	TAK
	

	45. 
	System pozwala na gradację uprawnień administratorów - umożliwia tworzenie wielu kont administracyjnych z dedykowanymi rolami oraz uprawnieniami, jak m. in.: system operator, backup operator, restore operator, viewer. Dla każdej z tych ról system umożliwia przypisywanie dodatkowych uprawnień, w tym możliwość zablokowania usuwania danych.
	TAK
	

	46. 
	Rozwiązanie posiada możliwość nieodwracalnego usuwania danych z magazynu na dane w momencie spełnienia dodatkowych wymogów.
	TAK
	

	47. 
	W sytuacji, gdyby podstawowe urządzenie tworzenia kopii zapasowej było niedostępne, system musi posiadać możliwość przywrócenia z archiwum za pomocą innej instancji systemu dostarczonej przez tego samego producenta. tzn. archiwum musi zawierać wszystkie informacje konieczne do odzyskania.
	TAK 
	

	48. 
	Rozwiązanie umożliwia uruchomienie konsoli w chmurze producenta zlokalizowanej na terenie Polski, w celu umożliwienia dostępu do środowiska zarządzania kopiami zapasowymi w przypadku czasowej niedostępności środowiska lokalnego.
	TAK
	

	49. 
	System kopii zapasowej umożliwia dostęp do konsoli administracyjnej z wielu stacji roboczych.
	TAK
	

	50. 
	System kopii zapasowej wykorzystuje mechanizmy śledzenia zmienionych plików przy zabezpieczaniu udziałów plikowych. 
	TAK
	

	51. 
	System posiada predefiniowane schemat tworzenia kopii zapasowych: G-F-S, Forever incremental,
	TAK
	

	52. 
	Rozwiązanie obsługuje kontrolę dostępu opartą na rolach (RBAC).
	TAK
	

	53. 
	Możliwość składowania utworzonych kopii zapasowych na magazynach chmurowych Amazon AWS, Azure, Wasabi, Google Cloud Storage, Backblaze B2, magazyny zgodne z S3. 
	TAK
	

	54. 
	Możliwość składowania utworzonych kopii zapasowych na udziałach sieciowych po protokole smb, nfs, iscsi, katalog lokalny
	TAK
	

	55. 
	Zarządzanie i odzyskiwanie danych z kopii odbywa się z tego samego interfejsu użytkownika (konsoli), niezależnie od tego, gdzie znajduje się kopia zapasowa (w chmurze AWS, Azure, GCP, w Data Center czy w usłudze typu SaaS).
	TAK
	

	56. 
	Czas przechowywania kopii zapasowej (retention time) systemu backupu nie może być zmieniony np. poprzez manipulowanie wskazaniami zegara serwera NTP w celu szybszego ich wyeksponowania - tzn. czasy przechowywania kopii zapasowych nie będą zależne od wskazań zegara czasu serwera NTP, ale będą wykorzystywać technologię, która mierzy upływ czasu.
	TAK
	

	57. 
	Możliwość generowania raportów dobowych w oparciu o harmonogram 
	TAK
	

	58. 
	Produkt posiada możliwość zapisu kopii zapasowych do magazynu chmurowego dostarczanego bezpośrednio przez producenta oprogramowania (datacenter musi być zlokalizowane na terenie Polski)
	TAK
	

	59. 
	Produkt posiada możliwość zdefiniowania maksymalnej liczby równocześnie backupowanych urządzeń w ramach jednego planu backupowego, niezależnie od typu urządzenia (np. stacja robocza, serwer, maszyna wirtualna)
	TAK
	

	60. 
	Możliwość wyświetlenia szczegółowych informacji o chronionym urządzeniu takich jak: CPU, RAM, System operacyjny, Adres IP.
	TAK
	

	61. 
	Produkt posiada możliwość zdefiniowania poziomu obciążenia magazynu, po osiągnięciu którego zostanie wysłane powiadomienia e-mail. (poziom definiowany indywidualnie dla każdego magazynu)
	TAK
	

	62. 
	Rozwiązanie umożliwia tworzenie grup urządzeń w celu automatyzacji procesów podczas pracy z urządzeniami.
	TAK
	

	63. 
	Produkt posiada możliwość tworzenia zadań dla grupy urządzeń oraz dla wybranych urządzeń.
	TAK 
	

	64. 
	Rozwiązanie pozwala na automatyczne wyłączenie stacji roboczej po wykonaniu kopii zapasowej.
	TAK
	

	65. 
	Rozwiązanie backupowe pozwala na zabezpieczanie zaszyfrowanych partycji min. BitLocker, Veracrypt, TrueCrypt, Eset Endpoint Encryption.
	TAK
	

	66. 
	System jest niezależny od wersji Microsoft SQL i umożliwia przywracanie danych SQL dla tej samej lub nowszej wersji.
	TAK
	

	67. 
	System obsługuje również narzędzia RMAN firmy Oracle do tworzenia kopii zapasowych i odzyskiwania. Dodatkowo system obsługuje funkcję przyrostowego scalania danych.
	TAK
	

	68. 
	System kopii zapasowej wspiera odtwarzanie pojedynczych plików z systemów Windows oraz Linux.
	TAK
	

	69. 
	Odtwarzanie Bare Metal Restore w Systemie odbywa się na takim samym sprzęcie, jak ten który był backupowany, jak również na zupełnie innym komputerze lub serwerze z automatycznym dopasowaniem sterowników oraz z możliwością dodania sterowników przez użytkownika.
	TAK
	

	70. 
	Rozwiązanie umożliwia uruchamianie procesu Bare Metal Restore z dowolnego bootowalnego nośnika danych.
	TAK
	

	71. 
	Rozwiązanie wspiera odtwarzanie danych w scenariuszach P2P, P2V, V2P, V2V.
	TAK
	

	72. 
	Rozwiązanie umożliwia odtwarzanie kopii obrazu dysku w wybranym formacie (RAW, VHD, VHDX, VMDK).
	TAK
	

	73. 
	Rozwiązanie umożliwia odtwarzanie zasobów plikowych bez praw dostępu (tzw. ACL) oraz z prawami dostępu. Funkcjonalność ta musi być możliwa do skonfigurowania przez administratora na etapie konfiguracji procesu przywracania danych.
	TAK
	

	74. 
	Rozwiązanie umożliwia przywracanie plików pomiędzy różnymi systemami operacyjnymi i systemami plików (np. odtwarzanie danych plikowych Linux na systemie Windows).
	TAK
	

	75. 
	System wspiera kopię w trybie application-aware dla wszystkich wspieranych wirtualizatorów.
	TAK
	

	76. 
	System umożliwia wykonywanie kopii maszyn wirtualnych z zastosowanie zaawansowanych metod transportu (HotAdd, SAN, LAN), w tym metodami LAN-Free, tj. takimi, które podczas wykonywania backupu nie obciążają interfejsów sieciowych maszyn wirtualnych. 
	TAK
	

	77. 
	System kopii zapasowej wykorzystuje mechanizmy Change Block Tracking oraz Replica Change Tracking dla wspieranych przez producenta platformach wirtualizacyjnych.
	TAK
	

	78. 
	Rozwiązanie producenta jest certyfikowane przez dostawcę platformy wirtualizacyjnej, tj. producent musi uczestniczyć w programie Technology Alliance Partner.
	TAK
	

	79. 
	System kopii zapasowej umożliwia jednoczesne uruchomienie wielu maszyn wirtualnych bezpośrednio ze zdeduplikowanego i skompresowanego pliku backupu, z dowolnego punktu przywracania, bez potrzeby kopiowania jej na storage produkcyjny. Funkcjonalność musi być oferowana dla środowisk VMware oraz Hyper-V niezależnie od rodzaju storage-u użytego do przechowywania kopii zapasowych.
	TAK 
	

	80. 
	Dla środowiska vSphere i Hyper-V rozwiązanie umożliwia uruchomienie backupu z innych platform (inne wirtualizatory, maszyny fizyczne oraz chmura publiczna).
	TAK
	

	81. 
	System kopii zapasowej pozwala na zaprezentowanie pojedynczego dysku bezpośrednio z kopii zapasowej do wybranej działającej maszyny wirtualnej vSphere.
	TAK
	

	82. 
	System kopii zapasowej umożliwia weryfikację odtwarzalności wirtualnych maszyn według własnego harmonogramu w dowolnym środowisku.
	TAK
	

	83. 
	Ochrona z tej samej konsoli dla Microsoft 365 minimum na poziomie, skrzynek pocztowych, onedrive, kontaktów, kalendarza.
	TAK
	

	84. 
	Rozwiązanie umożliwia przywracanie danych Microsoft 365: do wskazanej, dowolnej lokalizacji, na wybranym urządzeniu w formie pliku .pst oraz do istniejącego konta w usłudze Microsoft 365 (tego samego lub innego, w tym w innej organizacji)
	TAK
	

	85. 
	System umożliwia granularne odtwarzanie danych, tj. pojedynczych plików z kopii obrazu dysku oraz pojedynczych wiadomości z kopii skrzynki pocztowej Microsoft 365.
	TAK
	

	86. 
	System umożliwia zabezpieczanie środowisk Git, w tym GitHub, GitLab oraz Bitbucket.
	TAK
	

	87. 
	System umożliwia zabezpieczenie środowisk Jira
	TAK
	

	88. 
	Wszystkie linie supportu muszą być obsługiwane w języku polskim.
	TAK
	

	89. 
	Wsparcie techniczne świadczone bezpośrednio przez producenta przez minimum 36 miesięcy.
	TAK
	

	90. 
	Możliwość zgłaszania ticketów supportowych bezpośrednio z poziomu interfejsu zarządzania w formie czatu.
	TAK
	

	91. 
	Producent wraz z rozwiązanie udostępnia materiały samopomocowe w j. polskim (minimum dostęp do bazy wiedzy, materiałów wideo oraz kart produktów)
	TAK
	

	92. 
	Wsparcie techniczne umożliwia korzystanie z połączeń zdalnych, systemu ticketowego oraz wsparcia telefonicznego. 
	TAK
	

	93. 
	W ramach wsparcia technicznego Zamawiający musi mieć dostęp do tzw. Dedicated Customer Success Managera, tj. osoby po stronie Dostawcy dedykowanej do obsługi zgłoszeń technicznych, doraźnej pomocy i bieżącej pomocy w utrzymania infrastruktury Zamawiającego.
	TAK
	

	94. 
	W ramach dokumentacji posprzedażowej Dostawca dostarczy bezpośredni numer telefonu oraz adres e-mail do Dedicated Customer Success Managera.
	TAK
	

	95. 
	Licencje w ramach rozwiązania pozwala na zabezpieczenie: nielimitowanej ilości maszyn wirtualnych, nielimitowanej ilości serwerów fizycznych, nielimitowanej ilości stacji roboczych.
	TAK
	

	96. 
	Licencje dostarczona w opcji wieczystej. Wsparcie techniczne nie powinno być wymagane dla poprawnego działania systemu.
	TAK
	

	97. 
	Licencje umożliwiają replikację na dowolne własne zasoby
	TAK
	

	98. 
	W ramach utrzymania ciągłości wsparcia technicznego przez min. 60 miesięcy u producenta dostarczanego rozwiązania, producent jest zobowiązany do wymiany dostarczanej warstwy sprzętowej w momencie kiedy zamawiający zdecyduje się na kontynuację wsparcia technicznego na kolejne min. 36 miesięcy.
	TAK
	

	99. 
	System plików rozwiązania odporny na ataki Ransomware (zapewniona ochrona przed szyfrowaniem end-to-end, kopie zapasowe nie mogą być nadpisywane - "niezmienny system plików").
	TAK
	

	100. 
	System umożliwia wykorzystanie wbudowanego menadżera haseł do przechowywania wszelkich sekretów (haseł, danych dostępowych, kluczy szyfrujących) wykorzystywanych przez System
	TAK
	

	101. 
	System umożliwiaa przywrócenie hasła głównego administratora w przypadku jego utraty.
	TAK
	

	102. 
	W ramach systemu, komunikacja pomiędzy hostem źródłowym, a magazynem powinna odbywać się tylko i wyłącznie bezpośrednio pomiędzy agentem backupu, a magazynem. Komunikacja nie może przechodzić przez serwer backupu, ani żaden inny komponent, którego awaria sparaliżowałaby działanie Systemu. System nie może posiadać pojedynczego punktu awarii. 
	TAK
	

	103. 
	System działa w zgodzie z regułą Zero-knowledge Encryption. Oznacza to, że wszelkie sekrety muszą być przechowywane w centralnym Managerze Haseł w postaci zaszyfrowanej algorytmem AES i być udostępniane agentowi dopiero w momencie rozpoczęcia wykonywania kopii zapasowej. Sekrety nie mogą być przechowywane w konfiguracji agenta na zabezpieczanym urządzeniu.
	TAK
	


Termin realizacji:
· Dostawa: do 5 tygodni od podpisania umowy (potwierdzona protokołem dostawy)

· Konfiguracja w środowisku Zamawiającego: do 1 tygodnia od dostawy

· Szkolenie personelu Sekcji Informatycznej Zamawiającego: do 2 tygodni od dostawy

· Wykonanie dokumentacji technicznej: do 2 tygodni od dostawy

Załącznik nr 1 do SWZ

Wykonawca:

………………………..…………

…………………………..………

………………………..…………

(pełna nazwa/firma, adres)

NIP ………………………….….

KRS ……………………..………

OFERTA – Część nr 5

(wraz z opisem przedmiotu zamówienia)
W odpowiedzi na ogłoszenie dotyczące udzielenia zamówienia publicznego na  dostawę systemów komputerowych, w ramach zadania inwestycyjnego pod nazwą: : ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia,” składam ofertę:
	L.p.
	Opis przedmiotu zamówienia
	j.m.
	Ilość
	Cena jedn. netto PLN
	Cena jednostkowa brutto

PLN
	Wartość netto PLN
	VAT

 %
	Wartość brutto

PLN

	1.
	Dostawa sprzętu sieciowego oraz licencji
_________________________
Punkt dostępowy sieci WiFi
 Producent: 

……………………………………

Typ/model: 

……………………………………


	  szt.
	60
	
	
	
	
	

	2.
	Przełącznik sieciowy
Producent: 

……………………………………

Typ/model: 

……………………………………


	szt.
	25
	
	
	
	
	

	3.


	Przełącznik rdzeniowy

Producent: 

……………………………………

Typ/model: 

……………………………………


	szt.
	4
	
	
	
	
	

	4.
	Licencja dla urządzenia firewall
	szt. 
	1
	
	
	
	
	

	5.
	Wsparcie dla systemu NAC
	szt.
	1
	
	
	
	
	

	
	Razem:
	
	        x
	


UWAGA!

Jeżeli na przedmiot zamówienia składają się elementy o różnej stawce podatku VAT należy w tabeli powyżej wyszczególnić je odrębnie.
Osoba do kontaktu: …………………………………

Adres e-mail: …………………………………………...

Telefon: …………………………………………………….

Część nr 5

Opis przedmiotu zamówienia – zestawienie parametrów wymaganych 

Dostawa sprzętu sieciowego oraz licencji
Punkt dostępowy sieci WiFi – 60 szt.
Przełącznik sieciowy – 25 szt.
Przełącznik rdzeniowy – 4 szt.
Licencja dla urządzenia firewall – 1 szt.

Punkt dostępowy sieci WiFi – 60 szt.

	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1.
	Urządzenie zarządzane z poziomu kontrolera sieci bezprzewodowej.
	TAK
	

	2.
	Urządzenie kompatybilne z posiadanym przez Zamawiającego urządzeniem Fortigate 200F.


Zamawiający dopuszcza dostarczenie urządzeń niekompatybilnych z urządzeniem Fortigate 200F pod warunkiem dostarczenia osobnego kontrolera sieci bezprzewodowej.

Parametr punktowany
	TAK – 20 pkt.
NIE – 0 pkt.
(jeżeli NIE, podać model oferowanego kontrolera)
	

	3.
	Obudowa urządzenia umożliwiająca montaż na suficie lub ścianie wewnątrz budynku i zapewniająca prawidłową pracę urządzenia w następujących warunkach klimatycznych:

· Temperatura  0–50°C,

· Wilgotność 5–90%.
	TAK
	

	4.
	Urządzenie dostarczone z elementami mocującymi. Obudowa musi być fabrycznie przystosowana do zastosowania linki zabezpieczającej przed kradzieżą i być wyposażona w złącze typu Kensington.
	TAK
	

	5.
	Urządzenie wyposażone w trzy niezależne moduły radiowe pracujące w podanych poniżej pasmach i obsługiwać następujące standardy:

· 2.4 GHz 802.11b/g/n,

· 5 GHz 802.11a/n/ac/ax,
· 6 GHz 802.11ax/be
	TAK
	

	6.
	Urządzenie posiada wbudowany moduł GNSS wspierający co najmniej następujące pasma:

· GPS L1 C/A: 1575.42 MHz

· GLONASS L1: 1598.0625–1605.375 MHz

· BDS B1I : 1561.098 MHz

· Galileo E1: 1575.42 MHz
	TAK
	

	7.
	Urządzenie pozwala na jednoczesne rozgłaszanie co najmniej 24 SSID.
	TAK
	

	8.
	Urządzenie wyposażone w moduł BLE.
	TAK
	

	9.
	Urządzenie musi być wyposażone w jeden interfejs Ethernet 100M/1000M/2.5G/5.0G
	TAK
	

	10.
	Urządzenie zasilane poprzez interfejs ETH w standardzie 802.3bt lub zewnętrzny zasilacz.
	TAK
	

	11.
	Punkt dostępowy umożliwia następujące tryby przesyłania danych:
· Tunnel,
· Bridge,
· Mesh.
	TAK
	

	12.
	Wsparcie dla QoS: 802.11e, konfigurowalne polityki QoS per użytkownik/aplikacja.
	TAK
	

	13.
	Wsparcie dla poniższych metod uwierzytelnienia: 

WEP, WPA, WPA2, WPA3, Web Captive Portal, MAC blacklist & whitelist, 802.1X (EAP-TLS, EAP-TTLS/MSCHAPv2, EAPv0/EAP-MSCHAPv2, PEAPv1/EAP-GTC, EAP-SIM, EAP-AKA, EAP-FAST).
	TAK
	

	14.
	Interfejs radiowy urządzenia wspiera następujące funkcje:

· MIMO – 2x2,

· Wymagana maksymalna przepustowość dla poszczególnych modułów radiowych:

· 688 Mbps;

· 2882 Mbps;

· 5765 Mbps;

· Wymagana moc nadawania:

· min. 26 dBm dla pasma 2.4GHz z możliwością zmiany co 1dBm;

· min. 23 dBm dla pasma 5GHz z możliwością zmiany co 1dBm;

· min. 22 dBm dla pasma 6GHz z możliwością zmiany co 1dBm

· Wsparcie dla 802.11n 20/40Mhz HT,

· Wsparcie dla kanałów 80, 160 i 320MHz,

· Anteny –  wbudowane dla nadajników standardu 802.11 o zysku min. 4.2dBi dla pasma 2.4GHz, 5dBi dla pasma 5GHz, 5.1dBi dla pasma 6GHz.

· Nieużywany moduł radiowy może zostać wyłączony programowo w celu obniżenia poboru mocy,
	TAK
	

	15.
	Funkcje dodatkowe:

· OFDMA UL i DL

· Spatial Reuse (BSS Coloring)

· UL-MU-MIMO

· DL-MU-MIMO

· Enhanced Target Wake Time (TWT)

· Wbudowany analizator widma

· Wbudowane mechanizmy WIPS/WIDS
	TAK
	

	16.
	Urządzenie zapewnioną gwarancją producenta „dożywotnią ograniczoną”, tj. do 5 lat od zaprzestania produkcji urządzenia.
	TAK
	

	17.
	Konfiguracja urządzeń w środowisku Zamawiającego. 

W przypadku dostarczenia urządzeń niekompatybilnych z Fortigate 200F, konfiguracja kontrolera oraz punktów dostępowych gotowych do pracy – konfiguracja min. 4 SSID
	TAK
	


Przełącznik sieciowy – 25 szt.

	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	wymiary urządzenia umożliwiające montaż w szafie rack 19", obudowa nie wyższa niż 1U
	TAK
	

	2. 
	Zasilanie 230V
	TAK
	

	3. 
	Interfejsy sieciowe – wymagania minimalne:

· 48 portów GE, RJ-45

· 4 porty 10GE SFP+ 

· 24 porty umożliwiających zasilanie PoE 802.3af/at o sumarycznym budżecie mocy nie mniejszej niż 370W
	TAK
	

	4. 
	Zarządzanie:

· port konsoli szeregowej RJ45

· Zarządzanie przez wiersz poleceń (SSH) oraz poprzez graficzny interfejs poprzez przeglądarkę
	TAK
	

	5. 
	Urządzenie posiada możliwość zarządzania poprzez kontroler przełączników pozwalający na  automatyczne wykrywanie i centralne konfigurowanie przełączników 
	TAK
	

	6. 
	Przełącznik zarządzany przez posiadane przez Zamawiającego urządzenie FortiGate 200F

W przypadku zaoferowania urządzenia bez możliwości zarządzania przez posiadane przez Zamawiającego urządzenie FortiGate 200F, Wykonawca zobowiązany jest do dostarczenia systemu lub urządzenia pełniącego rolę kontrolera przełączników. Z poziomu kontrolera musi być możliwość podejrzenia informacji o typie urządzeń wykrytych na wybranym porcie przełącznika (np. system Linux, Windows itp.)
	TAK – 20 pkt.
NIE – 0 pkt.
	

	7. 
	Urządzenie posiada możliwość wykonania aktualizacji oprogramowania poprzez kontroler przełączników.
	TAK
	

	8. 
	Urządzenie posiada możliwość automatycznej instalacji oprogramowania układowego firmware przez kontroler przełączników
	TAK
	

	9. 
	Parametry wydajnościowe:

· przepustowość urządzenia - min. 176 Gbps, min. 260 Mpps

· możliwość zapamiętania co najmniej 32 000 adresów MAC

· Opóźnienie  - poniżej 1 mikrosekundy

· Bufor pakietów: min. 2 MB

· Pamięć DRAM: min. 512 MB

· Pamięć FLASH: min. 64 MB
	TAK
	

	10. 
	Wymagane funkcje:

· automatyczna negocjacja prędkości i duplexu dla połączeń

· obsługa 802.1d (Spanning Tree), 802.1w (Rapid Spanning Tree), 802.1s (Multiple Spanning Tree)

· agregacji portów zgodna z 802.3ad

· obsługa co najmniej 4000 VLANów, zgodna z 802.1Q

· możliwość wykonywania routingu statycznego (realizowany software’owo)

· port-mirroring

· Kontrola dostępu na poziomie portu  w oparciu o standard 802.1x, możliwość uwierzytelniania w oparciu o bazę Radius

· zarządzanie przy użyciu Telnet/SSH, HTTP/HTTPS, SNMP w wersjach 1-3, SNTP, LLDP (w trybie odbioru)

· możliwość zarządzania przez interfejs graficzny i tekstowy

· możliwość aktualizacji oprogramowania przez TFTP/FTP oraz za pomocą GUI
	TAK
	

	11. 
	Wraz z przełącznikami należy dostarczyć następujące moduły sieciowe  10GE SFP+ transceiver module, LR– 2 szt.
Moduły muszą być oficjalnie wspierane przez producenta urządzeń.
	TAK
	

	12. 
	Urządzenie zapewnioną gwarancją producenta „dożywotnią ograniczoną”, tj. do 5 lat od zaprzestania produkcji urządzenia.
	TAK
	

	13. 
	Konfiguracja urządzeń w środowisku Zamawiającego. Konfiguracja komunikacji przełącznika z posiadanym przez Zamawiającego systemem NACVIEW.
	TAK
	


Przełącznik rdzeniowy – 4 szt.

	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	Przełącznik przystosowany do zainstalowania w szafie rack 19”.
	TAK
	

	2. 
	Wraz z urządzeniem należy dostarczyć niezbędne akcesoria umożliwiające instalację przełącznika w szafie rack.
	TAK
	

	3. 
	Przełącznik posiada min. dwa redundantne moduły zasilające, modułowe hot-swap
	TAK
	

	4. 
	Przełącznik posiadać co najmniej dwa wentylatory modułowe hot-swap
	TAK
	

	5. 
	Możliwość wymiany modułów zasilania „na gorąco”
	TAK
	

	6. 
	Przełącznik musi posiadać minimum

48 portów 1/10 GE SFP+, obsadzone wkładkami SFP+:

Min. 12 wkładek typu multimode duplex

Min. 12 wkładek typu singlemode duplex

Min. 24 wkładki typu singlemode simplex
	TAK
	

	7. 
	Przełącznik posiada minimum 6 portów 40/100GE QSFP28 oraz minimum 1 wolny slot na kartę sieciową umożliwiającą rozbudowanie o minimum:
- 2 porty 100Gb QSFP28
- 8 portów 25Gb SFP28
	TAK
	

	8. 
	Przełącznik posiada dedykowany port RJ45 do zarządzania przełącznikiem oraz port USB. Przełącznik posiada dodatkowy port konsolowy RJ45 oraz USB typ-C
	TAK
	

	9. 
	Przełącznik musi udostępniać funkcje wirtualizacji wielu urządzeń fizycznych jako jedno urządzenie logiczne zwiększając niezawodność sieci z zachowaniem następującej funkcjonalności:

-Zarządzanie stosem poprzez jeden adres IP

-Do min. 9 jednostek w stosie (oraz bandwith w stacku minimum 600Gbps)

-Możliwość tworzenia połączeń link aggregation zgodnie z 802.3ad dla portów należących do różnych jednostek w stosie

-Stos przełączników powinien być widoczny w sieci jako jedno urządzenie logiczne z punktu widzenia protokołu Spanning-Tree
	TAK
	

	10. 
	Wydajność przełączania min. 2500Gbps
	TAK
	

	11. 
	Szybkość przekazywania pakietów min. 1000 Mpps
	TAK
	

	12. 
	Procesor przełącznika minimum 4-rdzeniowy. Minimum 4GB flash i 4GB RAM. Bufor pakietów minimum 32MB. 
	TAK
	

	13. 
	Zakres temperatur pracy minimum -5ºC - 45ºC
	TAK
	

	14. 
	Obsługa min. 4000 sieci VLAN (IEEE 802.1Q). Minimum 280 tysięcy adresów MAC. 
	TAK
	

	15. 
	Maksymalny pobór mocy nie może przekraczać 280W
	TAK
	

	16. 
	Obsługa ramek jumbo o wielkości min. 9 216 bajtów
	TAK
	

	17. 
	Obsługa protokołów warstwy 2 i 3:

•
IEEE802.3ad - Statyczna agregacja, LACP, MLAG

•
IEEE802.1D STP 

•
STP Root Guard

•
IEEE802.1w RSTP

•
IEEE802.1s MSTP

•
BPDU Guard

•
IGMP Snooping

•
MLD Snooping,

•
IEEE802.1ad  QinQ

•
GVRP

•
LLDP

•
Ruting statyczny

•
BGP4

•
OSPFv2

•
IS-IS

•
RIPv1, RIPv2

•
MBGP

•
LPM Routing

•
LPM Routing

•
PBR – Policy-based Routing

•
ECMP

•
WCMp

•
VRRP

•
IGMPv1/v2/v3

•
PIM-SSM/SM/DM

•
MSDP

•
BFD dla BGP/IS-IS/OSPF

•
GRE tunel

Obsługa podstawowych protokołów IPv6

•
Routing Statyczny

•
ECMP

•
PBR

•
OSPFv3

•
RIPng

•
BGP4+

•
IS-ISv6

•
IPv^ VRRP

•
MLD v1/v2

•
PI-SMv6

•
Umożliwia konfigurowanie tuneli GRE, ISATAP

•
SNMPv3

Funkcje Datacenter

•
VXLAN routing and VXLAN bridging

•
EVPN Virtual eXtensible LAN (VXLAN)

•
VXLAN mapping

•
IPv4 VXLAN over IPv4

•
IPv6 VXLAN over IPv4

•
IPv4 VXLAN over IPv6

•
IPv6 VXLAN over IPv6

•
MLAG

•
OpenFlow 1.3

•
PFC, ECN
	TAK
	

	18. 
	Przełącznik posiada wbudowane mechanizmy obrony przed wirusami oraz ataki DoS. Zapewnia możliwość filtrowania ruchu oraz konfiguracji list kontrolnych ACL, ACL per VLAN,
	TAK
	

	19. 
	Ustawianie różnych poziomów  dostępu administracyjnego poprzez konsolę
	TAK
	

	20. 
	Zarządzanie urządzeniem przez HTTPS, SNMP, sFlow, LLDP-MIB, SSH za pomocą protokołów IPv4 i IPv6
	TAK
	

	21. 
	Możliwość filtrowania ruchu w oparciu o adresy MAC, IPv4, IPv6, porty TCP/UDP
	TAK
	

	22. 
	Możliwość lokalnej i zdalnej obserwacji ruchu na określonym porcie, polegająca na kopiowaniu pojawiających się na nim ramek i przesyłaniu ich do urządzenia monitorującego przyłączonego do innego portu oraz poprzez określony VLAN,
	TAK
	

	23. 
	Plik konfiguracyjny urządzenia musi być możliwy do edycji w trybie off-line (tzn. konieczna jest możliwość przeglądania i zmian konfiguracji w pliku tekstowym na dowolnym urządzeniu PC),
	TAK
	

	24. 
	Obsługa skryptów Python, NETCONF, TCL, i Restful API
	TAK
	

	25. 
	Wraz z urządzeniami musi zostać dostarczona pełna dokumentacja w języku polskim lub angielskim,
	TAK
	

	26. 
	Wraz z urządzeniami muszą zostać dostarczone dokumenty potwierdzające, że proponowane urządzenia posiadają wymagane deklaracje zgodności z normami bezpieczeństwa (CE), lub oświadczenie, że deklaracja nie jest wymagana.
	TAK
	

	27. 
	Urządzenie musi być fabrycznie nowe i nieużywane wcześniej w żadnych projektach
	TAK
	

	28. 
	Urządzenia muszą pochodzić z autoryzowanego kanału dystrybucji producenta przeznaczonego na teren Unii Europejskiej, a korzystanie przez Zamawiającego z dostarczonego produktu nie może stanowić naruszenia majątkowych praw autorskich osób trzecich. Zamawiający wymaga dostarczenia wraz z dostawą oświadczenia producenta potwierdzającego pochodzenie przedmiotu oferty z autoryzowanego kanału producenta.
	TAK
	

	29. 
	Urządzenie musi być objęte minimalnie 

3 letnią gwarancją producenta
	TAK
	


Licencja dla urządzenia firewall – 1 szt.
	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	Licencja do posiadanego przez zamawiającego urządzenia FortiGate 200F (SN: FG200FT922917105)
	TAK
	

	2. 
	Okres licencji – 3 lata od dnia 15.02.2026
	TAK
	

	3. 
	Zakres licencji: 

- Advanced Malware Protection

- Email Filtering

- Intrusion Prevention

- Web Filtering

- FortiGate Cloud Sandbox

- Firmware & General Updates

- FortiCare Support Premium
	TAK
	


Wsparcie dla systemu NAC – 1 szt.
	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	4. 
	Wsparcie dla posiadanego przez Zamawiającego systemu 
NACVIEW
	TAK
	

	5. 
	Okres licencji – 3 lata
	TAK
	


Termin realizacji:
Dostawa urządzeń i licencji: do 5 tygodni od podpisania umowy (dostawa potwierdzona protokołem odbioru, faktura dostarczona do 3 dni od podpisania protokołu odbioru).
Załącznik nr 1 do SWZ

Wykonawca:

………………………..…………

…………………………..………

………………………..…………

(pełna nazwa/firma, adres)

NIP ………………………….….

KRS ……………………..………

OFERTA – Część nr 6

(wraz z opisem przedmiotu zamówienia)
W odpowiedzi na ogłoszenie dotyczące udzielenia zamówienia publicznego na  dostawę systemów komputerowych, w ramach zadania inwestycyjnego pod nazwą: : ,,Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia,” składam ofertę:
	L.p.
	Opis przedmiotu zamówienia
	j.m.
	Ilość
	Cena jedn. netto PLN
	Cena jednostkowa brutto

PLN
	Wartość netto PLN
	VAT

 %
	Wartość brutto

PLN

	1.
	Dostawa oprogramowania antywirusowego

	  szt.
	1
	
	
	
	
	

	
	Razem:
	
	        x
	


UWAGA!

Jeżeli na przedmiot zamówienia składają się elementy o różnej stawce podatku VAT należy w tabeli powyżej wyszczególnić je odrębnie.

Termin dostawy: ……….…. (4, 3, lub 2 tygodnie)
Osoba do kontaktu: …………………………………

Adres e-mail: …………………………………………...

Telefon: …………………………………………………….

Opis przedmiotu zamówienia – zestawienie parametrów wymaganych 

Dostawa licencji systemu antywirusowego

	L.P.
	WYMAGANE PARAMETRY TECHNICZNE
	Wymóg do spełnienia 
(warunek graniczny)
	OFEROWANE PARAMETRY TECHNICZNE - podaje Wykonawca

	1. 
	Administracja zdalna
	TAK
	

	2. 
	Konsola centralnego zarządzania musi być dostępna w wersji lokalnej (on-prem) oraz w wersji chmurowej (SaaS).
	TAK
	

	3. 
	Rozwiązanie musi umożliwiać dostęp do konsoli centralnego zarządzania z poziomu interfejsu WWW.
	TAK
	

	4. 
	Rozwiązanie musi być zabezpieczone za pośrednictwem protokołu szyfrowanego SSL/TLS.
	TAK
	

	5. 
	Rozwiązanie musi posiadać mechanizm wykrywający sklonowane maszyny na podstawie unikatowego identyfikatora sprzętowego stacji.
	TAK
	

	6. 
	Rozwiązanie musi posiadać dedykowaną aplikację pochodzącą od tego samego producenta co konsola zarządzająca, umożliwiającą co najmniej: 

· Pośredniczenie w komunikacji pomiędzy stacją zarządzaną i serwerem centralnego zarządzania, 
· Pośredniczenie w komunikacji pomiędzy stacją zarządzaną a serwerami aktualizacjami producenta,
· Buforowanie ruchu HTTPS.
	TAK
	

	7. 
	Rozwiązanie musi posiadać możliwość komunikacji agenta przy wykorzystaniu HTTP Proxy.
	TAK
	

	8. 
	Rozwiązanie musi posiadać minimum 80 szablonów raportów, przygotowanych przez producenta.
	TAK
	

	9. 
	Rozwiązanie musi posiadać możliwość tworzenia grup statycznych i dynamicznych komputerów.

· Grupy dynamiczne muszą być tworzone na podstawie szablonu określającego warunki, jakie musi spełnić klient, aby został umieszczony w danej grupie. Warunki muszą zawierać co najmniej: 
· adresy sieciowe IP, 
· aktywne zagrożenia, 
· stan funkcjonowania oraz ochrony, 
· wersja systemu operacyjnego, 
· podzespoły komputera.
	TAK
	

	10. 
	Rozwiązanie musi posiadać możliwość uruchomienia zadań automatycznie oraz co najmniej z wyzwalaczem: 

· wyrażenie CRON, 
· codziennie, 
· cotygodniowo, 
· co miesiąc, 
· co rok, 
· po wystąpieniu nowego zdarzenia, 
· po automatycznym umieszczeniu hosta w grupie dynamicznej.
	TAK
	

	11. 
	Konsola centralnego zarządzania musi być dostępna co najmniej w językach polskim oraz angielskim 

· Język konsoli centralnego zarządzania musi być możliwy do zmiany bez przeinstalowania ani ponownego uruchomienia procesu systemu centralnego zarządzania
	TAK
	

	12. 
	Rozwiązanie musi mieć możliwość tagowania obiektów.
	TAK
	

	13. 
	Rozwiązanie musi posiadać możliwość eksportu danych do zewnętrznych systemów, w tym co najmniej Syslog. 

· Eksport danych musi być możliwy w co najmniej następujących formatach: 
· JSON, 
· LEEF, 
· CEF.
	TAK
	

	14. 
	Ochrona stacji roboczych - Windows
	TAK
	

	15. 
	Rozwiązanie musi wspierać systemy operacyjne Windows (Windows 10/Windows 11).
	TAK
	

	16. 
	Rozwiązanie musi być dostępne co najmniej w języku polskim oraz angielskim.
	TAK
	

	17. 
	Rozwiązanie musi zapewniać wykrywanie i usuwanie zagrożeń co najmniej typu: wirus, 

a. trojan, 

b. robak, 

c. adware, 

d. spyware, 

e. dialer, 

f. phishing, 
g. backdoor.
	TAK
	

	18. 
	Rozwiązanie musi zapewniać wykrywanie potencjalnie niepożądanych, niebezpiecznych oraz podejrzanych aplikacji.
	TAK
	

	19. 
	Rozwiązanie musi posiadać wbudowaną technologię do ochrony przed rootkitami aktywnymi oraz ukrywającymi się. 
	TAK
	

	20. 
	Rozwiązanie musi posiadać ochronę przed podłączeniem hosta do sieci botnet.
	TAK
	

	21. 
	Rozwiązanie musi posiadać funkcjonalność automatycznego przywracania plików po ich zaszyfrowaniu przez oprogramowanie typu ransomware.
	TAK
	

	22. 
	Technologia ta musi być autorskim rozwiązaniem producenta rozwiązania ochrony stacji roboczych.
	TAK
	

	23. 
	Technologia umożliwiająca przywrócenie plików po ich zaszyfrowaniu nie może wykorzystywać mechanizmu VSS (Volume Shadow Copy Service).
	TAK
	

	24. 
	Technologia, która tworzy kopię zapasową plików musi działać w czasie rzeczywistym i zabezpieczać pliki przed modyfikacją przez podejrzane procesy.
	TAK
	

	25. 
	Rozwiązanie musi zapewniać wykrywanie potencjalnie niepożądanych, niebezpiecznych oraz podejrzanych aplikacji.
	TAK
	

	26. 
	Rozwiązanie musi zapewniać skanowanie w czasie rzeczywistym otwieranych, zapisywanych i wykonywanych plików.
	TAK
	

	27. 
	Rozwiązanie musi zapewniać skanowanie na żądanie, z menu kontekstowego oraz zgodnie z harmonogramem co najmniej: całego dysku, 

a. wybranych katalogów, 

b. pojedynczych plików, 

c. plików spakowanych oraz skompresowanych, 

d. dysków sieciowych, 
e. dysków przenośnych.
	TAK
	

	28. 
	Rozwiązanie musi posiadać opcję umieszczenia na liście wykluczeń ze skanowania co najmniej: wybranych plików, 

a. wybranych procesów, 

b. wybranych lokalizacji, 

c. wybranych rozszerzeń, 

d. nazwy wykrycia, 
e. sumy kontrolnej (SHA1).
	TAK
	

	29. 
	Rozwiązanie musi integrować się z Intel Threat Detection Technology. 
	TAK
	

	30. 
	Rozwiązanie musi posiadać system wczesnego ostrzegania oparty na chmurze pochodzący od tego samego producenta oprogramowania antywirusowego, który umożliwia co najmniej: Sprawdzenie reputacji działających procesów i plików co najmniej z poziomu interfejsu programu oraz menu kontekstowego.
	TAK
	

	31. 
	Konfigurację wysyłania wszystkich plików do analizy oprócz dokumentów użytkowników.
	TAK
	

	32. 
	Konfigurację dodatkowych wykluczeń rozszerzeń plików, które nie mają być wysyłane do analizy.
	TAK
	

	33. 
	Rozwiązanie musi zapewniać skanowanie i oczyszczanie poczty przychodzącej POP3 i IMAP „w locie” (w czasie rzeczywistym), zanim zostanie dostarczona do klienta pocztowego, zainstalowanego na stacji roboczej (niezależnie od konkretnego klienta pocztowego).
	TAK
	

	34. 
	Rozwiązanie musi zapewniać skanowanie ruchu sieciowego wewnątrz szyfrowanych protokołów co najmniej HTTPS, POP3S, IMAPS.
	TAK
	

	35. 
	Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne – jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Musi istnieć możliwość wyboru, z jaką heurystyką ma odbywać się skanowanie – z użyciem jednej lub obu metod jednocześnie.
	TAK
	

	36. 
	· Rozwiązanie musi zapewniać blokowanie zewnętrznych nośników oraz grup urządzeń na stacji w oparciu o co najmniej: 

· typ urządzenia: 

· pamięci masowe, 

· optyczne pamięci masowe, 

· pamięci masowe Firewire, 

· urządzenia do tworzenia obrazów, 

· drukarki USB, 

· urządzenia Bluetooth, 

· czytniki kart inteligentnych, 

· modemy, 

· porty LPT/COM, 

· urządzenia przenośne. 

· parametry urządzenia: 

· numer seryjny, 

· producent, 

· model. 

· typ dostępu: 

· brak możliwości zapisu, 

· pełen dostęp, 

· ostrzeżenie użytkownika, 

· brak dostępu. 
	TAK
	

	37. 
	Moduł HIPS musi posiadać możliwość pracy w jednym z pięciu trybów: 

· tryb automatyczny z regułami, gdzie program automatycznie tworzy i wykorzystuje reguły wraz z możliwością wykorzystania reguł utworzonych przez użytkownika, 

· tryb interaktywny, w którym to rozwiązanie pyta użytkownika o akcję w przypadku wykrycia aktywności w systemie, 

· tryb oparty na regułach, gdzie zastosowanie mają jedynie reguły utworzone przez użytkownika, 

· tryb uczenia się, w którym rozwiązanie uczy się aktywności systemu i użytkownika oraz tworzy odpowiednie reguły w czasie określonym przez użytkownika. Po wygaśnięciu tego czasu program musi samoczynnie przełączyć się w tryb pracy oparty na regułach, 

· tryb inteligentny, w którym rozwiązanie będzie powiadamiało wyłącznie o szczególnie podejrzanych zdarzeniach.
	TAK
	

	38. 
	Rozwiązanie musi być wyposażone we wbudowaną funkcję, która wygeneruje pełny raport na temat stacji.

· Funkcja, generująca taki log, ma posiadać przynajmniej 9 poziomów filtrowania wyników pod kątem tego, które z nich są podejrzane dla rozwiązania i mogą stanowić zagrożenie bezpieczeństwa. 

· Musi istnieć możliwość wygenerowania raportu na temat stacji przy pomocy dedykowanej aplikacji typu standalone pochodzącej od tego samego producenta co oprogramowanie do zabezpieczenia stacji roboczej. 

· Raport musi posiadać co najmniej: Listę zainstalowanych aplikacji, 

· Listę usług systemowych, 

· Informacje o systemie operacyjnym i sprzęcie, 

· Listę aktywnych procesów i połączeń sieciowych, 

· Harmonogram systemu operacyjnego, 

· Szczegóły pliku hosts, 

· Informacje o sterownikach. 
	TAK
	

	39. 
	Rozwiązanie musi posiadać tylko jeden proces uruchamiany w pamięci operacyjnej, z którego korzystają co najmniej następujące funkcje systemu 

· antywirus, 

· zapora osobista 

· sandbox, 

· antyspyware, 

· metody heurystyczne.
	TAK
	

	40. 
	Rozwiązanie musi posiadać funkcjonalność skanera UEFI, który chroni użytkownika poprzez wykrywanie i blokowanie zagrożeń atakujących, jeszcze przed uruchomieniem systemu operacyjnego.
	TAK
	

	41. 
	Rozwiązanie musi posiadać ochronę antyspamową realizowaną przez dedykowaną wtyczkę. Wtyczka ta musi być dostępna jako plugin dla klienta pocztowego Microsoft Outlook. 

· Ochrona musi być realizowana w oparciu o co najmniej: globalna czarna lista RBL, 

· czarna lista użytkownika, 

· biała lista użytkownika, na którą automatycznie muszą zostać dodane adres email z książki adresowej klienta Microsoft Outlook. 
	TAK
	

	42. 
	Rozwiązanie musi posiadać wbudowany system IDS, który musi posiadać co najmniej następujące funkcjonalności: 

· Ochrona przed anomaliami sieciowymi, w tym co najmniej: 

· Skanowanie portów TCP oraz UDP, 

· Wykrywanie duplikacji adresu IP, 

· Atak zatruwania ARP, 

· Nieprawidłowa długość pakietu TCP oraz UDP. 

· Ochrona przed atakami typu brute-force dla co najmniej usług oraz protokołów:

· RDP, 

· SMB, 

· My SQL, 

· MS SQL. 

· Możliwość dodawania wyjątków dla systemu IDS, co najmniej w oparciu o występujący alert, kierunek, aplikacje, czynność oraz adres IP. 
	TAK
	

	43. 
	Rozwiązanie musi posiadać moduł zapory osobistej, która pochodzi od tego samego producenta rozwiązania antywirusowego. 

· Zapora osobista musi działać w oparciu o reguły i musi posiadać co najmniej 60 wbudowanych reguł, stworzonych przez producenta. 

· Zapora osobista musi posiadać co najmniej cztery tryby pracy:

· tryb automatyczny – rozwiązanie blokuje ruch przychodzący i zezwala tylko na połączenia wychodzące, 

· tryb interaktywny – rozwiązanie pyta się o każde nowo nawiązywane połączenie, 

· tryb oparty na regułach – rozwiązanie blokuje ruch przychodzący i wychodzący, 

· tryb uczenia się – rozwiązanie automatycznie tworzy nowe reguły zezwalające na połączenia przychodzące i wychodzące. 

· Administrator musi posiadać możliwość skonfigurowania czasu działania trybu. 
	TAK
	

	44. 
	Rozwiązanie musi posiadać moduł bezpiecznej przeglądarki, pochodzący od producenta tego samego rozwiązania antywirusowego. 

· Bezpieczna przeglądarka musi automatycznie szyfrować wszelkie dane wprowadzane przez Użytkownika. 

· Praca w bezpiecznej przeglądarce musi być wyróżniona poprzez odpowiedni kolor ramki przeglądarki oraz informację na ramce przeglądarki. 
· W przypadku połączenia aplikacji zdalnej (w tym przynajmniej aplikacja TeamViewer) kolor ramki musi ulec zmianie oraz musi pojawić się alert informujący o zdalnym połączeniu.
	TAK
	

	45. 
	Rozwiązanie musi być wyposażone w zintegrowany moduł kontroli dostępu do stron internetowych pochodzący od tego samego producenta. 

· Rozwiązanie musi posiadać możliwość filtrowania adresów URL w oparciu o co najmniej 160 kategorii i podkategorii. 

· Rozwiązanie musi umożliwiać stworzenie własnego komunikatu na zablokowanych stronach w oparciu o co najmniej:

· Treść komunikatu, 

· Obraz. 
	TAK
	

	46. 
	Ochrona stacji roboczych – MacOS
	TAK
	

	47. 
	Rozwiązanie musi posiadać pełne wsparcie dla systemów macOS 11 (Big Sur) oraz nowszych. 
	TAK
	

	48. 
	Rozwiązanie musi być dostępne co najmniej w języku polskim oraz angielskim. 
	TAK
	

	49. 
	Rozwiązanie musi zapewniać wykrywanie i usuwanie zagrożeń co najmniej typu: 
· wirus, 

· trojan, 

· robak, 

· adware, 

· spyware, 

· dialer, 

· phishing, 

· backdoor. 
	TAK
	

	50. 
	Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne – jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Rozwiązanie musi istnieć możliwość wyboru, z jaką heurystyka ma odbywać się skanowanie – z użyciem jednej lub obu metod jednocześnie. 
	TAK
	

	51. 
	Rozwiązanie musi posiadać możliwość skanowanie w czasie rzeczywistym otwieranych, tworzonych i wykonywanych plików. 
	TAK
	

	52. 
	Rozwiązanie musi chronić pliki co najmniej za pomocą: 

· Sygnatur wirusów. 

· Reputacji chmurowej. 
	TAK
	

	53. 
	Rozwiązanie musi umożliwiać skanowanie i oczyszczanie poczty przychodzącej POP3 i IMAP "w locie" (w czasie rzeczywistym), zanim zostanie dostarczona do klienta pocztowego zainstalowanego na stacji roboczej (niezależnie od konkretnego klienta pocztowego). 
	TAK
	

	54. 
	Rozwiązanie musi posiadać system wczesnego ostrzegania oparty na chmurze pochodzący od tego samego producenta oprogramowania antywirusowego, który umożliwia co najmniej: 

· Sprawdzenie reputacji działających aplikacji i plików co najmniej z poziomu interfejsu programu. 

· Konfigurację wysyłania wszystkich plików do analizy oprócz dokumentów użytkowników. 

· Konfigurację dodatkowych wykluczeń rozszerzeń plików, które nie mają być wysyłane do analizy. 
	TAK
	

	55. 
	Rozwiązanie musi zapewniać skanowanie na żądanie, z menu kontekstowego oraz zgodnie z harmonogramem co najmniej: 

· całego dysku, 

· wybranych katalogów, 

· pojedynczych plików, 

· plików spakowanych oraz skompresowanych, 

· Dysków sieciowych, 

· dysków przenośnych. 
	TAK
	

	56. 
	Rozwiązanie musi posiadać opcję umieszczenia na liście wykluczeń ze skanowania co najmniej: 

· wybranych plików, 

· wybranych procesów, 

· wybranych lokalizacji, 

· wybranych rozszerzeń, 

· nazwy wykrycia, 

· sumy kontrolnej (SHA1). 
	TAK
	

	57. 
	Rozwiązanie musi posiadać moduł zapory osobistej, która pochodzi od tego samego producenta rozwiązania antywirusowego. 

· Zapora osobista musi działać w oparciu o reguły i musi posiadać co najmniej 30 wbudowanych reguł, stworzonych przez producenta. 

· Zapora osobista musi posiadać co najmniej dwa tryby pracy: 

· tryb automatyczny – rozwiązanie blokuje ruch przychodzący i zezwala tylko na połączenia wychodzące, 

· tryb oparty na regułach – rozwiązanie blokuje ruch przychodzący i wychodzący, 
	TAK
	

	58. 
	Ochrona stacji roboczych – Linux
	TAK
	

	59. 
	Rozwiązanie musi wspierać co najmniej następujące systemy operacyjne: 
· Ubuntu Desktop, 

· Red Hat Enterprise Linux 

· Linux Mint. 
	TAK
	

	60. 
	Rozwiązanie musi obsługiwać co najmniej następujące środowiska pulpitu: 

· Cinnamon, 

· GNOME, 

· KDE, 

· MATE, 

· XFCE. 
	TAK
	

	61. 
	Rozwiązanie musi zapewniać wykrywanie i usuwanie zagrożeń co najmniej typu: 

· wirus, 

· trojan, 

· robak, 

· adware, 

· spyware, 

· dialer, 

· phishing, 

· backdoor. 
	TAK
	

	62. 
	Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne – jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Rozwiązanie musi istnieć możliwość wyboru, z jaką heurystyka ma odbywać się skanowanie – z użyciem jednej lub obu metod jednocześnie. 
	TAK
	

	63. 
	Rozwiązanie musi posiadać możliwość skanowanie w czasie rzeczywistym otwieranych, tworzonych i wykonywanych plików. 
	TAK
	

	64. 
	Rozwiązanie musi posiadać system wczesnego ostrzegania oparty na chmurze pochodzący od tego samego producenta oprogramowania antywirusowego, który umożliwia co najmniej: 

· Konfigurację wysyłania wszystkich plików do analizy oprócz dokumentów użytkowników. 

· Konfigurację dodatkowych wykluczeń rozszerzeń plików, które nie mają być wysyłane do analizy. 
	TAK
	

	65. 
	Rozwiązanie musi zapewniać skanowanie na żądanie, z menu kontekstowego oraz zgodnie z harmonogramem co najmniej: 

· całego dysku, 

· wybranych katalogów, 

· pojedynczych plików, 

· plików spakowanych oraz skompresowanych, 

· dysków sieciowych, 

· dysków przenośnych. 
	TAK
	

	66. 
	Rozwiązanie musi posiadać opcję umieszczenia na liście wykluczeń ze skanowania co najmniej: 

· wybranych plików, 

· wybranych procesów, 

· wybranych lokalizacji, 

· wybranych rozszerzeń, 
	TAK
	

	67. 
	Rozwiązanie musi zapewniać blokowanie zewnętrznych nośników oraz grup urządzeń na stacji w oparciu o co najmniej: 

· typ urządzenia: 

· pamięci masowe, 

· optyczne pamięci masowe, 

· parametry urządzenia: 

· numer seryjny, 

· producent,

· model. 

· typ dostępu:

· brak możliwości zapisu, 

· pełen dostęp, 

· brak dostępu. 
	TAK
	

	68. 
	Ochrona serwera – Windows Server
	TAK
	

	69. 
	Rozwiązanie musi wspierać systemy w tym co najmniej: 
· Microsoft Windows Server 2012 R2, 

· Microsoft Windows Server 2016, 

· Microsoft Windows Server 2019, 

· Microsoft Windows Server 2022, 

· Microsoft Windows Server 2025. 
	TAK
	

	70. 
	Rozwiązanie musi zapewniać ochronę przed wirusami, trojanami, robakami i innymi zagrożeniami. 
	TAK
	

	71. 
	Rozwiązanie musi zapewniać wykrywanie i usuwanie zagrożeń co najmniej typu: 
· wirus, 

· trojan, 

· robak, 

· adware, 

· spyware, 

· dialer, 

· phishing, 

· backdoor. 
	TAK
	

	72. 
	Rozwiązanie musi zapewniać możliwość skanowania dysków sieciowych typu NAS. 
	TAK
	

	73. 
	Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne – jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Rozwiązanie musi istnieć możliwość wyboru, z jaką heurystyka ma odbywać się skanowanie – z użyciem jednej lub obu metod jednocześnie. 
	TAK
	

	74. 
	Rozwiązanie musi wspierać automatyczną, inkrementacyjną aktualizację silnika detekcji. 
	TAK
	

	75. 
	Rozwiązanie musi posiadać możliwość wykluczania ze skanowania procesów. 
	TAK
	

	76. 
	Rozwiązanie musi posiadać system wczesnego ostrzegania oparty na chmurze pochodzący od tego samego producenta oprogramowania antywirusowego, który umożliwia co najmniej: 

· Sprawdzenie reputacji działających procesów i plików co najmniej z poziomu interfejsu programu oraz menu kontekstowego. 

· Konfigurację wysyłania wszystkich plików do analizy oprócz dokumentów użytkowników. 

· Konfigurację dodatkowych wykluczeń rozszerzeń plików, które nie mają być wysyłane do analizy. 
	TAK
	

	77. 
	Rozwiązanie musi zapewniać skanowanie na żądanie, z menu kontekstowego oraz zgodnie z harmonogramem co najmniej: 

· całego dysku, 

· wybranych katalogów, 

· pojedynczych plików, 

· plików spakowanych oraz skompresowanych, 

· dysków sieciowych, 

· dysków przenośnych. 
	TAK
	

	78. 
	Rozwiązanie musi posiadać opcję umieszczenia na liście wykluczeń ze skanowania co najmniej: 

· wybranych plików, 

· wybranych procesów, 

· wybranych lokalizacji, 

· wybranych rozszerzeń, 

· nazwy wykrycia, 

· sumy kontrolnej (SHA1). 
	TAK
	

	79. 
	Rozwiązanie musi posiadać możliwość skanowania plików i folderów, znajdujących się w usłudze chmurowej OneDrive. 
	TAK
	

	80. 
	Moduł HIPS musi posiadać możliwość pracy w jednym z pięciu trybów: 
· tryb automatyczny z regułami, gdzie program automatycznie tworzy i wykorzystuje reguły wraz z możliwością wykorzystania reguł utworzonych przez użytkownika, 

· tryb interaktywny, w którym to rozwiązanie pyta użytkownika o akcję w przypadku wykrycia aktywności w systemie, 

· tryb oparty na regułach, gdzie zastosowanie mają jedynie reguły utworzone przez użytkownika, 

· tryb uczenia się, w którym rozwiązanie uczy się aktywności systemu i użytkownika oraz tworzy odpowiednie reguły w czasie określonym przez użytkownika. Po wygaśnięciu tego czasu program musi samoczynnie przełączyć się w tryb pracy oparty na regułach, 

· tryb inteligentny, w którym rozwiązanie będzie powiadamiało wyłącznie o szczególnie podejrzanych zdarzeniach. 
	TAK
	

	81. 
	Rozwiązanie musi być wyposażone we wbudowaną funkcję, która wygeneruje pełny raport na temat stacji.

· Funkcja, generująca taki log, ma posiadać przynajmniej 9 poziomów filtrowania wyników pod kątem tego, które z nich są podejrzane dla rozwiązania i mogą stanowić zagrożenie bezpieczeństwa. 

· Musi istnieć możliwość wygenerowania raportu na temat stacji przy pomocy dedykowanej aplikacji typu standalone pochodzącej od tego samego producenta co oprogramowanie do zabezpieczenia stacji roboczej. 

· Raport musi posiadać co najmniej: 

· Listę zainstalowanych aplikacji, 

· Listę usług systemowych, 

· informacje o systemie operacyjnym i sprzęcie, 

· Listę aktywnych procesów i połączeń sieciowych, 

· harmonogram systemu operacyjnego, 

· Szczegóły pliku hosts, 

· Informacje o sterowników. 
	TAK
	

	82. 
	Rozwiązanie musi posiadać tylko jeden proces uruchamiany w pamięci operacyjnej, z którego korzystają co najmniej następujące funkcje systemu 

· antywirus, 

· zapora osobista 

· sandbox, 

· antyspyware, 

· metody heurystyczne. 
	TAK
	

	83. 
	Rozwiązanie musi skanować system wirtualny w trybie online oraz offline w środowisku Hyper-V. 
	TAK
	

	84. 
	Rozwiązanie musi posiadać funkcjonalność skanera UEFI, który chroni użytkownika poprzez wykrywanie i blokowanie zagrożeń, atakujących jeszcze przed uruchomieniem systemu operacyjnego. 
	TAK
	

	85. 
	Rozwiązanie musi zapewniać blokowanie zewnętrznych nośników oraz grup urządzeń na stacji w oparciu o co najmniej: 

· typ urządzenia: 

· pamięci masowe, 

· optyczne pamięci masowe, 

· pamięci masowe Firewire, 

· urządzenia do tworzenia obrazów, 

· drukarki USB, 

· urządzenia Bluetooth, 

· czytniki kart inteligentnych, 

· modemy, 

· porty LPT/COM, 

· urządzenia przenośne. 

· parametry urządzenia:

· numer seryjny, 

· producent, 

· model. 

· typ dostępu: 

· brak możliwości zapisu, 

· pełen dostęp, 

· ostrzeżenie użytkownika, 

· brak dostępu. 
	TAK
	

	86. 
	Rozwiązanie musi automatyczne wykrywać usługi zainstalowane na serwerze i tworzyć dla nich odpowiednie wyjątki co najmniej dla następujących usług: 

· MS SQL, 

· Active Directory, 

· IIS, 

· Sysvol, 

· DNS, 

· DHCP, 

· Hyper-V, 

· Konsola centralnego zarządzania tego samego producenta rozwiązania antywirusowego. 
	TAK
	

	87. 
	Rozwiązanie musi posiadać wbudowany system IDS, który musi posiadać co najmniej następujące funkcjonalności: 

· Ochrona przed anomaliami sieciowymi, w tym co najmniej:

· Skanowanie portów TCP oraz UDP, 

· Wykrywanie duplikacji adresu IP, 

· Atak zatruwania ARP, 

· Nieprawidłowa długość pakietu TCP oraz UDP. 

· Ochrona przed atakami typu brute-force dla co najmniej usług oraz protokołów: 

· RDP, 

· SMB, 

· My SQL, 

· MS SQL. 

· Możliwość dodawania wyjątków dla systemu IDS, co najmniej w oparciu o występujący alert, kierunek, aplikacje, czynność oraz adres IP. 
	TAK
	

	88. 
	Rozwiązanie musi posiadać moduł zapory osobistej, która pochodzi od tego samego producenta rozwiązania antywirusowego. 
	TAK
	

	89. 
	Zapora osobista musi działać w oparciu o reguły i musi posiadać co najmniej 60 wbudowanych reguł, stworzonych przez producenta. 

· Zapora osobista musi posiadać co najmniej cztery tryby pracy: 

· tryb automatyczny – rozwiązanie blokuje ruch przychodzący i zezwala tylko na połączenia wychodzące, 

· tryb interaktywny – rozwiązanie pyta się o każde nowo nawiązywane połączenie, 

· tryb oparty na regułach – rozwiązanie blokuje ruch przychodzący i wychodzący, 

· tryb uczenia się – rozwiązanie automatycznie tworzy nowe reguły zezwalające na połączenia przychodzące i wychodzące. 

· Administrator musi posiadać możliwość skonfigurowania czasu działania trybu. 
	TAK
	

	90. 
	Ochrona serwera – Linux
	TAK
	

	91. 
	Rozwiązanie musi wspierać systemy w tym co najmniej: 

· RedHat Enterprise Linux (RHEL), 

· Rocky Linux, 

· Ubuntu, 

· Debian, 

· SUSE Linux Enterprise Server (SLES), 

· Oracle Linux, 

· Amazon Linux. 
	TAK
	

	92. 
	Rozwiązanie musi zapewniać wykrywanie i usuwanie zagrożeń co najmniej typu: 

· wirus, 

· trojan, 

· robak, 

· adware, 

· spyware, 

· dialer, 

· phishing, 

· backdoor. 
	TAK
	

	93. 
	Rozwiązanie musi zapewniać możliwość zdalnego skanowania przy pomocy protokołu ICAP oraz ICAPS. 
	TAK
	

	94. 
	Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne – jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Rozwiązanie musi istnieć możliwość wyboru, z jaką heurystyka ma odbywać się skanowanie – z użyciem jednej lub obu metod jednocześnie. 
	TAK
	

	95. 
	Rozwiązanie musi wspierać automatyczną, inkrementacyjną aktualizację silnika detekcji. 
	TAK
	

	96. 
	Rozwiązanie musi posiadać możliwość wykluczania ze skanowania procesów. 
	TAK
	

	97. 
	Rozwiązanie musi posiadać system wczesnego ostrzegania oparty na chmurze pochodzący od tego samego producenta oprogramowania antywirusowego, który umożliwia co najmniej: 

· Konfigurację wysyłania wszystkich plików do analizy oprócz dokumentów użytkowników. 

· Konfigurację dodatkowych wykluczeń rozszerzeń plików, które nie mają być wysyłane do analizy. 
	TAK
	

	98. 
	Rozwiązanie musi zapewniać skanowanie na żądanie, z menu kontekstowego oraz zgodnie z harmonogramem co najmniej:

· całego dysku, 

· wybranych katalogów, 

· pojedynczych plików, 

· plików spakowanych oraz skompresowanych, 

· dysków sieciowych, 

· dysków przenośnych. 
	TAK
	

	99. 
	Rozwiązanie musi posiadać opcję umieszczenia na liście wykluczeń ze skanowania co najmniej: 

· wybranych plików, 

· wybranych procesów, 

· wybranych lokalizacji, 

· wybranych rozszerzeń, 
	TAK
	

	100. 
	Rozwiązanie musi pozwalać, na uruchomienie lokalnej konsoli administracyjnej, działającej z poziomu przeglądarki internetowej. 

Lokalna konsola administracyjna nie może wymagać do swojej pracy uruchomienia i instalacji dodatkowego rozwiązania w postaci usługi serwera Web. 
	TAK
	

	101. 
	Rozwiązanie musi działać w architekturze bazującej na technologii mikro-serwisów. Funkcjonalność ta musi zapewniać podwyższony poziom stabilności, w przypadku awarii jednego z komponentów rozwiązania, nie spowoduje to przerwania pracy całego procesu, a jedynie wymusi restart zawieszonego mikro-serwisu. 
	TAK
	

	102. 
	Rozwiązanie musi wykrywać oraz podejrzane działania w kontenerach i blokować je. Ochrona musi skanować kontener co najmniej w następujących fazach: 

· proces budowania obrazu kontenera, 

· wdrażanie obrazu kontenera. 
	TAK
	

	103. 
	Sandbox w chmurze
	TAK
	

	104. 
	Rozwiązanie musi być integralną częścią oprogramowania antywirusowego, bez potrzeby instalacji dodatkowych rozszerzeń. 
	TAK
	

	105. 
	Rozwiązanie musi pochodzić od tego samego producenta rozwiązania antywirusowego. 
	TAK
	

	106. 
	Rozwiązanie musi wspierać systemy w tym co najmniej: 
· Microsoft Windows 10 oraz 11, 

· Microsoft Windows Server, 

· macOS 11 (Big Sur) oraz nowszych 

· RedHat Enterprise Linux (RHEL), 

· Rocky Linux, 

· Ubuntu, 

· Debian, 

· SUSE Linux Enterprise Server (SLES), 

· Oracle Linux, 

· Amazon Linux. 
	TAK
	

	107. 
	Rozwiązanie musi zapewniać ochronę przed zagrożeniami 0-day. 
	TAK
	

	108. 
	Rozwiązanie musi wykorzystywać do działania chmurę producenta tego samego rozwiązania antywirusowego. 
	TAK
	

	109. 
	Rozwiązanie musi posiadać możliwość określenia jakie pliki mają zostać przesłane do chmury automatycznie, w tym co najmniej:

· archiwa, 

· skrypty, 

· pliki wykonywalne, 

· pliki rejestru systemowego (.reg), 

· możliwy spam, 

· dokumenty. 
	TAK
	

	110. 
	Administrator musi mieć możliwość zdefiniowania po jakim czasie przesłane pliki muszą zostać usunięte z serwerów producenta w tym co najmniej: 

· natychmiast po ich przeanalizowaniu, 

· po upływie 30 dni, 

· nigdy. 
	TAK
	

	111. 
	Administrator musi mieć możliwość zdefiniowania maksymalnego rozmiaru przesyłanych próbek.
	TAK
	

	112. 
	Rozwiązanie musi pozwalać na utworzenie listy wykluczeń określonych plików lub folderów z przesyłania.
	TAK
	

	113. 
	Administrator musi mieć możliwość podejrzenia listy plików, które zostały przesłane do analizy z poziomu konsoli centralnego zarządzenia.
	TAK
	

	114. 
	Rozwiązanie musi pozwalać na analizowanie plików, bez względu na lokalizacje stacji roboczej. W przypadku wykrycia zagrożenia, całe środowisko jest bezzwłocznie chronione. 
	TAK
	

	115. 
	Rozwiązanie pozwala na wysłanie dowolnej próbki do analizy przez użytkownika, za pomocą wspieranego produktu. 

Administrator musi mieć dostęp do informacji jakie pliki zostały wysłane oraz przez kogo zostały wysłane. 
	TAK
	

	116. 
	Przeanalizowane pliki muszą zostać odpowiednio oznaczone. Analiza pliku musi zakończyć się jednym z poniższych wyników: 

· czysty, 

· podejrzany, 

· bardzo podejrzany, 

· szkodliwy. 
	TAK
	

	117. 
	W przypadku stacji roboczych rozwiązanie musi posiadać możliwość co najmniej wstrzymania uruchamiania pobieranych plików z następujących źródeł: 

· przeglądarki internetowe, 

· programy poczty e-mail, 

· nośniki wymienne, 

· pliki wyodrębnione z archiwum 
	TAK
	

	118. 
	Wykryte zagrożenia muszą być przeniesione w bezpieczny obszar kwarantanny, z której administrator może przywrócić pliki poddane kwarantannie oraz utworzyć dla nich wyłączenia z poziomu konsoli centralnego zarządzenia oraz z poziomu klienta antywirusowego. 
	TAK
	

	119. 
	Szyfrowanie
	TAK
	

	120. 
	Rozwiązanie musi pochodzić od tego samego producenta rozwiązania antywirusowego.
	TAK
	

	121. 
	Rozwiązanie nie może bazować na rozwiązaniu Microsoft Bitlocker.
	TAK
	

	122. 
	Rozwiązanie musi wspierać systemy operacyjne Windows (Windows 10/Windows 11).
	TAK
	

	123. 
	Rozwiązanie musi umożliwiać zarządzanie natywnym szyfrowaniem w systemach macOS (FileVault) poprzez dedykowanego klienta pochodzącego od tego samego producenta rozwiązania antywirusowego.
	TAK
	

	124. 
	Rozwiązanie musi posiadać autentykacje typu pre-boot, czyli uwierzytelnienie użytkownika zanim zostanie uruchomiony system operacyjny.

· Rozwiązanie musi umożliwiać całkowite oraz czasowe wyłączenia tego uwierzytelnienia. 

· Uwierzytelnienie użytkownika musi odbywać się poprzez hasło, którego złożoność może ustalić administrator konsoli centralnego zarządzania. 
	TAK
	

	125. 
	W przypadku gdy użytkownik zapomni hasła, administrator musi mieć możliwość wygenerowania hasła odzyskiwania z poziomu konsoli centralnego zarządzania. 

· Hasło odzyskiwania po użyciu musi zostać zmodyfikowane. 

· Hasło odzyskiwania nie może być krótsze niż 8 znaków. 

· Hasło odzyskiwania nie może być dłuższe niż 20 znaków. 
	TAK
	

	126. 
	Rozwiązanie musi umożliwiać szyfrowanie danych tylko na komputerach z UEFI.
	TAK
	

	127. 
	Rozwiązanie musi umożliwiać zalogowanie się do systemu przy pomocy metody jednokrotnego logowania (SSO) przy wykorzystaniu poświadczeń użytkownika Active Directory.
	TAK
	

	128. 
	Rozwiązanie musi umożliwiać wykorzystanie modułu TPM w wersji co najmniej 2.0.
	TAK
	

	129. 
	Rozwiązanie musi wspierać dyski wykorzystującego funkcji OPAL w wersji co najmniej 2.0.
	TAK
	

	130. 
	W przypadku awarii urządzenia, administrator musi mieć możliwość wygenerowania pliku odzyskiwania który umożliwia odszyfrowanie dysku.
	TAK
	

	131. 
	Endpoint Detection and Response / eXtended Detection and Response
	TAK
	

	132. 
	Moduł EDR / XDR musi pochodzić od tego samego producenta rozwiązania antywirusowego. 
	TAK
	

	133. 
	Ochrona EDR /XDR musi być realizowana przy pomocy dedykowanego konektora, który musi pochodzić od tego samego producenta rozwiązania antywirusowego. 
	TAK
	

	134. 
	Rozwiązanie musi zbierać co najmniej następujące informacje z systemu operacyjnego: 

· tworzenie procesów, 

· uruchamianie, zatrzymanie i modyfikacja usług, 

· utworzenie, uruchomienie, modyfikacja oraz usunięcie zadań w harmonogramie systemowym, 

· usuwanie oraz zmiana nazw plików, 

· tworzenie i usuwanie kluczy rejestru systemowego, 

· ładowanie bibliotek DLL, 

· zalogowanie użytkowników, 

· elementy sieciowe, w tym co najmniej 

· pobranie plików wykonywalnych, 

· zestawienie połączeń TCP/IP, 

· zapytania HTTP, 

· zapytania DNS. 
	TAK
	

	135. 
	Rozwiązanie musi posiadać ponad 1500 wbudowanych reguł, po których wystąpieniu, nastąpi wyzwolenie alarmu bezpieczeństwa. 

· Administrator powinien mieć możliwość edytowania akcji przypisanych do reguł utworzonych zarówno przez producenta, jak i przez siebie, a także możliwość wdrażania automatyzacji tych reguł, opartych co najmniej na następujących akcjach: 

· blokowanie pliku wykonywalnego, 

· blokowanie pliku wykonywalnego i poddanie go kwarantannie, 

· blokowanie podejrzanej biblioteki DLL, 

· zakończenie procesu, 

· skanowanie komputera w poszukiwaniu zagrożeń, 

· wyłączenie komputera, 

· izolacja sieciowa hosta, 

· wylogowanie użytkownika. 

· Administrator musi posiadać możliwość utworzenia własnych reguł w oparciu o język XML. 
	TAK
	

	136. 
	Rozwiązanie musi posiadać możliwość tworzenia wykluczeń, po których nie zostanie wyzwolony alarm bezpieczeństwa. 

· Utworzenie wykluczenia musi automatycznie rozwiązywać alarmy historyczne, które pasują do utworzonego wykluczenia. 

· Podstawowe wykluczenia muszą być konfigurowane w oparciu o przynajmniej: 

· proces, 

· proces nadrzędny (proces rodzica), 

· nazwę procesu, 

· ścieżkę procesu, 

· wiersz polecenia, 

· wydawcę, 

· typ podpisu, 

· SHA-1, 

· SHA-2, 

· użytkownika. 

· 5.3. Administrator musi mieć możliwość utworzenia wykluczeń zaawansowanych w oparciu o język XML. 
	TAK
	

	137. 
	Rozwiązanie musi mieć możliwość blokowania plików po sumach kontrolnych. 

· W ramach blokady musi istnieć możliwość dodania komentarza oraz konfiguracji usuwania blokowanego pliku. 

· Blokowanie pliku musi być możliwe na podstawie co najmniej następujących funkcji skrótu (funkcje hashujące): 

· SHA-1, 

· SHA-256. 
	TAK
	

	138. 
	Rozwiązanie musi dawać możliwość weryfikacji plików wykonywalnych w środowisku z możliwością podglądu szczegółów wybranego pliku w tym przynajmniej: 

· hash pliku SHA-1, 

· hash pliku SHA-256, 

· hash pliku MD5, 

· typ sygnatury podpisu cyfrowego, 

· wydawcę certyfikatu, 

· wersję pliku, 

· oryginalną nazwę pliku, 

· rozmiar pliku, 

· reputację i popularność pliku w oparciu o system reputacji producenta tego samego rozwiązania antywirusowego, 

· pierwsze uruchomienie pliku w środowisku, 

· ostatnie uruchomienie pliku w środowisku, 
	TAK
	

	139. 
	Rozwiązanie musi dawać możliwość wykonywania następujących czynności dla plików wykonywalnych oraz plików DLL: 

· oznaczania ich jako bezpieczne lub niebezpieczne, 

· pobierania ich do dalszej analizy, a pobierany plik musi być zabezpieczony hasłem, 

· zablokowania wykonywania i wykorzystania pliku, 

· wysyłania do sandbox tego samego producenta rozwiązania antywirusowego. 
	TAK
	

	140. 
	Rozwiązanie musi dawać możliwość weryfikacji uruchomionych skryptów w środowisku wraz z informacją dotyczącą parametrów uruchomienia (wiersz poleceń). 

· Administrator musi posiadać możliwość oznaczenia skryptu jako bezpieczny lub niebezpieczny. 

· pobierania ich do dalszej analizy, a pobierany plik musi być zabezpieczony hasłem, 

· wysyłania do sandbox tego samego producenta rozwiązania antywirusowego. 

· administrator musi posiadać możliwość szczegółowego podglądu wykonanych przez skrypt czynności w formie tekstowej. 
	TAK
	

	141. 
	Rozwiązanie musi posiadać mechanizm sztucznej inteligencji, który będzie wspomagał administratora w tworzeniu wykluczeń dla pojawiających się w środowisku alertów. 
	TAK
	

	142. 
	Rozwiązanie musi wspierać integrację z zewnętrznymi silnikami do przeprowadzenia głębszej analizy plików, w tym co najmniej VirusTotal. 
	TAK
	

	143. 
	LICENCJE:

Dostawa licencji zapewniająca powyższe funkcjonalności dla 500 urządzeń na okres 3 lat. 
	TAK
	


Termin realizacji:
Dostawa licencji: do 4 tygodni od podpisania umowy (dostawa potwierdzona protokołem odbioru, faktura dostarczona do 3 dni od podpisania protokołu odbioru).
                                                                                                                                                                           Załącznik nr 7
Wykonawca:

…………………………………………

…………………….…..………………

…………………………………………

(pełna nazwa/firma, adres)

WYKAZ REALIZACJI
(na potwierdzenie spełniania warunku udziału w postępowaniu)

	Lp.
	Nazwa podmiotu na rzecz którego realizacja została wykonana
	Wartość brutto w PLN
	Rodzaj realizacji
	Data wykonania

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


.......................................... (miejscowość), dnia …………………………..r.                                       

                                                                                                                                                                           ....................................................... 









(kwalifikowany podpis elektroniczny)

Załącznik nr 2 do SWZ

Standardowy formularz jednolitego europejskiego dokumentu zamówienia

Część I: Informacje dotyczące postępowania o udzielenie zamówienia oraz instytucji zamawiającej lub podmiotu zamawiającego

W przypadku postępowań o udzielenie zamówienia, w ramach których zaproszenie do ubiegania się o zamówienie opublikowano w Dzienniku Urzędowym Unii Europejskiej, informacje wymagane w części I zostaną automatycznie wyszukane, pod warunkiem że do utworzenia i wypełnienia jednolitego europejskiego dokumentu zamówienia wykorzystany zostanie elektroniczny serwis poświęcony jednolitemu europejskiemu dokumentowi zamówienia
. Adres publikacyjny stosownego ogłoszenia
 w Dzienniku Urzędowym Unii Europejskiej:

Dz.U S: 227/2025 data 25/11/2025 r., strona http://ted.europa.eu, 

Numer ogłoszenia w Dz.U. S: 780166-2025
Jeżeli nie opublikowano zaproszenia do ubiegania się o zamówienie w Dz.U., instytucja zamawiająca lub podmiot zamawiający muszą wypełnić informacje umożliwiające jednoznaczne zidentyfikowanie postępowania o udzielenie zamówienia:

W przypadku gdy publikacja ogłoszenia w Dzienniku Urzędowym Unii Europejskiej nie jest wymagana, proszę podać inne informacje umożliwiające jednoznaczne zidentyfikowanie postępowania o udzielenie zamówienia (np. adres publikacyjny na poziomie krajowym): [….]

Informacje na temat postępowania o udzielenie zamówienia

Informacje wymagane w części I zostaną automatycznie wyszukane, pod warunkiem że wyżej wymieniony elektroniczny serwis poświęcony jednolitemu europejskiemu dokumentowi zamówienia zostanie wykorzystany do utworzenia i wypełnienia tego dokumentu. W przeciwnym przypadku informacje te musi wypełnić wykonawca.

	Tożsamość zamawiającego

	Odpowiedź:

	Nazwa: 
	Szpital Specjalistyczny w Brzozowie 

Podkarpacki Ośrodek Onkologiczny 

Im. Ks. Bronisława Markiewicza

	Jakiego zamówienia dotyczy niniejszy dokument?
	Odpowiedź:

	Tytuł lub krótki opis udzielanego zamówienia
:
	Rozwój usług cyfrowych w Szpitalu Specjalistycznym w Brzozowie Podkarpackim Ośrodku Onkologicznym w ramach inwestycji D1.1.2 Przyspieszenie procesów transformacji cyfrowej ochrony zdrowia poprzez dalszy rozwój usług cyfrowych w ochronie zdrowia.

	Numer referencyjny nadany sprawie przez instytucję zamawiającą lub podmiot zamawiający (jeżeli dotyczy)
:
	Sz. S. P. O.O. SZP 3810.107.2025


Wszystkie pozostałe informacje we wszystkich sekcjach jednolitego europejskiego dokumentu zamówienia powinien wypełnić wykonawca.

Część II: Informacje dotyczące wykonawcy

A: Informacje na temat wykonawcy

	Identyfikacja:
	Odpowiedź:

	Nazwa:
	[   ]

	Numer VAT, jeżeli dotyczy:

Jeżeli numer VAT nie ma zastosowania, proszę podać inny krajowy numer identyfikacyjny, jeżeli jest wymagany i ma zastosowanie.
	[   ]

[   ]

	Adres pocztowy: 
	[……]

	Osoba lub osoby wyznaczone do kontaktów
:

Telefon:

Adres e-mail:

Adres internetowy (adres www) (jeżeli dotyczy):
	[……]

[……]

[……]

[……]

	Informacje ogólne:
	Odpowiedź:

	Czy wykonawca jest przedsiębiorstwem: 

1.
mikro 

2.
małym 

3.
średnim

4.
jednoosobowa działalność gospodarcza

5.
os. fizyczna nie prowadząca działalności gospodarczej 

6.        inne (określić): ………………………………

	1.
[   ] 

2.
[   ] 

3.
[   ] 

4.
[   ] 

5.
[   ] 

6.
[   ]

Zaznaczyć:

	Jedynie w przypadku gdy zamówienie jest zastrzeżone
: czy wykonawca jest zakładem pracy chronionej, „przedsiębiorstwem społecznym”
 lub czy będzie realizował zamówienie w ramach programów zatrudnienia chronionego?
Jeżeli tak,
jaki jest odpowiedni odsetek pracowników niepełnosprawnych lub defaworyzowanych?
Jeżeli jest to wymagane, proszę określić, do której kategorii lub których kategorii pracowników niepełnosprawnych lub defaworyzowanych należą dani pracownicy.
	[] Tak [] Nie





[…]


[….]


	Jeżeli dotyczy, czy wykonawca jest wpisany do urzędowego wykazu zatwierdzonych wykonawców lub posiada równoważne zaświadczenie (np. w ramach krajowego systemu (wstępnego) kwalifikowania)?
	[] Tak [] Nie [] Nie dotyczy

	Jeżeli tak:

Proszę udzielić odpowiedzi w pozostałych fragmentach niniejszej sekcji, w sekcji B i, w odpowiednich przypadkach, sekcji C niniejszej części, uzupełnić część V (w stosownych przypadkach) oraz w każdym przypadku wypełnić i podpisać część VI. 

a) Proszę podać nazwę wykazu lub zaświadczenia i odpowiedni numer rejestracyjny lub numer zaświadczenia, jeżeli dotyczy:
b) Jeżeli poświadczenie wpisu do wykazu lub wydania zaświadczenia jest dostępne w formie elektronicznej, proszę podać:

c) Proszę podać dane referencyjne stanowiące podstawę wpisu do wykazu lub wydania zaświadczenia oraz, w stosownych przypadkach, klasyfikację nadaną w urzędowym wykazie
:
d) Czy wpis do wykazu lub wydane zaświadczenie obejmują wszystkie wymagane kryteria kwalifikacji?
Jeżeli nie:
Proszę dodatkowo uzupełnić brakujące informacje w części IV w sekcjach A, B, C lub D, w zależności od przypadku. 
WYŁĄCZNIE jeżeli jest to wymagane w stosownym ogłoszeniu lub dokumentach zamówienia:
e) Czy wykonawca będzie w stanie przedstawić zaświadczenie odnoszące się do płatności składek na ubezpieczenie społeczne i podatków lub przedstawić informacje, które umożliwią instytucji zamawiającej lub podmiotowi zamawiającemu uzyskanie tego zaświadczenia bezpośrednio za pomocą bezpłatnej krajowej bazy danych w dowolnym państwie członkowskim?
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać: 
	a) [……]



b) (adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji):
[……][……][……][……]
c) [……]



d) [] Tak [] Nie









e) [] Tak [] Nie








(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji):
[……][……][……][……]

	Rodzaj uczestnictwa:
	Odpowiedź:

	Czy wykonawca bierze udział w postępowaniu o udzielenie zamówienia wspólnie z innymi wykonawcami
?
	[] Tak [] Nie

	Jeżeli tak, proszę dopilnować, aby pozostali uczestnicy przedstawili odrębne jednolite europejskie dokumenty zamówienia.

	Jeżeli tak:
a) Proszę wskazać rolę wykonawcy w grupie (lider, odpowiedzialny za określone zadania itd.):
b) Proszę wskazać pozostałych wykonawców biorących wspólnie udział w postępowaniu o udzielenie zamówienia:
c) W stosownych przypadkach nazwa grupy biorącej udział:
	
a): [……]


b): [……]


c): [……]

	Części
	Odpowiedź:

	W stosownych przypadkach wskazanie części zamówienia, w odniesieniu do której (których) wykonawca zamierza złożyć ofertę.
	[   ]


B: Informacje na temat przedstawicieli wykonawcy

W stosownych przypadkach proszę podać imię i nazwisko (imiona i nazwiska) oraz adres(-y) osoby (osób) upoważnionej(-ych) do reprezentowania wykonawcy na potrzeby niniejszego postępowania o udzielenie zamówienia:

	Osoby upoważnione do reprezentowania, o ile istnieją:
	Odpowiedź:

	Imię i nazwisko, 
wraz z datą i miejscem urodzenia, jeżeli są wymagane: 
	[……],
[……]

	Stanowisko/Działający(-a) jako:
	[……]

	Adres pocztowy:
	[……]

	Telefon:
	[……]

	Adres e-mail:
	[……]

	W razie potrzeby proszę podać szczegółowe informacje dotyczące przedstawicielstwa (jego form, zakresu, celu itd.):
	[……]


C: Informacje na temat polegania na zdolności innych podmiotów

	Zależność od innych podmiotów:
	Odpowiedź:

	Czy wykonawca polega na zdolności innych podmiotów w celu spełnienia kryteriów kwalifikacji określonych poniżej w części IV oraz (ewentualnych) kryteriów i zasad określonych poniżej w części V? 
	[] Tak [] Nie


Jeżeli tak, proszę przedstawić – dla każdego z podmiotów, których to dotyczy – odrębny formularz jednolitego europejskiego dokumentu zamówienia zawierający informacje wymagane w niniejszej części sekcja A i B oraz w części III, należycie wypełniony i podpisany przez dane podmioty. 
Należy zauważyć, że dotyczy to również wszystkich pracowników technicznych lub służb technicznych, nienależących bezpośrednio do przedsiębiorstwa danego wykonawcy, w szczególności tych odpowiedzialnych za kontrolę jakości, a w przypadku zamówień publicznych na roboty budowlane – tych, do których wykonawca będzie mógł się zwrócić o wykonanie robót budowlanych. 
O ile ma to znaczenie dla określonych zdolności, na których polega wykonawca, proszę dołączyć – dla każdego z podmiotów, których to dotyczy – informacje wymagane w częściach IV i V
.

D: Informacje dotyczące podwykonawców, na których zdolności wykonawca nie polega

(Sekcja, którą należy wypełnić jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający wprost tego zażąda.)

	Podwykonawstwo:
	Odpowiedź:

	Czy wykonawca zamierza zlecić osobom trzecim podwykonawstwo jakiejkolwiek części zamówienia?
	[] Tak [] Nie
Jeżeli tak i o ile jest to wiadome, proszę podać wykaz proponowanych podwykonawców: 

[…]


Jeżeli instytucja zamawiająca lub podmiot zamawiający wyraźnie żąda przedstawienia tych informacji oprócz informacji wymaganych w niniejszej sekcji, proszę przedstawić – dla każdego podwykonawcy (każdej kategorii podwykonawców), których to dotyczy – informacje wymagane w niniejszej części sekcja A i B oraz w części III.

Część III: Podstawy wykluczenia

A: Podstawy związane z wyrokami skazującymi za przestępstwo

W art. 57 ust. 1 dyrektywy 2014/24/UE określono następujące powody wykluczenia:

1. udział w organizacji przestępczej
;

korupcja
;

nadużycie finansowe
;

przestępstwa terrorystyczne lub przestępstwa związane z działalnością terrorystyczną

pranie pieniędzy lub finansowanie terroryzmu

praca dzieci i inne formy handlu ludźmi
.

	Podstawy związane z wyrokami skazującymi za przestępstwo na podstawie przepisów krajowych stanowiących wdrożenie podstaw określonych w art. 57 ust. 1 wspomnianej dyrektywy:
	Odpowiedź:

	Czy w stosunku do samego wykonawcy bądź jakiejkolwiek osoby będącej członkiem organów administracyjnych, zarządzających lub nadzorczych wykonawcy, lub posiadającej w przedsiębiorstwie wykonawcy uprawnienia do reprezentowania, uprawnienia decyzyjne lub kontrolne, wydany został prawomocny wyrok z jednego z wyżej wymienionych powodów, orzeczeniem sprzed najwyżej pięciu lat lub w którym okres wykluczenia określony bezpośrednio w wyroku nadal obowiązuje? 
	[] Tak [] Nie

Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać: (adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji):
[……][……][……][……]


	Jeżeli tak, proszę podać
:
a) datę wyroku, określić, których spośród punktów 1–6 on dotyczy, oraz podać powód(-ody) skazania;
b) wskazać, kto został skazany [ ];
c) w zakresie, w jakim zostało to bezpośrednio ustalone w wyroku:
	
a) data: [   ], punkt(-y): [   ], powód(-ody): [   ] 


b) [……]
c) długość okresu wykluczenia [……] oraz punkt(-y), którego(-ych) to dotyczy.

Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać: (adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……][……]


	W przypadku skazania, czy wykonawca przedsięwziął środki w celu wykazania swojej rzetelności pomimo istnienia odpowiedniej podstawy wykluczenia
 („samooczyszczenie”)?
	[] Tak [] Nie 

	Jeżeli tak, proszę opisać przedsięwzięte środki
:
	[……]


B: Podstawy związane z płatnością podatków lub składek na ubezpieczenie społeczne 

	Płatność podatków lub składek na ubezpieczenie społeczne:
	Odpowiedź:

	Czy wykonawca wywiązał się ze wszystkich obowiązków dotyczących płatności podatków lub składek na ubezpieczenie społeczne, zarówno w państwie, w którym ma siedzibę, jak i w państwie członkowskim instytucji zamawiającej lub podmiotu zamawiającego, jeżeli jest ono inne niż państwo siedziby?
	[] Tak [] Nie

	



Jeżeli nie, proszę wskazać:
a) państwo lub państwo członkowskie, którego to dotyczy;
b) jakiej kwoty to dotyczy?
c) w jaki sposób zostało ustalone to naruszenie obowiązków:
1) w trybie decyzji sądowej lub administracyjnej:

Czy ta decyzja jest ostateczna i wiążąca?

20. Proszę podać datę wyroku lub decyzji.

21. W przypadku wyroku, o ile została w nim bezpośrednio określona, długość okresu wykluczenia:

2) w inny sposób? Proszę sprecyzować, w jaki:

d) Czy wykonawca spełnił lub spełni swoje obowiązki, dokonując płatności należnych podatków lub składek na ubezpieczenie społeczne, lub też zawierając wiążące porozumienia w celu spłaty tych należności, obejmujące w stosownych przypadkach narosłe odsetki lub grzywny?
	Podatki
	Składki na ubezpieczenia społeczne

	
	
a) [……]

b) [……]


c1) [] Tak [] Nie

[] Tak [] Nie

· [……]


· [……]



c2) [ …]

d) [] Tak [] Nie
Jeżeli tak, proszę podać szczegółowe informacje na ten temat: [……]
	
a) [……]

b) [……]


c1) [] Tak [] Nie

· [] Tak [] Nie

· [……]


· [……]



c2) [ …]

d) [] Tak [] Nie
Jeżeli tak, proszę podać szczegółowe informacje na ten temat: [……]

	Jeżeli odnośna dokumentacja dotycząca płatności podatków lub składek na ubezpieczenie społeczne jest dostępna w formie elektronicznej, proszę wskazać:
	(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): 

[……][……][……]


C: Podstawy związane z niewypłacalnością, konfliktem interesów lub wykroczeniami zawodowymi

Należy zauważyć, że do celów niniejszego zamówienia niektóre z poniższych podstaw wykluczenia mogą być zdefiniowane bardziej precyzyjnie w prawie krajowym, w stosownym ogłoszeniu lub w dokumentach zamówienia. Tak więc prawo krajowe może na przykład stanowić, że pojęcie „poważnego wykroczenia zawodowego” może obejmować kilka różnych postaci zachowania stanowiącego wykroczenie. 

	Informacje dotyczące ewentualnej niewypłacalności, konfliktu interesów lub wykroczeń zawodowych
	Odpowiedź:

	Czy wykonawca, wedle własnej wiedzy, naruszył swoje obowiązki w dziedzinie prawa środowiska, prawa socjalnego i prawa pracy
?
	[] Tak [] Nie

	
	Jeżeli tak, czy wykonawca przedsięwziął środki w celu wykazania swojej rzetelności pomimo istnienia odpowiedniej podstawy wykluczenia („samooczyszczenie”)?
[] Tak [] Nie
Jeżeli tak, proszę opisać przedsięwzięte środki: [……]

	Czy wykonawca znajduje się w jednej z następujących sytuacji:
a) zbankrutował; lub
b) prowadzone jest wobec niego postępowanie upadłościowe lub likwidacyjne; lub
c) zawarł układ z wierzycielami; lub
d) znajduje się w innej tego rodzaju sytuacji wynikającej z podobnej procedury przewidzianej w krajowych przepisach ustawowych i wykonawczych
; lub
e) jego aktywami zarządza likwidator lub sąd; lub
f) jego działalność gospodarcza jest zawieszona?
Jeżeli tak:

· Proszę podać szczegółowe informacje:

· Proszę podać powody, które pomimo powyższej sytuacji umożliwiają realizację zamówienia, z uwzględnieniem mających zastosowanie przepisów krajowych i środków dotyczących kontynuowania działalności gospodarczej
.

Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	[] Tak [] Nie













· [……]

· [……]





(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	Czy wykonawca jest winien poważnego wykroczenia zawodowego
? 
Jeżeli tak, proszę podać szczegółowe informacje na ten temat:
	[] Tak [] Nie

 [……]

	
	Jeżeli tak, czy wykonawca przedsięwziął środki w celu samooczyszczenia? [] Tak [] Nie
Jeżeli tak, proszę opisać przedsięwzięte środki: [……]

	Czy wykonawca zawarł z innymi wykonawcami porozumienia mające na celu zakłócenie konkurencji?
Jeżeli tak, proszę podać szczegółowe informacje na ten temat:
	[] Tak [] Nie


[…]

	
	Jeżeli tak, czy wykonawca przedsięwziął środki w celu samooczyszczenia? [] Tak [] Nie
Jeżeli tak, proszę opisać przedsięwzięte środki: [……]

	Czy wykonawca wie o jakimkolwiek konflikcie interesów
 spowodowanym jego udziałem w postępowaniu o udzielenie zamówienia?
Jeżeli tak, proszę podać szczegółowe informacje na ten temat:
	[] Tak [] Nie


[…]

	Czy wykonawca lub przedsiębiorstwo związane z wykonawcą doradzał(-o) instytucji zamawiającej lub podmiotowi zamawiającemu bądź był(-o) w inny sposób zaangażowany(-e) w przygotowanie postępowania o udzielenie zamówienia?
Jeżeli tak, proszę podać szczegółowe informacje na ten temat:
	[] Tak [] Nie



[…]

	Czy wykonawca znajdował się w sytuacji, w której wcześniejsza umowa w sprawie zamówienia publicznego, wcześniejsza umowa z podmiotem zamawiającym lub wcześniejsza umowa w sprawie koncesji została rozwiązana przed czasem, lub w której nałożone zostało odszkodowanie bądź inne porównywalne sankcje w związku z tą wcześniejszą umową?
Jeżeli tak, proszę podać szczegółowe informacje na ten temat:
	[] Tak [] Nie





[…]

	
	Jeżeli tak, czy wykonawca przedsięwziął środki w celu samooczyszczenia? [] Tak [] Nie
Jeżeli tak, proszę opisać przedsięwzięte środki: [……]

	Czy wykonawca może potwierdzić, że:
nie jest winny poważnego wprowadzenia w błąd przy dostarczaniu informacji wymaganych do weryfikacji braku podstaw wykluczenia lub do weryfikacji spełnienia kryteriów kwalifikacji;
b) nie zataił tych informacji;
c) jest w stanie niezwłocznie przedstawić dokumenty potwierdzające wymagane przez instytucję zamawiającą lub podmiot zamawiający; oraz
d) nie przedsięwziął kroków, aby w bezprawny sposób wpłynąć na proces podejmowania decyzji przez instytucję zamawiającą lub podmiot zamawiający, pozyskać informacje poufne, które mogą dać mu nienależną przewagę w postępowaniu o udzielenie zamówienia, lub wskutek zaniedbania przedstawić wprowadzające w błąd informacje, które mogą mieć istotny wpływ na decyzje w sprawie wykluczenia, kwalifikacji lub udzielenia zamówienia?
	[] Tak [] Nie


D: Inne podstawy wykluczenia, które mogą być przewidziane w przepisach krajowych państwa członkowskiego instytucji zamawiającej lub podmiotu zamawiającego

	Podstawy wykluczenia o charakterze wyłącznie krajowym
	Odpowiedź:

	Czy mają zastosowanie podstawy wykluczenia o charakterze wyłącznie krajowym określone w stosownym ogłoszeniu lub w dokumentach zamówienia?
Jeżeli dokumentacja wymagana w stosownym ogłoszeniu lub w dokumentach zamówienia jest dostępna w formie elektronicznej, proszę wskazać:
	[] Tak [] Nie



(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji):
[……][……][……]


	W przypadku gdy ma zastosowanie którakolwiek z podstaw wykluczenia o charakterze wyłącznie krajowym, czy wykonawca przedsięwziął środki w celu samooczyszczenia? 
Jeżeli tak, proszę opisać przedsięwzięte środki: 
	[] Tak [] Nie


[……]


Część IV: Kryteria kwalifikacji

W odniesieniu do kryteriów kwalifikacji (sekcja  lub sekcje A–D w niniejszej części) wykonawca oświadcza, że:

: Ogólne oświadczenie dotyczące wszystkich kryteriów kwalifikacji

Wykonawca powinien wypełnić to pole jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający wskazały w stosownym ogłoszeniu lub w dokumentach zamówienia, o których mowa w ogłoszeniu, że wykonawca może ograniczyć się do wypełnienia sekcji  w części IV i nie musi wypełniać żadnej z pozostałych sekcji w części IV:

	Spełnienie wszystkich wymaganych kryteriów kwalifikacji
	Odpowiedź

	Spełnia wymagane kryteria kwalifikacji:
	[] Tak [] Nie


A: Kompetencje

Wykonawca powinien przedstawić informacje jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający wymagają danych kryteriów kwalifikacji w stosownym ogłoszeniu lub w dokumentach zamówienia, o których mowa w ogłoszeniu.

	Kompetencje
	Odpowiedź

	1) Figuruje w odpowiednim rejestrze zawodowym lub handlowym prowadzonym w państwie członkowskim siedziby wykonawcy
:
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	[…]

(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	2) W odniesieniu do zamówień publicznych na usługi:
Czy konieczne jest posiadanie określonego zezwolenia lub bycie członkiem określonej organizacji, aby mieć możliwość świadczenia usługi, o której mowa, w państwie siedziby wykonawcy? 

Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	
[] Tak [] Nie

Jeżeli tak, proszę określić, o jakie zezwolenie lub status członkowski chodzi, i wskazać, czy wykonawca je posiada: [ …] [] Tak [] Nie

(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]


B: Sytuacja ekonomiczna i finansowa

Wykonawca powinien przedstawić informacje jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający wymagają danych kryteriów kwalifikacji w stosownym ogłoszeniu lub w dokumentach zamówienia, o których mowa w ogłoszeniu.

	Sytuacja ekonomiczna i finansowa
	Odpowiedź:

	1a) Jego („ogólny”) roczny obrót w ciągu określonej liczby lat obrotowych wymaganej w stosownym ogłoszeniu lub dokumentach zamówienia jest następujący:
i/lub
1b) Jego średni roczny obrót w ciągu określonej liczby lat wymaganej w stosownym ogłoszeniu lub dokumentach zamówienia jest następujący
 ():
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	rok: [……] obrót: [……] […] waluta
rok: [……] obrót: [……] […] waluta
rok: [……] obrót: [……] […] waluta


(liczba lat, średni obrót): [……], [……] […] waluta


(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	2a) Jego roczny („specyficzny”) obrót w obszarze działalności gospodarczej objętym zamówieniem i określonym w stosownym ogłoszeniu lub dokumentach zamówienia w ciągu wymaganej liczby lat obrotowych jest następujący:
i/lub
2b) Jego średni roczny obrót w przedmiotowym obszarze i w ciągu określonej liczby lat wymaganej w stosownym ogłoszeniu lub dokumentach zamówienia jest następujący
:
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	rok: [……] obrót: [……] […] waluta
rok: [……] obrót: [……] […] waluta
rok: [……] obrót: [……] […] waluta




(liczba lat, średni obrót): [……], [……] […] waluta


(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	3) W przypadku gdy informacje dotyczące obrotu (ogólnego lub specyficznego) nie są dostępne za cały wymagany okres, proszę podać datę założenia przedsiębiorstwa wykonawcy lub rozpoczęcia działalności przez wykonawcę:
	[……]

	4) W odniesieniu do wskaźników finansowych
 określonych w stosownym ogłoszeniu lub dokumentach zamówienia wykonawca oświadcza, że aktualna(-e) wartość(-ci) wymaganego(-ych) wskaźnika(-ów) jest (są) następująca(-e):
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	(określenie wymaganego wskaźnika – stosunek X do Y
 – oraz wartość):
[……], [……]



(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	5) W ramach ubezpieczenia z tytułu ryzyka zawodowego wykonawca jest ubezpieczony na następującą kwotę:
Jeżeli te informacje są dostępne w formie elektronicznej, proszę wskazać:
	[……] […] waluta

(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	6) W odniesieniu do innych ewentualnych wymogów ekonomicznych lub finansowych, które mogły zostać określone w stosownym ogłoszeniu lub dokumentach zamówienia, wykonawca oświadcza, że
Jeżeli odnośna dokumentacja, która mogła zostać określona w stosownym ogłoszeniu lub w dokumentach zamówienia, jest dostępna w formie elektronicznej, proszę wskazać:
	[……]





(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]


C: Zdolność techniczna i zawodowa

Wykonawca powinien przedstawić informacje jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający wymagają danych kryteriów kwalifikacji w stosownym ogłoszeniu lub w dokumentach zamówienia, o których mowa w ogłoszeniu.

	Zdolność techniczna i zawodowa
	Odpowiedź:

	1a) Jedynie w odniesieniu do zamówień publicznych na roboty budowlane:
W okresie odniesienia
 wykonawca wykonał następujące roboty budowlane określonego rodzaju: 
Jeżeli odnośna dokumentacja dotycząca zadowalającego wykonania i rezultatu w odniesieniu do najważniejszych robót budowlanych jest dostępna w formie elektronicznej, proszę wskazać:
	Liczba lat (okres ten został wskazany w stosownym ogłoszeniu lub dokumentach zamówienia): […]
Roboty budowlane: [……]

(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	1b) Jedynie w odniesieniu do zamówień publicznych na dostawy i zamówień publicznych na usługi:
W okresie odniesienia
 wykonawca zrealizował następujące główne dostawy określonego rodzaju lub wyświadczył następujące główne usługi określonego rodzaju: Przy sporządzaniu wykazu proszę podać kwoty, daty i odbiorców, zarówno publicznych, jak i prywatnych
:
	
Liczba lat (okres ten został wskazany w stosownym ogłoszeniu lub dokumentach zamówienia): […]

 SHAPE 




	2) Może skorzystać z usług następujących pracowników technicznych lub służb technicznych
, w szczególności tych odpowiedzialnych za kontrolę jakości:
W przypadku zamówień publicznych na roboty budowlane wykonawca będzie mógł się zwrócić do następujących pracowników technicznych lub służb technicznych o wykonanie robót:
	[……]


[……]

	3) Korzysta z następujących urządzeń technicznych oraz środków w celu zapewnienia jakości, a jego zaplecze naukowo-badawcze jest następujące: 
	[……]

	4) Podczas realizacji zamówienia będzie mógł stosować następujące systemy zarządzania łańcuchem dostaw i śledzenia łańcucha dostaw:
	[……]

	5) W odniesieniu do produktów lub usług o złożonym charakterze, które mają zostać dostarczone, lub – wyjątkowo – w odniesieniu do produktów lub usług o szczególnym przeznaczeniu:
Czy wykonawca zezwoli na przeprowadzenie kontroli
 swoich zdolności produkcyjnych lub zdolności technicznych, a w razie konieczności także dostępnych mu środków naukowych i badawczych, jak również środków kontroli jakości?
	


[] Tak [] Nie

	6) Następującym wykształceniem i kwalifikacjami zawodowymi legitymuje się:
a) sam usługodawca lub wykonawca:
lub (w zależności od wymogów określonych w stosownym ogłoszeniu lub dokumentach zamówienia):
b) jego kadra kierownicza:
	

a) [……]



b) [……]

	7) Podczas realizacji zamówienia wykonawca będzie mógł stosować następujące środki zarządzania środowiskowego:
	[……]

	8) Wielkość średniego rocznego zatrudnienia u wykonawcy oraz liczebność kadry kierowniczej w ostatnich trzech latach są następujące
	Rok, średnie roczne zatrudnienie:
[……], [……]
[……], [……]
[……], [……]
Rok, liczebność kadry kierowniczej:
[……], [……]
[……], [……]
[……], [……]

	9) Będzie dysponował następującymi narzędziami, wyposażeniem zakładu i urządzeniami technicznymi na potrzeby realizacji zamówienia:
	[……]

	10) Wykonawca zamierza ewentualnie zlecić podwykonawcom
 następującą część (procentową) zamówienia:
	[……]

	11) W odniesieniu do zamówień publicznych na dostawy:
Wykonawca dostarczy wymagane próbki, opisy lub fotografie produktów, które mają być dostarczone i którym nie musi towarzyszyć świadectwo autentyczności.
Wykonawca oświadcza ponadto, że w stosownych przypadkach przedstawi wymagane świadectwa autentyczności.
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	
[] Tak [] Nie



[] Tak [] Nie



(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	12) W odniesieniu do zamówień publicznych na dostawy:
Czy wykonawca może przedstawić wymagane zaświadczenia sporządzone przez urzędowe instytuty lub agencje kontroli jakości o uznanych kompetencjach, potwierdzające zgodność produktów poprzez wyraźne odniesienie do specyfikacji technicznych lub norm, które zostały określone w stosownym ogłoszeniu lub dokumentach zamówienia?
Jeżeli nie, proszę wyjaśnić dlaczego, i wskazać, jakie inne środki dowodowe mogą zostać przedstawione:
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	
[] Tak [] Nie








[…]

(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]


D: Systemy zapewniania jakości i normy zarządzania środowiskowego

Wykonawca powinien przedstawić informacje jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający wymagają systemów zapewniania jakości lub norm zarządzania środowiskowego w stosownym ogłoszeniu lub w dokumentach zamówienia, o których mowa w ogłoszeniu.

	Systemy zapewniania jakości i normy zarządzania środowiskowego
	Odpowiedź:

	Czy wykonawca będzie w stanie przedstawić zaświadczenia sporządzone przez niezależne jednostki, poświadczające spełnienie przez wykonawcę wymaganych norm zapewniania jakości, w tym w zakresie dostępności dla osób niepełnosprawnych?
Jeżeli nie, proszę wyjaśnić dlaczego, i określić, jakie inne środki dowodowe dotyczące systemu zapewniania jakości mogą zostać przedstawione:
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	[] Tak [] Nie




[……] [……]


(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]

	Czy wykonawca będzie w stanie przedstawić zaświadczenia sporządzone przez niezależne jednostki, poświadczające spełnienie przez wykonawcę wymogów określonych systemów lub norm zarządzania środowiskowego?
Jeżeli nie, proszę wyjaśnić dlaczego, i określić, jakie inne środki dowodowe dotyczące systemów lub norm zarządzania środowiskowego mogą zostać przedstawione:
Jeżeli odnośna dokumentacja jest dostępna w formie elektronicznej, proszę wskazać:
	[] Tak [] Nie




[……] [……]


(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]


Część V: Ograniczanie liczby kwalifikujących się kandydatów

Wykonawca powinien przedstawić informacje jedynie w przypadku gdy instytucja zamawiająca lub podmiot zamawiający określiły obiektywne i niedyskryminacyjne kryteria lub zasady, które mają być stosowane w celu ograniczenia liczby kandydatów, którzy zostaną zaproszeni do złożenia ofert lub prowadzenia dialogu. Te informacje, którym mogą towarzyszyć wymogi dotyczące (rodzajów) zaświadczeń lub rodzajów dowodów w formie dokumentów, które ewentualnie należy przedstawić, określono w stosownym ogłoszeniu lub w dokumentach zamówienia, o których mowa w ogłoszeniu.
Dotyczy jedynie procedury ograniczonej, procedury konkurencyjnej z negocjacjami, dialogu konkurencyjnego i partnerstwa innowacyjnego:

Wykonawca oświadcza, że:

	Ograniczanie liczby kandydatów
	Odpowiedź:

	W następujący sposób spełnia obiektywne i niedyskryminacyjne kryteria lub zasady, które mają być stosowane w celu ograniczenia liczby kandydatów:
W przypadku gdy wymagane są określone zaświadczenia lub inne rodzaje dowodów w formie dokumentów, proszę wskazać dla każdego z nich, czy wykonawca posiada wymagane dokumenty:
Jeżeli niektóre z tych zaświadczeń lub rodzajów dowodów w formie dokumentów są dostępne w postaci elektronicznej
, proszę wskazać dla każdego z nich:
	[….]



[] Tak [] Nie






(adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji): [……][……][……]



Część VI: Oświadczenia końcowe

Niżej podpisany(-a)(-i) oficjalnie oświadcza(-ją), że informacje podane powyżej w częściach II–V są dokładne i prawidłowe oraz że zostały przedstawione z pełną świadomością konsekwencji poważnego wprowadzenia w błąd.

Niżej podpisany(-a)(-i) oficjalnie oświadcza(-ją), że jest (są) w stanie, na żądanie i bez zwłoki, przedstawić zaświadczenia i inne rodzaje dowodów w formie dokumentów, z wyjątkiem przypadków, w których:

a) instytucja zamawiająca lub podmiot zamawiający ma możliwość uzyskania odpowiednich dokumentów potwierdzających bezpośrednio za pomocą bezpłatnej krajowej bazy danych w dowolnym państwie członkowskim
, lub 

b) najpóźniej od dnia 18 kwietnia 2018 r.
, instytucja zamawiająca lub podmiot zamawiający już posiada odpowiednią dokumentację.

Niżej podpisany(-a)(-i) oficjalnie wyraża(-ją) zgodę na to, aby [wskazać instytucję zamawiającą lub podmiot zamawiający określone w części I, sekcja A] uzyskał(-a)(-o) dostęp do dokumentów potwierdzających informacje, które zostały przedstawione w [wskazać część/sekcję/punkt(-y), których to dotyczy] niniejszego jednolitego europejskiego dokumentu zamówienia, na potrzeby [określić postępowanie o udzielenie zamówienia: (skrócony opis, adres publikacyjny w Dzienniku Urzędowym Unii Europejskiej, numer referencyjny)].

____________________________________

Data, miejscowość 

oraz – jeżeli jest to wymagane lub konieczne 

– podpis(-y): 

Załącznik nr 3 do SWZ

Wykonawca:

……………………………………………………

(pełna nazwa/firma, adres
Na potrzeby postępowania o udzielenie zamówienia publicznego oświadczam,                           co następuje:

OŚWIADCZENIE DOTYCZĄCE RODO

Na potrzeby postępowania o udzielenie zamówienia publicznego oświadczam, że wypełniłem obowiązki informacyjne przewidziane w art. 13 lub art. 14 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie  o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1), dalej RODO, wobec osób fizycznych, od których dane osobowe bezpośrednio lub pośrednio pozyskałem w celu ubiegania się o udzielenie zamówienia publicznego w niniejszym postępowaniu (wykonawca wykreśla powyższe oświadczenie w przypadku gdy go nie dotyczy).

                                                                                                                     ……………………………….

                                                                                                                                 Podpis

Załącznik nr 4 do SWZ

Wykonawca:

……………………………………………………

(pełna nazwa/firma, adres, 

Na potrzeby postępowania o udzielenie zamówienia publicznego oświadczam,                          co następuje:

OŚWIADCZENIE DOTYCZĄCE PRZYNALEŻNOŚCI DO GRUPY KAPITAŁOWEJ:

Na potrzeby postępowania o udzielenie zamówienia publicznego oświadczam, że:

· nie należymy do grupy kapitałowej z żadnym innym wykonawcą, który złożył odrębną ofertę w niniejszym postepowaniu, w rozumieniu ustawy z dnia 16 lutego 2007r.  o ochronie konkurencji i konsumentów (Dz.U. z 2024 poz. 594 ze zm.)*,

· należymy do grupy kapitałowej innym wykonawcą, który złożył odrębną ofertę                          w niniejszym postępowaniu, w rozumieniu ustawy z dnia 16 lutego 2007r. o ochronie konkurencji i konsumentów (Dz.U. z 2024 poz. 594 ze zm.)*.

* niepotrzebne skreślić.

OŚWIADCZENIE O AKTUALNOŚCI INFORMACJI ZAWARTYCH W JEDZ

Na potrzeby postępowania o udzielenie zamówienia publicznego oświadczam, że informacje zawarte w oświadczeniu, o którym mowa w art. 125 ust. 1, w zakresie podstaw wykluczenia z postępowania wskazanych przez Zamawiającego są aktualne.

                                                                                                                     ……………………………….

                                                                                                                                 Podpis

Załącznik Nr 5 do SWZ 

Załącznik składany wraz z OFERTĄ

Wykonawca:

……………………………………………………………………………………

(pełna nazwa/firma, adres, w zależności od podmiotu: NIP/PESEL, KRS/CEiDG)

reprezentowany przez:

……………………………………………………………………………………

(imię, nazwisko, stanowisko/podstawa do reprezentacji)

Oświadczenia wykonawcy/wykonawcy wspólnie ubiegającego się o udzielenie zamówienia 

DOTYCZĄCE PRZESŁANEK WYKLUCZENIA Z ART. 5K ROZPORZĄDZENIA 833/2014 ORAZ ART. 7 UST. 1 USTAWY o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego

składane na podstawie art. 125 ust. 1 ustawy Pzp
Na potrzeby postępowania o udzielenie zamówienia, oświadczam, co następuje:

OŚWIADCZENIA DOTYCZĄCE WYKONAWCY:

I. W związku z art. 7 ust. 1 ustawy z 13 kwietnia 2022 r. o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego oświadczam, że wykonawca: 

1) nie jest wymieniony w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisany na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3 ww. ustawy; 

2) nie jest beneficjentem rzeczywistym wykonawcy w rozumieniu ustawy z 1 marca 2018 r. o przeciwdziałaniu praniu pieniędzy oraz finansowaniu terroryzmu (t.j. Dz.U. z 2025 r. poz. 644),

3) nie jest osobą wymienioną w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisaną na listę lub będącą takim beneficjentem rzeczywistym od 24 lutego 2022 r., o ile została wpisana na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3 ww. ustawy; 

4) nie jest jednostką dominującą wykonawcy w rozumieniu art. 3 ust. 1 pkt 37 ustawy z 29 września 1994 r. o rachunkowości (t.j. Dz.U. z 2023 r. poz. 120 ze zm.), 

5) nie jest podmiotem wymienionym w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisanym na listę lub będącym taką jednostką dominującą od 24 lutego 2022 r., o ile został wpisany na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3 ww. ustawy.

II.  W związku z art. 5k ust. 1 Rozporządzenia Rady (UE) Nr 833/2014 z 31 lipca 2014 r. dotyczącego środków ograniczających w związku z działaniami Rosji destabilizującymi sytuację na Ukrainie oświadczam, że:

1) nie jestem obywatelem rosyjskim lub osobą fizyczną lub prawną, podmiotem lub organem z siedzibą w Rosji,

2) nie jestem osobą prawną, podmiotem lub organem, do których prawa własności bezpośrednio lub pośrednio w ponad 50% należą do osoby fizycznej lub prawnej, podmiotu lub organu, o których mowa w pkt 1,

3) nie jestem osobą fizyczną lub prawną, podmiotem lub organem działającym w imieniu lub pod kierunkiem podmiotu, o którym mowa w pkt 1 lub 2;

III. W związku z art. 5k ust. 1 Rozporządzenia Rady (UE) Nr 833/2014 z 31 lipca 2014 r. dotyczącego środków ograniczających w związku z działaniami Rosji destabilizującymi sytuację na Ukrainie zobowiązujemy się nie wykonywać zamówienia z udziałem podwykonawców, dostawców lub podmiotów, na których zdolności polega się w rozumieniu dyrektywy 2014/24/UE, o których mowa w art. 5k rozporządzenia Rady (UE) nr 833/2014 z 31 lipca 2014 r. dotyczącego środków ograniczających w związku z działaniami Rosji destabilizującymi sytuację na Ukrainie,  w przypadku gdy przypada na nich ponad 10% wartości zamówienia.

INFORMACJA DOTYCZĄCA POLEGANIA NA ZDOLNOŚCIACH LUB SYTUACJI PODMIOTU UDOSTĘPNIAJĄCEGO ZASOBY W ZAKRESIE ODPOWIADAJĄCYM PONAD 10% WARTOŚCI ZAMÓWIENIA:
[UWAGA: wypełnić tylko w przypadku podmiotu udostępniającego zasoby, na którego zdolnościach lub sytuacji wykonawca polega w zakresie odpowiadającym ponad 10% wartości zamówienia. W przypadku więcej niż jednego podmiotu udostępniającego zasoby, na którego zdolnościach lub sytuacji wykonawca polega w zakresie odpowiadającym ponad 10% wartości zamówienia, należy zastosować tyle razy, ile jest to konieczne.]
Oświadczam, że w celu wykazania spełniania warunków udziału w postępowaniu, określonych przez zamawiającego w ………………………………………………………...………………….. (wskazać dokument i właściwą jednostkę redakcyjną dokumentu, w której określono warunki udziału w postępowaniu), polegam na zdolnościach lub sytuacji następującego podmiotu udostępniającego zasoby: ………………………………………………………………………...…………………………………….… (podać pełną nazwę/firmę, adres, a także w zależności od podmiotu: NIP/PESEL, KRS/CEiDG), w następującym zakresie: …………………………………………………………………………… (określić odpowiedni zakres udostępnianych zasobów dla wskazanego podmiotu), co odpowiada ponad 10% wartości przedmiotowego zamówienia. 

OŚWIADCZENIE DOTYCZĄCE PODWYKONAWCY, NA KTÓREGO PRZYPADA PONAD 10% WARTOŚCI ZAMÓWIENIA:

[UWAGA: wypełnić tylko w przypadku podwykonawcy (niebędącego podmiotem udostępniającym zasoby), na którego przypada ponad 10% wartości zamówienia. W przypadku więcej niż jednego podwykonawcy, na którego zdolnościach lub sytuacji wykonawca nie polega, a na którego przypada ponad 10% wartości zamówienia, należy zastosować tyle razy, ile jest to konieczne.]
Oświadczam, że w stosunku do następującego podmiotu, będącego podwykonawcą, na którego przypada ponad 10% wartości zamówienia: ………………………………………………………………. (podać pełną nazwę/firmę, adres, a także w zależności od podmiotu: NIP/PESEL, KRS/CEiDG), nie zachodzą podstawy wykluczenia z postępowania o udzielenie zamówienia przewidziane w  art.  5k rozporządzenia 833/2014 .

OŚWIADCZENIE DOTYCZĄCE DOSTAWCY, NA KTÓREGO PRZYPADA PONAD 10% WARTOŚCI ZAMÓWIENIA:

[UWAGA: wypełnić tylko w przypadku dostawcy, na którego przypada ponad 10% wartości zamówienia. W przypadku więcej niż jednego dostawcy, na którego przypada ponad 10% wartości zamówienia, należy zastosować tyle razy, ile jest to konieczne.]
Oświadczam, że w stosunku do następującego podmiotu, będącego dostawcą, na którego przypada ponad 10% wartości zamówienia: ………………………………………………………………………………………… (podać pełną nazwę/firmę, adres, a także w zależności od podmiotu: NIP/PESEL, KRS/CEiDG),
nie zachodzą podstawy wykluczenia z postępowania o udzielenie zamówienia przewidziane w  art.  5k rozporządzenia 833/2014 .

OŚWIADCZENIE DOTYCZĄCE PODANYCH INFORMACJI:

Oświadczam, że wszystkie informacje podane w powyższych oświadczeniach są aktualne 
i zgodne z prawdą oraz zostały przedstawione z pełną świadomością konsekwencji wprowadzenia zamawiającego w błąd przy przedstawianiu informacji.

INFORMACJA DOTYCZĄCA DOSTĘPU DO PODMIOTOWYCH ŚRODKÓW DOWODOWYCH:

Wskazuję następujące podmiotowe środki dowodowe, które można uzyskać za pomocą bezpłatnych i ogólnodostępnych baz danych, oraz dane umożliwiające dostęp do tych środków:
1) ......................................................................................................................................................

(wskazać podmiotowy środek dowodowy, adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji)
2) .......................................................................................................................................................

(wskazać podmiotowy środek dowodowy, adres internetowy, wydający urząd lub organ, dokładne dane referencyjne dokumentacji)

  


                                                                       ……..………………………………………….








Data; kwalifikowany podpis elektroniczny 

       Załącznik nr 6                                                                                                             
Wzór umowy zawierający istotne dla zamawiającego postanowienia, które zostaną wprowadzone do treści zawieranej umowy.

UMOWA SPRZEDAŻY

NR SZP 3810.107.P……2025

zawarta w Brzozowie, w dniu ………………………….. r. pomiędzy:

Szpitalem Specjalistycznym w Brzozowie Podkarpackim Ośrodkiem Onkologicznym im. ks. B. Markiewicza, 36-200 Brzozów, ul. Ks. J. Bielawskiego 18, zarejestrowanym w Sądzie Rejonowym w Rzeszowie w Wydziale Gospodarczym Krajowego Rejestru Sądowego pod numerem KRS 0000007954, reprezentowanym przez:

Lek. Tomasza Kondraciuka, MBA - Dyrektora

zwanym w dalszej części umowy „Kupującym”, 

a:

…………………………………………………………………………………………………………………………..

reprezentowaną przez:

…………………………………………….

…………………………………………….

     zwaną w dalszej części umowy „Sprzedającym”.

                                                                             § 1

1. Sprzedający sprzedaje a Kupujący kupuje ……………………………………. Szczegółowy zakres przedmiotu sprzedaży określony został w ofercie przetargowej stanowiącej załącznik nr 1 do niniejszej umowy,  oraz w specyfikacji warunków zamówienia.

2. Sprzedający oświadcza, że przedmiot sprzedaży spełnia wszelkie wymagania norm i przepisów odnoszących się do wyrobów tego typu oraz do ich oznaczenia w sposób wymagany przepisami prawa, oraz że Kupujący może przenieść na niego roszczenia wynikające z niespełnienia powyższych wymagań co do jakości produktów lub sposobu ich oznaczania.

3. Sprzedający oświadcza, iż posiada wszelkie wymagane prawem uprawnienia             do prowadzenia obrotu przedmiotem sprzedaży i na każde wezwanie Zamawiającego niezwłocznie przedstawi dokumenty potwierdzające powyższe. 

4. Sprzedający zobowiązany jest do dostawy przedmiotu sprzedaży w terminie                   ………………………………………… od daty zawarcia umowy.

§ 2
1. Strony ustalają łączną wartość przedmiotu sprzedaży, określonego w § 1, na kwotę:………………………….. PLN brutto.
2. Kwota wymieniona w § 2 ust. 1 niniejszej umowy obejmuje wszelkie koszty związane z zakupem przedmiotów objętych umową, wymienionych w § 1 ust. 1, w szczególności:

a) Koszt zakupu,
b) Koszt dostarczenia przez Wykonawcę przedmiotu sprzedaży na teren Szpitala Specjalistycznego w Brzozowie, do pomieszczeń wskazanych przez Zamawiającego.
c) Koszt instalacji (w przypadku gdy sprzęt wymaga czynności instalacyjnych).
d) Pełny koszt sprawowania opieki serwisowo-gwarancyjnej w okresie gwarancji w tym koszty przeglądów okresowych, o których mowa w § 4.
3. Kupujący dokona odbioru przedmiotu zamówienia na podstawie protokołu odbioru sporządzonego przez Strony niniejszej umowy.
4. Osobą kontaktową i upoważnioną ze strony Kupującego w sprawie realizacji niniejszej umowy jest  Pan Marcin Kolbuch, tel. 13 43 09 575.

5. Osobą kontaktową i upoważnioną ze strony Sprzedającego w sprawie realizacji niniejszej umowy jest  ……………………………….……. tel……………………................................

6. Wiążąca strony korespondencja w ramach umowy prowadzona będzie w formie pisemnej (adresy siedzib traktuje się jako adresy korespondencyjne), lub w formie email, ze strony Kupującego: marcin.kolbuch@szpital-brzozow.pl, ze strony Sprzedającego ………………………………………………………... 

7. Wszelkie uzgodnienia w formie telefonicznej są niewiążące dla stron, strony wykluczają je jako wiążącą formę komunikacji w ramach realizacji umowy.

§ 3
1. Kupujący zobowiązuje się zapłacić za dostarczony przedmiot sprzedaży kwotę ustaloną na podstawie § 2 umowy, przelewem bankowym w terminie do 60 dni od daty otrzymania faktury, przy czym podstawą do przyjęcia faktur jest podpisany  przez Strony protokół odbioru o którym mowa w  § 2 ust. 3.

2. Sprzedający zobligowany jest do dostarczenia do siedziby Kupującego faktury w terminie do 3 dni od daty podpisania protokołu odbioru.

3. Strony umowy postanawiają, że zapłata należności za dostarczony przedmiot sprzedaży nastąpi z chwilą obciążenia rachunku bankowego Kupującego.

4. Strony umowy postanawiają, że należności wynikające z niniejszej umowy nie mogą być przedmiotem przelewu wierzytelności, bez pisemnej zgody Kupującego pod rygorem nieważności (przez przelew wierzytelności strony rozumieją również wszelkiego rodzaju umowy zarządzania wierzytelnością, przejęcia wierzytelności                do realizacji, ubezpieczenia wierzytelności itp.)                                                    

                                                                § 4
                                             (nie dotyczy części nr 6 )
1. Sprzedający udziela ……….. miesięcy gwarancji na przedmiot sprzedaży określony                  w  § 1. Termin gwarancji będzie liczony od daty podpisania protokołu odbioru  określonego w § 2 ust. 3. Sprzedający obowiązki w zakresie gwarancji może wykonywać samodzielnie lub poprzez podmiot trzeci.

2. Okres gwarancji na części nowe, zainstalowane w wyniku usunięcia awarii w okresie gwarancji, jest równy terminowi gwarancji sprzętu.
3. Sprzedający w ramach gwarancji zobowiązuje się do bezpłatnego usuwania wszystkich awarii przedmiotu sprzedaży.

4. Czas usunięcia awarii w okresie gwarancji do 7 dni  roboczych od zgłoszenia.

5. Termin na usunięcie awarii ulega zawieszeniu jeżeli Sprzedający dostarczy Kupującemu sprzęt zastępczy o parametrach nie mniejszych, jak przedstawione                     w ofercie.

6. W sytuacji, gdy czas usunięcia awarii z przyczyn niezależnych od Sprzedającego przedłuży się ponad okres 7 dni roboczych Sprzedający o takiej sytuacji obowiązany jest niezwłocznie poinformować Kupującego, z uzasadnieniem i wskazaniem przewidywanego terminu zakończenia naprawy.

7. Każdorazowo termin gwarancji przedłuża się o czas przestoju sprzętu liczony                       w dniach.

8. Jako czas niesprawności uznaje się czas od momentu zgłoszenia awarii przez Kupującego do momentu przekazania w pełni sprawnego urządzenia użytkownikowi.

9. Trzy naprawy w okresie gwarancji dotyczące tego samego podzespołu lub elementu zobowiązują Sprzedającego do wymiany podzespołu lub elementu na nowy.
10. Sprzedający, w okresie gwarancji, na własny koszt i w uzgodnieniu z Kupującym, wykona przeglądy okresowe sprzętu będącego częścią przedmiotu sprzedaży w ilości zalecanej przez producenta tego sprzętu oraz w ilości wymaganej przez obowiązujące przepisy prawa. Kupujący nie pokrywa żadnych kosztów związanych z przeglądem w tym kosztów dojazdu czy też kosztów części które są wymieniane w ramach przeglądu. W przypadku gdy obowiązujące przepisy lub producent sprzętu nie wymagają przeprowadzenia przeglądów w okresie gwarancji, Sprzedający przeprowadzi przynajmniej jeden przegląd w terminie uzgodnionym z Kupującym.  

11. Sprzedający ponosi odpowiedzialność cywilną za obrażenia osób i uszkodzenia sprzętu spowodowane zawinionym działaniem lub zaniechaniem obowiązków wynikających z niniejszej umowy bądź dobrej praktyki serwisowania sprzętu stanowiącego przedmiot sprzedaży.
12. Zgłoszenia awarii Kupujący dokonuje na adres email ……………........................................

13. Do kontaktu ze Sprzedającym w ramach kontaktów serwisowo-gwarancyjnych upoważnieni są następujący pracownicy Kupującego:

Pan Radosław Gromek – tel. 13 43 09 575, e-mail: radosław.gromek@szpital-brzozow.pl.

14. W przypadku, gdy w wystawionej osobno karcie gwarancyjnej zapisy sprzeczne będą z zapisami w niniejszej umowie, za wiążące uważa się zapisy umowy.

§ 5

1. Kupujący może odstąpić od umowy, jeżeli przy dokonywaniu odbioru sprzętu okaże się, że sprzęt dostarczony przez Sprzedającego, jest niezgodny z przedmiotem sprzedaży określonym w specyfikacji warunków zamówienia.

2. Sprzedający zapłaci na rzecz Kupującego kary umowne w wypadku:

· zwłoki w realizacji zobowiązań Sprzedającego wynikających z niniejszej umowy – w wysokości 0,5 % wartości przedmiotu sprzedaży określonej w § 2 ust. 1 umowy, za każdy rozpoczęty dzień zwłoki,

· niewykonania lub nienależytego wykonania przez Sprzedającego zobowiązań umownych określonych w § 4 niniejszej umowy – w wysokości 0,5 % wartości przedmiotu sprzedaży określonej w § 2 ust. 1 umowy, za każdy rozpoczęty dzień zwłoki,

· odstąpienia od umowy przez Kupującego z winy Sprzedającego, w szczególności z przyczyn określonych w § 5 ust. 1 umowy, Sprzedający zobowiązuje się zapłacić Kupującemu karę umowną w wysokości 20 % łącznej wartości przedmiotu sprzedaży, określonej w § 2 ust. 1 niniejszej umowy.

3. Jeżeli szkoda rzeczywista będzie wyższa niż kara umowna, Sprzedający może  być zobowiązany do zapłaty odszkodowania przekraczającego karę umowną na zasadach ogólnych.

4. Kupujący może odstąpić od naliczania kar umownych na podstawie pisemnego, uzasadnionego wniosku Sprzedającego.

5. Sprzedający zobowiązany jest do zapłaty kwot wynikających z § 5 umowy                            w terminie 30 dni od dnia wezwania do zapłaty. Zwłoka upoważnia Kupującego do naliczenia odsetek ustawowych. 
6. Realizacja kar umownych nie wyklucza podejmowania innych działań przez strony umowy, przewidzianych w umowie lub przepisach Kodeksu cywilnego, zmierzających do usunięcia uciążliwości związanych z niewykonywaniem zobowiązań wynikających z umowy.

7. Łączna wysokość kar umownych, które mogą dochodzić strony  nie może przekroczyć 100 % wartości brutto zawartej umowy.

§ 6

Niespełnienie lub nienależyte spełnienie świadczenia będącego przedmiotem umowy przez Sprzedającego, powodujące utratę przez Kupującego środków publicznych zagwarantowanych umową z dysponentem dotacji, spowoduje zapłatę przez Sprzedającego na rzecz Kupującego  równowartości utraconej kwoty dotacji.
§ 7

1. Wszelkie zmiany niniejszej umowy wymagają zgodnego oświadczenia stron umowy i formy pisemnej pod rygorem nieważności, chyba że umowa stanowi inaczej.

2. W razie zwłoki w wykonaniu zamówienia Kupujący ma prawo odstąpić od umowy bez potrzeby udzielania dodatkowego terminu. Wyznaczenie przez Kupującego  nowego terminu nie zwalnia Sprzedającego od obowiązku zapłaty kar umownych.

3. W razie wystąpienia istotnej zmiany okoliczności powodującej, że wykonanie   umowy nie leży w interesie publicznym, Kupujący może odstąpić od umowy w terminie 30 dni od powzięcia wiadomości o powyższych okolicznościach. W takim przypadku Sprzedający może jedynie żądać wynagrodzenia należnego mu z tytułu wykonanej części umowy.

4. W sprawach nieunormowanych w umowie będą miały zastosowanie przepisy ustawy  Prawo zamówień publicznych i Kodeksu cywilnego.

5. Ewentualne spory powstałe w związku z realizacją umowy rozstrzygane będą przez Sąd właściwy dla siedziby Kupującego.

6. Umowa została spisana w dwóch egzemplarzach, po jednym dla każdej ze Stron.

   Sprzedający 







Kupujący                                                          
Opis


Kwoty


Daty


Odbiorcy
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�	Służby Komisji udostępnią instytucjom zamawiającym, podmiotom zamawiającym, wykonawcom, dostawcom usług elektronicznych i innym zainteresowanym stronom bezpłatny elektroniczny serwis poświęcony jednolitemu europejskiemu dokumentowi zamówienia.


�	W przypadku instytucji zamawiających: wstępne ogłoszenie informacyjne wykorzystywane jako zaproszenie do ubiegania się o zamówienie albo ogłoszenie o zamówieniu.�W przypadku podmiotów zamawiających: okresowe ogłoszenie informacyjne wykorzystywane jako zaproszenie do ubiegania się o zamówienie, ogłoszenie o zamówieniu lub ogłoszenie o istnieniu systemu kwalifikowania.


�	Informacje te należy skopiować z sekcji I pkt I.1 stosownego ogłoszenia. W przypadku wspólnego zamówienia proszę podać nazwy wszystkich uczestniczących zamawiających.


�	Zob. pkt II.1.1 i II.1.3 stosownego ogłoszenia.


�	Zob. pkt II.1.1 stosownego ogłoszenia.


�	Proszę powtórzyć informacje dotyczące osób wyznaczonych do kontaktów tyle razy, ile jest to konieczne.


�	Zob. ogłoszenie o zamówieniu, pkt III.1.5.


�	Tj. przedsiębiorstwem, którego głównym celem jest społeczna i zawodowa integracja osób niepełnosprawnych lub defaworyzowanych.


�	Dane referencyjne i klasyfikacja, o ile istnieją, są określone na zaświadczeniu.


�	Zwłaszcza w ramach grupy, konsorcjum, spółki joint venture lub podobnego podmiotu.


�	Np. dla służb technicznych zaangażowanych w kontrolę jakości: część IV, sekcja C, pkt 3.


�	Zgodnie z definicją zawartą w art. 2 decyzji ramowej Rady 2008/841/WSiSW z dnia 24 października 2008 r. w sprawie zwalczania przestępczości zorganizowanej (Dz.U. L 300 z 11.11.2008, s. 42).


�	Zgodnie z definicją zawartą w art. 3 Konwencji w sprawie zwalczania korupcji urzędników Wspólnot Europejskich i urzędników państw członkowskich Unii Europejskiej (Dz.U. C 195 z 25.6.1997, s. 1) i w art. 2 ust. 1 decyzji ramowej Rady 2003/568/WSiSW z dnia 22 lipca 2003 r. w sprawie zwalczania korupcji w sektorze prywatnym (Dz.U. L 192 z 31.7.2003, s. 54). Ta podstawa wykluczenia obejmuje również korupcję zdefiniowaną w prawie krajowym instytucji zamawiającej (podmiotu zamawiającego) lub wykonawcy.


�	W rozumieniu art. 1 Konwencji w sprawie ochrony interesów finansowych Wspólnot Europejskich (Dz.U. C 316 z 27.11.1995, s. 48).


�	Zgodnie z definicją zawartą w art. 1 i 3 decyzji ramowej Rady z dnia 13 czerwca 2002 r. w sprawie zwalczania terroryzmu (Dz.U. L 164 z 22.6.2002, s. 3). Ta podstawa wykluczenia obejmuje również podżeganie do popełnienia przestępstwa, pomocnictwo, współsprawstwo lub usiłowanie popełnienia przestępstwa, o których mowa w art. 4 tejże decyzji ramowej.


�	Zgodnie z definicją zawartą w art. 1 dyrektywy 2005/60/WE Parlamentu Europejskiego i Rady z dnia 26 października 2005 r. w sprawie przeciwdziałania korzystaniu z systemu finansowego w celu prania pieniędzy oraz finansowania terroryzmu (Dz.U. L 309 z 25.11.2005, s. 15).


�	Zgodnie z definicją zawartą w art. 2 dyrektywy Parlamentu Europejskiego i Rady 2011/36/UE z dnia 5 kwietnia 2011 r. w sprawie zapobiegania handlowi ludźmi i zwalczania tego procederu oraz ochrony ofiar, zastępującej decyzję ramową Rady 2002/629/WSiSW (Dz.U. L 101 z 15.4.2011, s. 1).


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Zgodnie z przepisami krajowymi wdrażającymi art. 57 ust. 6 dyrektywy 2014/24/UE.


�	Uwzględniając charakter popełnionych przestępstw (jednorazowe, powtarzające się, systematyczne itd.), objaśnienie powinno wykazywać stosowność przedsięwziętych środków. 


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Zob. art. 57 ust. 4 dyrektywy 2014/24/WE.


�	O których mowa, do celów niniejszego zamówienia, w prawie krajowym, w stosownym ogłoszeniu lub w dokumentach zamówienia bądź w art. 18 ust. 2 dyrektywy 2014/24/UE.


�	Zob. przepisy krajowe, stosowne ogłoszenie lub dokumenty zamówienia.


�	Nie trzeba podawać tych informacji, jeżeli wykluczenie wykonawców w jednym z przypadków wymienionych w lit. a)–f) stało się obowiązkowe na mocy obowiązującego prawa krajowego bez żadnej możliwości odstępstwa w sytuacji, gdy wykonawcy są pomimo to w stanie zrealizować zamówienie.


�	W stosownych przypadkach zob. definicje w prawie krajowym, stosownym ogłoszeniu lub dokumentach zamówienia.


�	Wskazanym w prawie krajowym, stosownym ogłoszeniu lub dokumentach zamówienia.


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Zgodnie z opisem w załączniku XI do dyrektywy 2014/24/UE; wykonawcy z niektórych państw członkowskich mogą być zobowiązani do spełnienia innych wymogów określonych w tym załączniku.


�	Jedynie jeżeli jest to dopuszczone w stosownym ogłoszeniu lub dokumentach zamówienia.


�	Jedynie jeżeli jest to dopuszczone w stosownym ogłoszeniu lub dokumentach zamówienia.


�	Np. stosunek aktywów do zobowiązań.


�	Np. stosunek aktywów do zobowiązań.


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Instytucje zamawiające mogą wymagać, aby okres ten wynosił do pięciu lat, i dopuszczać legitymowanie się doświadczeniem sprzed ponad pięciu lat.


�	Instytucje zamawiające mogą wymagać, aby okres ten wynosił do trzech lat, i dopuszczać legitymowanie się doświadczeniem sprzed ponad trzech lat.


�	Innymi słowy, należy wymienić wszystkich odbiorców, a wykaz powinien obejmować zarówno klientów publicznych, jak i prywatnych w odniesieniu do przedmiotowych dostaw lub usług.


�	W przypadku pracowników technicznych lub służb technicznych nienależących bezpośrednio do przedsiębiorstwa danego wykonawcy, lecz na których zdolności wykonawca ten polega, jak określono w części II sekcja C, należy wypełnić odrębne formularze jednolitego europejskiego dokumentu zamówienia.


�	Kontrolę ma przeprowadzać instytucja zamawiająca lub – w przypadku gdy instytucja ta wyrazi na to zgodę – w jej imieniu, właściwy organ urzędowy państwa, w którym dostawca lub usługodawca ma siedzibę.


�	Należy zauważyć, że jeżeli wykonawca postanowił zlecić podwykonawcom realizację części zamówienia oraz polega na zdolności podwykonawców na potrzeby realizacji tej części, to należy wypełnić odrębny jednolity europejski dokument zamówienia dla tych podwykonawców (zob. powyżej, część II sekcja C).


�	Proszę jasno wskazać, do której z pozycji odnosi się odpowiedź.


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Proszę powtórzyć tyle razy, ile jest to konieczne.


�	Pod warunkiem że wykonawca przekazał niezbędne informacje (adres internetowy, dane wydającego urzędu lub organu, dokładne dane referencyjne dokumentacji) umożliwiające instytucji zamawiającej lub podmiotowi zamawiającemu tę czynność. W razie potrzeby musi temu towarzyszyć odpowiednia zgoda na uzyskanie takiego dostępu. 


�	W zależności od wdrożenia w danym kraju artykułu 59 ust. 5 akapit drugi dyrektywy 2014/24/UE.
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